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Foreword

Financial Management is not the first function an IT organization will try to cover. Normally we 
see that topics like Change Management, Incident Management and Service Level Management 
are among the very first to be tackled in quality improvement projects. But sooner or later the 
organization will need to get in control of that very core attribute of the IT services: the cost! 
Managing the financial aspects of IT service management is so very essential to the organization, 
that it cannot escape to be subject to the management system. 

There is a wealth of technical books on financial management out there, ranging from academic 
study books to ‘finance for dummies’. Unfortunately, IT managers are not financial managers, 
and they normally are not deeply trained in ‘the art of financial management’. The same goes for 
most financial managers: they know little of IT. Available information in frameworks like ITIL 
was also limited to a rather abstract level. Given this lack of existing guidance, a book on IT 
financial management, scoped at the needs of IT managers, would be of great practical value. 

The same situation applies to many other IT service management topics: a lot of information 
is available in sources like COBIT, ITIL and MOF, but additional guidance for practitioners 
is in high demand. This was the reason for developing a series of books that complemented 
the available sources of best practices. The series is being published in the ITSM Library, the 
independent set of books that cover global best practices. Publications in the ITSM Library result 
from global projects, covering experts from all kinds of disciplines, and from many corners 
of the world. These publications are always very instructive, and offer practical guidance for 
practitioners. They all are titled ‘Best Practices’.

The remarkable lack of practical guidance on IT financial management is the reason that this 
book is one of the very first titles to be developed in the Best Practices subseries of the ITSM 
Library. As this is part of a bigger project, a lot of attention is paid to the design of the Best 
Practices subseries, and to the structure of each book in this subseries. All topics covered are 
described from a clear architecture, in terms of People, Process and Technology, sharing the same 
philosophy on IT service management. Specifically, each book makes clear whether the topic 
described is a process or a function: there are important differences that need to be respected on 
implementation.
In this respect, IT financial management is a clear example of a function, using several other well-
known IT service management processes. 

We expect that this book will be a very useful practical guide that supports the reader in 
understanding more on financial management in IT service organizations, offering a good 
structure and lots of practical tips, templates and checklists, on a topic that will have to be tackled 
sooner or later…

Jan van Bon
Managing Editor

V
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IX

Introduction

This book is intended to provide the reader with some general background and a little technical 
detail as regards the practice of IT financial management. It is assumed that the reader has an 
understanding of IT infrastructure and may well have read the relevant parts of the IT Infrastructure 
Library (ITIL). No matter which version of ITIL has been read, the material amounts to some 
fifty pages of general description of the activities involved in financial management for IT 
services. If the reader has read the financial management requirements identified in the ISO/IEC 
20000 standard, they will appreciate that is a one page summary of the expected deliverables of 
the practice. This book extends the description of the practice to over 200 pages and goes into 
quite a bit more depth.

The target audience is anyone involved with IT financial management, whether as a practitioner 
or as a manager or working in related areas and seeking a better understanding of it. It should 
be recommended reading for those in any ITIL activity, be it strategic, tactical, or operational, 
as well as for customers (ITIL’s term for end-user managers paying for the IT service). The book 
provides general descriptions of all the related activities and deliverables as well as many checklists 
going into some detail of tasks and data involved. Thus the book could be read from start to end 
but it is anticipated that for many readers a lot of value will lie in the individual checklists, the 
structures and graphics presented, and in the templates and appendices. It is entirely within the 
spirit of ITIL, and most authorities on the subject, that the reader chooses at will whether to 
adopt or adapt any part of this book. Take it or leave it. That was true of the first version of ITIL 
and is still true today.

The book is structured into ten chapters. The first chapter provides an introduction to IT financial 
management practices in the context of IT service management and chapter two expands on its 
background. 

Chapter three reviews the benefits gained by adopting the practice of IT financial management. 

Chapter four is one of the two longest chapters and outlines the activities, inputs, processing 
and outputs involved in IT financial management, and its relationships to other functions and 
processes. 

Chapter five summarizes different perspectives of IT financial management. 

Chapter six is the other very long chapter, discussing implementation issues. 

Chapter seven outlines the management of the IT financial management practice and chapter 
eight describes the supporting tools. 

Chapter nine presents the set of terms and definitions used throughout this book

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



X

Finally, chapter ten deals with maturity, and presents a series of checklists and templates that 
support the use of IT financial management, as well as a number of relevant frameworks.

Appendix A is essential to this book, as it provides the basic concepts for IT service management, 
and is the common philosophy for all books in the Best Practices series. It is important that 
anyone not fully aware of the differences between processes and functions reads this Appendix to 
avoid conceptual errors in the embedding of IT financial management in their organization. ITIL 
and IT service management are most often related to process-based approaches, and IT financial 
management can follow that approach. IT financial management in itself, however, clearly is a 
function (or ‘practice’), an organizational capability, using people, processes and technology to 
accomplish its targets. In larger organizations it often is a department. This Appendix explains 
the approach to make that work.

Appendix B provides a list of useful sources for information on IT financial management. 

At the end of this book you’ll find an index to keywords and their location within the book.
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1

1	 Context for IT financial management

1.1	 Setting the scene

The importance of IT has dramatically grown in the past decades and is probably still growing. 
Many businesses are depending on IT to improve their efficiency and effectiveness, if not for 
surviving. As a consequence the IT budgets of most companies have increased substantially 
(Hitt, et al., 2002). In this scenario it has been proven (Kellar and Akel, 2003) that larger 
companies tend to invest more than smaller ones. This seems intuitive as, for example, in large 
organization the opportunity to improve efficiency by automating repetitive processes is higher 
and an important driver.

When it comes to understanding the link between IT investments and companies’ performance, 
the situation becomes much less clear. By the end of 2000, research (Brynjolfsson, 1998) 
demonstrated that computerization did not lead to improved productivity. This result was 
known as the “productivity paradox”. Possible explanations were given to justify this result but 
later studies (CSC, 2001; Brynjolfsson and Hitt, 1996; McKinsley and Company, 2002) have 
questioned the validity of the paradox. Analyzing the relationship between IT investments and 
companies’ profitability did not lead to better results and, again, literature shows contradictory 
results. What seems evident is that, in all business sectors, some firms are more successful than 
others in transforming IT investments into value for the business (Kellar and Akel, 2003).

So, while the absolute value of IT investments is growing, the ability to profit from investments 
varies tremendously from firm to firm. IT financial management deals with the amount, the 
funding, the question how it is spent and the control of the money that organizations put 
in IT. Therefore, IT financial management is an important discipline for understanding and 
improving the capability to wisely spend this money and therefore to improve the profitability 
of the business.

The need to better plan, control and evaluate IT investments and spending is also boosted 
by globalization and growing competition. This is a very well-known topic and it brings, as 
a consequence, the need to quest and carefully control all investments and to put them into 
competition one against the other: only those that clearly contribute to achieving the goals of the 
organization should find adequate funding. 

1.2	 IT services and cost

In the perspective of IT services, IT financial management is certainly dealing with costs, which 
are often perceived as being related to quality of services (see Figure 1.1). 

Without the introduction of innovative business models, products or services, there is a 
performance barrier which can’t be crossed. This barrier establishes a relationship between costs 
and service quality (Fig. 1.2). IT organizations shall define how they want to position themselves, 
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2 IT Financial Management: Best Practice

opting for low, average or high quality of services. They then have to control costs and minimize 
them as much as possible. This means trying to reach the performance barrier at the desired 
level of cost, until a breakthrough model or solution is found. IT financial management is a 
mandatory element in order to achieve this result.

Figure 1.1 Cost is one of the core attributes of service quality 
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Context for IT financial management 3

This is one of the key reasons for the growing importance of IT financial management, which 
will be defined in more detail in the next chapter. 

1.3	 The nature of IT financial management

We can interpret IT financial management as the practice, or the function, managing the 
evaluation, planning, funding, controlling and charging of IT investments and costs. Financial 
management has always been a topic on the agenda of CIOs and it is born with IT. Historically, 
the IT department has often grown internally from what was previously known as “accounting”, 
and nowadays as “the financial department. In many cases the IT department is still positioned 
as an element of the financial department. This is mainly due to the fact that the accounting 
and human resources systems (another typical organizational unit where IT department can be 
found) were among the first areas of automation. For this reason, in the 60s and early 70s, the IT 
people and resources were mainly allocated to the financial department. Later, as IT capabilities 
were improving and accounting systems were getting more mature, the focus moved towards 
automation of other parts of the business organization, but the IT department often stayed with 
the financial department.

Financial management has evolved too. Initially, the term was used for the function providing 
management accounting services to the whole organization. This was often known as the 
administration, or the administration and control department. Later, in the 80s, the role of 
this function has evolved, together with the concept of “value creation”. Globalization and 
competition have leveraged the importance of strategic decisions and of planning and control. 
The administration department turned into an administration, finance and control department 
with new responsibilities such as the monitoring of the value of the organization, the evaluation 
of investment decisions from an economic/financial point of view, and the timely funding of 
resources to support the company’s initiatives and projects. In parallel, the new function has 
been generally placed under direct responsibility of the CEO and often renamed into the 
administration, control and financial department or, more simply, the financial department 
(finance).

Like all other departments, IT too has been influenced by financial management, adopting 
the scope, rules and procedures defined by the financial department. Activities like investment 
management, budgeting, accounting and charging, which we will discuss in detail in this book, 
have grown in the financial management department and have been forced upon the other 
departments of the organizations. The scope, the structure, and the level of granularity of the 
output of the financial management activities were initially designed for the overall management 
of the organization. For example, the company budget was structured for each company function, 
including IT.

Additional rules, originating from the IT department, are often used to further detail the IT 
budget. This is generally done to better support the planning and controlling objectives of the 
IT department without overloading the central financial system with detailed information. For 
example, the IT budget is often structured per technology platform or function, such as windows 
vs. UNIX, or operations vs. application management. These additional details are then managed 
outside of the financial system. 
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So, on one side, the IT department needs to respect and apply the company rules regarding 
financial matters, and on the other side the day-by-day management of IT investments and 
costs may lead to specific views, rules and activities to be managed. Therefore, outside of the 
traditional domain of control of the financial management department, several financial topics 
are often managed by IT, with a consistent but different and specific approach requiring a mix 
of IT and financial skills.

One example area is project management, as many projects are dealing with IT. General rules are 
normally provided by the IT financial department, e.g. how to classify and manage project costs, 
or how to determine Return On Investment. Nevertheless the level of granularity required by 
the common financial policies for projects may be insufficient to provide full control of project 
costs. For example, there can be the need for a more granular view of cost types, or the need to 
manage resource activities by means of timesheets. Therefore the IT department may decide to 
manage financial topics with a different approach, but respecting and interfacing with the overall 
rules and financial practices of the company.

Another great example is the evolution of IT service management (ITSM). One of the main 
goals of the modern IT department is to supply IT services, aligned to the needs of the business, 
with agreed characteristics, levels of quality and at optimal costs. This “service orientation” is a 
tremendous shift in the IT perspective, driving a change of the point of view of many traditional 
activities. The benefits of this shift are relevant for financial management, as it has made the efforts 
of the IT department and the cost of IT services much more transparent and comprehensible 
for the business.

Although this may all seem to be straightforward and simple, it is often not the case. Defining 
a budget per IT service is absolutely different from and more difficult than budgeting for 
organizational functions. Furthermore, the financial department and the overall financial 
management activities may not be ready to address this important change. This is often becoming 
painfully clear in ISO/IEC 20000 initiatives recommending the definition of a budget and the 
accounting of costs per service. The traditional financial department and the designed company 
financial management policies, procedures and systems, may not be ready to deal with this shift. 
For example, financial management systems may not be ready to address the services as a required 
dimension in budgeting and accounting activities.

“IT financial management” with the service perspective in mind is core to this book, and will 
be perceived throughout the book as “financial management for IT services”. This perspective is 
quite different from the traditional one, but it is becoming more and more important, with the 
growing acceptance of ITSM best practices, such as ITIL, or standards like ISO/IEC 20000. 

Until now we have discussed the reason for the importance of IT financial management and 
we have seen that IT financial management may be entirely but more often partially part of 
financial management, although related, in terms of discipline as well as in terms of organization. 
All this applies to a context where IT is a department of a company that has some other kind of 
business as its core activity. When the company is an IT service provider in the open market, the 
difference between financial management and IT financial management fades away. This book 
will regularly address both perspectives.
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1.4	 IT financial management and the evolution of ITIL

ITIL is long established. The first version was created in the UK during 1986-1992 by a government 
agency, called CCTA – which later became part of the Office of Government Commerce (OGC). 
Version one consisted of over forty booklets, based to some extent on previous documented 
IBM Technical Labs ISMA manuals and other IT related sources. In that first ITIL edition, cost 
management aspects of IT financial management were addressed in the book “Cost Management 
for ICT Services”, published in 1990. 

The second version of ITIL emerged in 2000-2006. It reduced the number of main books to 
seven. Two of those were most read and provided the major material for ITIL certification: 
‘Service Delivery’ and ‘Service Support’. In ITIL version two, ITSM is largely defined as eleven 
practices and a function, with a chapter of 40-50 pages of generic description for each. In this 
second edition, IT financial management was addressed as one of the core practices of the ‘Service 
Delivery book’.

ITIL version three has an emphasis on the service lifecycle. There are five books, Service Strategy, 
Service Design, Service Transition, Service Operation, and Continual Service Improvement. In 
essence, version three covers the whole suite of version two, including the previously neglected 
books. Each of these five books covers approximately three hundred pages (with some 100,000 
– 150,000 words in each). In this third ITIL version, IT financial management is a topic of 
the ‘Service Strategy’ book, but the way it is addressed is quite complex and in some cases 
contradictory. On one side, ITIL V3 slightly modifies the nature of IT financial management 
compared to previous edition, now being “the function and processes responsible for managing an 
IT service provider’s budgeting, accounting and charging requirements”. In ITIL Service Strategy, 
IT financial management is seen as a strategic tool, enabling operational visibility, insight and 
superior decision making and positioned as part of a service economics paragraph. That paragraph 
also covers other items like Return On Investment (which is a technique, generally considered to 
be part of IT financial management), service portfolio management (a strategic practice supported 
by IT financial management), service portfolio management methods (describing a practice and 
tool to manage the service portfolio) and demand management (another important practice 
supported by IT financial management). Compared to version two, ITIL version three better 
explores and explains the reasons and mechanisms why IT financial management is relevant 
and supports the business. But version three lacks practical guidance and a clear description of 
processes and responsibilities.
 
The ITIL documentation is aimed at being a general recommendation as to Good Practice. So 
there is a need to consider such matters and that is usually achieved by reference to domain experts. 
These in turn attend conferences and read papers to keep up-to-date. This is achieved largely 
thanks to the work of professional organizations such as, in the domain of financial management, 
the Institute of Management Accountants (IMA) or the American Institute of Certified Public 
Accountants (AICPA) for the US. Similar associations are present in all the countries and they 
generally have a long tradition and history, although they are not specifically dedicated to IT 
topics. More recently, associations with specific interest for IT financial management have been 
founded, such as the IT Financial Management Association (ITFMA).
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ITIL version three has increased the number of ITSM practices from ten to as much as twenty-six, 
although the exact figure is under debate. In ITIL version three the ten ITIL practices of version 
two now have additional practices to cater for areas such as business relationship management, 
event management, and knowledge management, but also more detailed practices like service 
validation & testing, service portfolio management, access management and service reporting. 
Version two had one related function, the service desk. Version three presents several additional 
related functions, e.g. application management, technical management, and IT operations 
management.

This distinction between process, sub-processes, (groups of ) activities and functions, as presented 
in ITIL version three, appears to be not entirely consistent within the ITIL definitions and 
acronyms. Applying ITIL’s own definition of process to the sections that are labeled ‘process’ in 
version three also reveals that most of these sections are not described in terms of the process 
definition at all, and this is particularly true for IT financial management. So the word practice 
would be much more in line with ITIL’s recognition as a set of Good or Best Practices. 

In this book we’ll show how IT financial management can be perceived in an organizational 
context, and how it relates to process and function dimensions. For practical reasons we’ll use 
the term IT financial management practice to indicate all activities involved with IT financial 
management.

1.5	 Parameters influencing IT financial management

ITIL talks of People, Process and Products (i.e. services, technology, tools) as the key interrelated 
entities concerned with the establishment of an effective ITSM practice regime. Complementary 
books and ISO/IEC 20000 tend to expand this to the four P’s speaking of People, Process, 
Products and Partners (i.e. suppliers, manufacturers, vendors). This book extends the alliteration 
by adding Price. This arises because another characteristic of a description like ITIL is that it 
describes a perfect environment with the solution being applied across the board to all services 
and all configuration items thus ensuring total cover. In the real world such an approach requires 
too many staff and it costs too much. In the light of the money available, the team available 
and the likely benefits, a budget is established within which the practice has to live. So effort 
has to be focused and inevitably a categorization of services is introduced to identify those that 
are ‘mission critical’, ‘key’, ‘production’ and ‘other’ (or something alike). Then, for the mission 
critical services, the entire solution is applied in full, with less rigorous interpretation of all the 
related activities applied as the priority of the service decreases.
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Playfully, the alliteration of the five P’s above (People, Process, Products, Partners and Price) 
can be even further extended. The main attributes of the people and partner entities include 
politics, policies and protocols. The issues that affect process include projects, practice, plans and 
procedures. Products can include platforms and proprietary tools. The main resultant from price 
concerns is the allocation of priorities. See figure 1.3 below.

ITSM parameters include:
•	 People – are the entity least inclined to conform to predefined process definitions
•	 Process – is a repeatable set of prescribed activities using resources to transform inputs to 

outputs, i.e. ‘what is to be done’
•	 Product – is the clearest on the pricing issue, but perhaps not on the cost-benefit
•	 Partners – involve relationships between people and so the complexity is exponentially 

increased with the numbers involved
•	 Price – is the largest factor on pragmatic decisions
•	 Policy – is the overall intention and direction of a service provider formally expressed by 

senior management
•	 Procedures – are the specified way to carry out a process, underpinning the processes, i.e. 

‘how to do it’

All of these parameters influence IT financial management practices.

Figure 1.3 ITSM parameters
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1.6	 IT financial management maturity

When speaking of IT financial management, the overall mission of the IT organization is a 
preliminary aspect to be considered before evaluating maturity. A traditional IT organization has, 
as we will see later in detail, a very different approach and practices for IT financial management 
compared with those of an IT service provider playing in the open market. The maturity model 
can be applied to any of the more general scenarios described later (IT financial management 
for internal IT departments, IT financial management for internal IT providers, IT financial 
management for market IT providers), but it is important to understand that evolution should 
not only deal with the improvement of ‘maturity’ levels but also with the identification of the 
best suited scenario for IT financial management and the transition to it, if different from the 
initial one.

An example will probably better clarify the concept. An IT internal service provider has reached 
high maturity, level 4, in the initial scenario where it is managing costs per internal customer 
but not differentiating them per specific service nor charging. A management decision is taken 
to separate the function from the core business and to create a specific company continuing 
to provide services to the internal customers of the original organization. In order to improve 
performance and optimize costs, the new IT company shall be able to offer well identified 
IT services at agreed prices. The transition from the initial scenario to the new one will drive 
relevant changes in organization, processes, tools, needed culture. After the decision is taken, the 
maturity level referred to the new target model will suddenly fall down to some intermediate level 
(probably between 1 and 2) but will quickly raise to level 3. Efforts and time will probably drive 
the organization back to level 4 or more.

1.7	 ITSM drivers

ITIL and ISO/IEC 20000 are currently the dominant default descriptions for ITSM. Other 
drivers come in to play when considering the practices to be adopted within enterprises. Quality 
initiatives are encapsulated by Total Quality Management (TQM) and ISO/IEC 9000. Audit 
requirements driven by SOX and Basel II and Cobit contribute to the need for defined IT 
processes. Process improvement lies at the heart of Six Sigma and Continuous Improvement. 
Business Process Re-engineering has paved the way for process definitions and Balanced Score 
Cards and the Capability Maturity Model (CMM) to refine process control.

The Office of Government Commerce (OGC), in the UK, owns the intellectual property rights 
to ITIL. OGC have outsourced the management of ITIL to TSO (for publications) and APMG 
(for examinations). APMG have licensed several other exam institutes, including EXIN and 
ISEB, who delivered the ITIL version two exams.

TSO deliver a set of core ITIL publications to the market. Van Haren Publishing and Inform-IT 
produce a range of books complementary to ITIL, under the ITSM Library umbrella.
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2	 What is IT financial management?

2.1	 Definition 

To understand what IT financial management is, we must start with an understanding of 
financial management. This is a familiar term in business. It usually refers to the management 
of the financial activities of a company, such as raising funds through issue of securities listed on 
the stock exchange or obtaining bank loans and using the funds to finance business activities. 
In brief, financial management is about raising capital for business operations and the carefully 
considered use of that capital.

The term is also used to refer to the responsibilities and activities of an organization’s internal 
finance department, which include:
•	 Management control – Predicting the financial performance of the business and providing 

a basis for decision-making and for raising finance; accounting for and analyzing costs, thus 
providing the basis for allocation of costs to products, services or activities, preparing and 
controlling financial budgets, analyzing performance in terms of variance analysis (cost-
volume-profit analysis), financial aspects of risk analysis, cost-benefit analysis and cost-
effectiveness analysis.

•	 Administration – Recording, clarifying and interpreting financial transactions and events 
(this involves maintaining records, book-keeping, preparing balance sheets and profit and 
loss accounts, preparing value added statements, managing cash, handling depreciation and 
accounting for inflation).

•	 Finance – Controlling and optimizing the use of financial resources (raising funds, planning 
for loan requirements/funds surplus, relationships with credit institutes, management of 
payments to suppliers and collection of revenue from customers, support for investment 
decisions, obligations for tax payments to government).

Financial management involves the whole organization, including the IT department and its 
contribution to the activities outlined above. IT financial management can be interpreted as the 
financial management responsibilities and activities relating to IT. More precisely, we should 
use the term IS (Information Services) management instead of IT (Information Technology) 
management. IS management covers the requirements for the people, technologies and processes 
to support business activities with adequate information processing systems. It is a broader term 
than IT management, which refers to technologies only. In practice, however, the terms IT 
management and IS management are often used with the same meaning.

IT financial management is also well known in the context of ITIL. Version 2 of the framework 
provides the following definition of IT financial management: 

IT financial management: ’a common abbreviation of financial management for IT services’
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where financial management for IT services is defined as:

Financial management for IT services: ‘the process responsible for managing an IT service 
provider’s budgeting, accounting and charging requirements’

In ITIL V3, this definition has been confirmed.

ISO/IEC 20000, the first international standard for the quality of IT services, also deals with 
IT financial management, in particular with two activities, budgeting and accounting for IT 
services (charging is recognized as an activity but not included as it is not mandatory in the 
standard). In the context of this standard, financial management has the same meaning as in 
ITIL – that is, the financial management practices corresponding to ITIL financial management 
for IT services. We can conclude that financial management for IT services is a term related to IT 
service management (ITSM) and, in particular, to ITIL, which takes the perspective of a service 
provider (whether internal or external) and covers a subset (budgeting, accounting and charging) 
of the IT financial management activities. 

This book will analyze IT financial management in its broad context, which encompasses all the 
definitions described above.

2.2	 Goals and objectives

Depending on the meaning given to IT financial management, the set of goals and objectives 
will differ. If we interpret IT financial management primarily as part of financial management, 
the goals and objectives are related sub-goals and sub-objectives of the organization’s financial 
department. One of the main goals of the financial department is to develop and maintain 
certain modules of the company’s information system, particularly the following sub-systems:
•	 general accounting
•	 management accounting
•	 financial accounting

These sub-systems provide timely and accurate information to achieve the main goal of the 
financial department: supporting top management’s direction, control and decision making 
procedures. The financial department must be able to understand the financial impact and the 
benefits of economically relevant decisions, support the strategic planning activities with data 
and information, monitor and report on the value and performance of the company, identify 
and take action on the most appropriate funding options for investments, and assure compliance 
with administrative and financial regulations.

The IT department contributes to the fulfilment of these goals and objectives by taking part in 
the financial management activities.
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However, when considering financial management from an IT services perspective, the scope is 
restricted. In ITIL version 2 and ISO/IEC 20000, the final goal is to budget and account for the 
costs of service provision (charging is out of scope in ISO/IEC 20000). Some specific objectives 
are clearly distinguishable. 

The objectives for budgeting are to:
•	 predict the money required to run IT services
•	 ensure that actual spend can be compared with predicted spend
•	 reduce the risk of overspending or underspending
•	 ensure that revenues are available to cover predicted spend (where charging is in place)

The objectives for accounting are to:
•	 account for the money spent
•	 account for revenues
•	 calculate the cost of providing IT services
•	 perform cost-benefit or return-on-investment analyses
•	 identify the cost of changes

Finally, the objectives for charging are to:
•	 recover the costs of the IT services
•	 operate the IT organization as a business unit (making profit) if required
•	 influence user and customer behavior

Another specific goal of financial management for IT services in ITIL (version 2) is to assist 
management decisions on IT investment by providing detailed business cases for changes to IT 
services.

ITIL version 3 describes the IT organization as similar to a market-facing company, further 
developing the concept of the business unit that was introduced in version 2. The IT organization 
should develop IT services that can create value for its customers. From this perspective, financial 
management aims to support the IT organization with data and analysis in order to define 
strategies, in terms of a service portfolio, and control their results. Service valuation becomes an 
important objective: the determination of the total cost of delivering an IT service and the total 
value to the business that uses the service. 

The goals and objectives described above can be shown as an evolutionary path for IT financial 
management (Figure 2.1).
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2.3	 IT financial management maturity levels

With the evolutionary path described in Figure 2.1 in mind, it is important to understand each 
of the evolutionary steps. These steps, or scenarios, will be used frequently in this book to enable 
a better understanding of the relevance and the context of the main topics discussed here. We will 
examine each of the scenarios in turn.

2.3.1	 Scenario 1: IT financial management for internal IT departments
As we have seen earlier, there are different degrees of maturity in providing IT services. The 
first level is an IT department acting as an internal function and providing applications and 
infrastructures to the business. At this level of maturity, the IT department has probably not 
yet defined a Service Catalog and it communicates with the business in terms of applications, 
management of IT systems and evolutionary IT projects. The budget is generally structured 
around the IT organization (functions) and the activities/projects that it manages. The IT 
department is involved in the financial department’s activities with objectives, roles and schedules 
defined by financial or corporate management. The core financial topics are the evaluation of 
new investments in IT, the determination of actual costs versus budget and financial plans. 
Charging mechanisms of the department’s cost are rarely defined. Where a charging mechanism 
is in place, it is unlikely to be driven by the consumption of services.

Figure 2.1 Incremental goals and maturity of IT financial management
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Typical activities where IT is involved at this level are:
•	 Financial planning – The activity of predicting and controlling the spending of money to 

achieve business objectives in the medium/long term (for example a three-year horizon). This 
includes IT investments and operating costs, so the IT department participates by preparing 
its forecast based on the business (or industrial) development plan; the level of detail of data 
is medium to low.

•	 Budgeting – The activity of predicting and controlling the spending of money throughout 
the budgetary period (usually one year) to achieve business objectives; it also includes IT 
investments and operating costs. The IT department participates by preparing its forecast; the 
level of detail of data is medium to high. The budget forecast fits with the financial plan (see 
previous activity) for the corresponding budgetary year. One or more reviews of the budget 
may be necessary or planned during the budgetary period to check and identify the need for 
significant changes.

•	 Accounting – The activity enabling the organization to account for the amount of money 
and the way it is spent; this is done by means of ledgers, usually defined by the financial 
department. The IT department normally contributes but does not lead the activity; for 
example, recording of financial documents (such as passive invoices) is usually performed 
by the financial department’s personnel, although some activities can be executed by the 
IT department (for example issuing requests for purchase). Accounting is strictly related to 
passive cycle activities (see glossary), such as procurement and order management. 

•	 Managing deviations – Analyzing balance data and comparing with the budget may identify 
significant deviations that need to be dealt with. Analysis may be performed by the central 
financial department or simply coordinated by it and executed by the IT department.

•	 Evaluating investments – The activity of estimating all costs associated with an investment 
and comparing them with the revenues and/or savings in order to determine its economic 
benefit; the rules for evaluation are established by the financial department but the actual 
evaluation is typically executed by the IT department.

The financial department usually performs other financial activities, such as preparing balance 
sheets and profit and loss accounts, handling depreciation, evaluating assets, allocating and 
apportioning money to other departments as well as charging departments or companies for the 
use of IT. At this level, we generally speak of IT costs and their allocation and/or apportioning 
to business units and/or other departments of the organization, primarily based on the general 
financial structure of the business.

2.3.2	 Scenario 2: IT financial management for internal IT service providers
At this level of maturity the IT department identified and adopted the service management 
approach and philosophy, even if it still provides services to a captive market, typically for a 
specific company or a group of related companies. This is generally because the IT department 
needs to provide better support to the business or simply to improve the quality of IT and 
optimize the costs by adopting well proven best practices and approaches. It has identified the 
services supplied and determined how to handle financial management information at this level, 
with the aim of charging for IT services, whether actually or notionally. For example, the IT 
department can detail the budget and can also account for each service; it may also have the 
ability to identify impacts on the service budget based on changes. The IT department’s approach 
may be compatible with the practice and the general accounting structure of the company, but 
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this is unlikely. More often, it is necessary to merge the traditional financial view (based on 
the analysis of the costs of departments, functions, products or other relevant core business 
information) with the new service oriented view.

The service oriented approach and/or processes of IT financial management may not fit the 
general IT financial approach and/or processes. There could be several reasons for this. IT 
services are not elements of core business; the central financial department might not have a 
mature ITSM culture; or there might be constraints within the central supporting financial 
management system. At this level of maturity, it is often necessary to build a dedicated IT 
financial management system, which will support specific needs as the IT department starts to 
think of itself as a company within the company, selling its products/services and managing them 
from a financial point of view too. This way of thinking may also lead to specialized skills and 
to an organizational function within IT, responsible for managing financial matters. The need to 
work with the centrally managed financial processes will continue, as described in the earlier level 
of maturity, and financial data has to be reconciled between the central system and processes and 
those of the IT department.

This is probably the most difficult level of maturity to manage because different financial cultures, 
needs and objectives will coexist in the same company. Many of the financial activities have the 
same title as those of the previous level but their content and approach is significantly different:
•	 Financial planning – This activity is the same as the previous level. Service orientation may 

influence how financial information is collected, but the structure of the financial plan will 
probably continue to follow the corporate approach and rules.

•	 Budgeting – There will usually be two activities. One will be similar to that of the previous 
level, with the aim of feeding data into the organization’s global budget. A second activity 
may be present, with the objective to budget for the specific costs of the IT services; this 
will interface closely with the first activity. Budgeting by service may be significantly more 
complex than budgeting by function. This activity will also be performed autonomously, 
with restricted scope, each time a new IT service is designed and implemented or significantly 
changed. The traditional budget by function, needed for the organization’s overview, may be 
derived from the IT services budget. In a mature environment, the financial department has 
very flexible and sophisticated supporting systems. It would be able to support the specifics of 
the IT department; a new combined procedure might be set in place.

•	 Accounting – this activity is very similar to the one of the previous level of maturity. Here 
the main issue is to record data only once, being able to feed both sets of financial views and 
details – by function and by service.

•	 Forecasting – a specific objective of IT service management is to check for deviations between 
the budget and the current costs of IT services. This can be done in two ways. The first is 
to have a budget disaggregated for each accounting period (for example monthly) and to 
compare the corresponding balance; the second is to forecast periodically for the entire costs 
and revenues of the IT services for the whole budgeted period and to compare them with the 
corresponding total budget. The forecasting activity supports this second approach and can be 
run periodically (e.g. each month or each quarter). Significant deviations are communicated 
to the budget review, which is a distinct activity. Forecasting activities may be found among 
the organization’s financial management practices but periodic budgeting checks and reviews 
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are a more frequent practice. IT service management practices and standards (e.g. ISO/IEC 
20000) have explicit requirements to forecast for the cost of providing IT services. 

•	 Managing deviations – Deviations from budget may be identified from the forecasting activity 
or from the budgeting activity of new or changed specific IT services; these deviations will need 
to be managed. There may be a review of the budget or authorization of extra expenditure, 
keeping the initial budget unchanged. Significant deviations for specific IT services do not 
necessarily lead to relevant deviations from the overall IT budget and, therefore, from the 
organization’s overall budget.

•	 Charging – A mature IT service oriented organization has good control of IT service costs 
and consumption. This is the prelude to charging IT services, which is useful in influencing 
users’ behavior. But in a captive market, typical at this level, there can still be the need for 
transferring IT costs in line with corporate policies and rules (e.g. the turnover of the business 
units). In an international context, the principles and motivation for charging may be derived 
from laws and regulations dealing with the transfer of profits among organizations and, 
ultimately, taxation. Charging is strongly influenced by corporate strategies.

•	 Evaluating investments – This activity is the same as in Scenario 1. Methods and rules to 
evaluate IT investments are usually defined by the central financial department and also used 
by the IT department.

2.3.3	 Scenario 3: IT financial management for market IT service providers
This is the context of an IT service provider competing in the market. Provision of IT services 
is the core business of the business unit or the stand-alone organization. Some initial customers 
may be found among companies belonging to the same group or stockholders (shareholders) 
but the target mission is, sooner or later, to compete in the market. In this context, there should 
be no difference between financial management and IT financial management. This is not 
entirely true as an internal IT department will probably still exist in the IT service provider; 
this internal department will probably act as seen in earlier levels of maturity (for example as in 
Scenario 1). However, with the term IT financial management we will not refer to the possible 
financial management of the IT internal function but to the financial management of the whole 
service provider. With this meaning in mind we can start to examine the activities at this level 
of maturity:
•	 Financial planning – The activity of predicting and controlling the spending of money to 

achieve the business objectives in the medium/long term (for example a three-year horizon); 
the level of detail of data is medium to low. The activity involves the whole organization; it is 
owned by top management and run with the support of the (IT) financial department.

•	 Budgeting – The activity of predicting and controlling the spending of money to achieve the 
business objectives for the budgetary period (usually one year). The budget forecast must fit 
the financial plan (see previous activity) for the corresponding budgetary year. One or more 
reviews of the budget may be performed during the budgetary period to check and identify 
the need for significant changes. The budget is normally defined at product/service level, as 
supplied to final customers. The activity involves the whole organization and it is normally the 
responsibility of the (IT) financial department.

•	 Accounting – The activity that enables the organization to account for the way money is spent; 
this is done by means of ledgers. The (IT) financial department leads the activity and plays an 
important role in related activities (e.g. recording documents such as passive invoices). 
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•	 Forecasting – Organizations in the open market often manage budget by period (e.g. 
monthly). This is driven by the need for a more precise management of financial matters 
to ensure that the required resources are available to run the business. Deviations may be 
identified by simply comparing budget with actual spend; a forecast activity may not be 
necessary, especially if reviews of budget are planned.

•	 Managing deviations – Control of actual spend against budget or budgeting for new or 
changed specific IT services may cause deviations from plans. These identified deviations 
have to be managed. There may be a review of the initial budget or authorization of extra 
expenditure, keeping the budget unchanged. 

•	 Charging – An IT service provider playing in the market has to define tariffs and to charge for 
the consumption of services. Many different charging models can be applied. This is a critical 
activity where the main roles are usually played by the marketing and sales functions, together 
with the (IT) financial department.

•	 Evaluating investments – Methods and rules to evaluate IT investments are normally defined 
by the (IT) financial department and used by others.

The scenarios described above will be referred to throughout this book. Specific topics can be 
inherent to one or more of these scenarios; we will also refer to the scenarios to explain the 
possible differences or implementations.

2.4	 Scope

We have learned from the section above that the meaning and scope of IT financial management 
greatly depends on context. In Scenario 1, IT financial management for internal IT departments, 
the scope is part of the wider financial management, in terms of activities, but also of items to 
deal with (e.g. only costs related to IT). In Scenario 2, IT financial management for internal IT 
service providers, the scope may be wider compared to the previous scenario. The IT department 
may be autonomous and decide to build a specific set of functions and a more detailed view 
(for example, by IT service) of financially relevant data. Finally, in Scenario 3, IT financial 
management for market IT service provider, the scope of IT financial management is interpreted 
as equivalent to financial management.

In this book, we will frequently focus on Scenarios 2 and 3, for example for activities. In Scenario 
1 IT is generally viewed as one of the company’s many internal departments, and its specific 
needs may be ignored by top management. Organization, activities, etc. may be very different 
from company to company and far from a common IT service management best practice. 

Our attention will be dedicated to those aspects of financial management that are specific 
to IT and their relationships with the company’s cross-departmental activities. For example, 
we will not focus on the financial planning activity crossing the entire organization; but we 
will explore its interfaces with IT specific practices; or we will examine IT specific activities  
within it. 

Figure 2.2 graphically represents the activities and the scenarios in this book. Other perspectives 
are not ignored here but better guidance is found for them in other publications.
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2.5	 Specific elements of IT financial management

There are different specifics of IT financial management when compared to other service 
management practices, such as incident management or capacity management.
First, financial management is a common discipline applied to other departments in the 
organization; it is characterized by a shared culture, vocabulary and often by common activities 
and supporting tools. It inherits constraints and/or interfaces, which are clearly identified when 
addressing activities or structural changes. For example, there is the definition of which costs 
should be managed as capital expenses and which are operational expenses. This is normally 
part of the organization’s general accounting policies and approach, in compliance with external 
regulations, such as General Accepted Accounting Procedures (GAAP), which are followed 
by all departments. Another example relates to the timing of budgeting, often dictated by the 
organization’s timetable with input/output relationships among the activities of the different 
functions or departments (e.g. business initiatives, such as the building of a new plant, which 
would need to be known before defining the budget for IT services).

Another important specific is that IT financial management practices, as we will see later, are 
closely interfaced and related to other practices, especially those belonging to the passive cycle 
(activities starting from the identification of a need for buying something and concluding with 
the payment for the goods/services purchased). A decision about the detail of the accounting 
level may influence the complexity in other areas of the organization, such as the purchasing 
department or administration. For instance, if we decide to manage costs by service, orders to 
suppliers would probably be split accordingly, which might lead to a significant increment of the 
number of items to be recorded in orders and invoices. This decision could finally lead to higher 
costs for the purchasing activities. In this case, there has to be a careful evaluation of the benefits 

Figure 2.2 Scope of the book
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and the decision shared with all involved parties, as others (typically the purchasing department 
and/or the corporate financial department) may be strongly affected by it.

Because of these inter-relationships with other practices, another specific is also related to the tool 
supporting the IT financial management practices. With other IT service management practices 
the supporting tools are quite independent from other departments in the organization, although 
very much integrated in the service management domain. In the case of IT financial management, 
supporting tools are often those managing the overall organization’s financial practices or, if 
independent, they are closely integrated with them. Whether to adopt and adapt the existing 
tools or to interface new specific tools is a key decision to be taken.
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3	 Perspectives and benefits of  
IT financial management

3.1	 Perspectives and benefits of IT financial management 

IT financial management generates benefits according to the scenarios described in the previous 
chapter. The different perspectives typical of each scenario are the key to understanding them 
and to understanding the points of view of the different roles involved in IT service management 
practices: customers, users, the financial department and IT staff. Before starting the analysis 
of perspectives and points of view, it is useful to explain the difference between ‘customer’ and 
‘user’. Customers of IT services are the decision makers, who are responsible for the acquisition 
of services and paying for them. Users are those actually receiving and using IT services. In some 
cases users and customers may correspond but this is not always the case.

3.1.1	 Scenario 1, internal IT departments
In Scenario 1, IT financial management is part of corporate financial management. IT is one of 
the many departments providing services to the business unit(s). In some cases, the importance 
of this support may be extremely relevant but sometimes IT is not perceived as adding value to 
the business and it is often considered simply as a cost center necessary to run the business. In 
this scenario customers (e.g. a business unit) cannot choose and think of IT to be an unavoidable 
cost, based on general criteria such as the number of users, number of workstations, bandwidth 
usage, etc. and not always linked to the use and/or quality of IT services. IT financial management 
is generally not designed to help with understanding of the contribution (value added) of IT to 
the business. In many cases, at least in small to medium organizations, it is not designed at all, 
in the sense that it is entirely part of corporate financial management and therefore targeted to 
corporate aims.

The benefits of (IT) financial management in this context are described and ranked in Figure 
3.1 according to the probability of experiencing them. This probability depends on the processes 
implemented and on the culture and maturity achieved by the organization. At this level of 
maturity, the most common positive effect experienced is financial compliance, which is the 
ability to assess whether actual raising of funds and spending comply with the budget mandate, 
which in turn complies with the overall corporate plans.

Financial compliance is ensured by the management of budgeting and accounting activities and 
by the fact that these activities are governed by the financial management department. Another 
relevant benefit experienced is the ability to demonstrate how money is spent: knowledge of 
costs. This is derived from the accounting management activity.

Besides these two common benefits, organizations may also be able to evaluate investments 
correctly and therefore optimize them. This depends mainly on the maturity of the organization, 
as there is not always adequate culture and good practices in place to systematically calculate the 
advantages of projects (see also section 6.5.15 for further information on how returns can be 
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calculated). This benefit arises when an investment evaluation activity is well defined, interfaced 
with project management and working properly. 

Another set of activities may support flexibility in the face of change and reduce the risks related 
to business change. These activities are budget review, forecasting and management of deltas 
(deviations) between forecasts and budgets. In Scenario 1, budget review is commonly in place 
while it is less usual to find forecasting activities. Management of deltas is probably an existing 
activity but it might not be optimally triggered because of several reasons: the periodic forecast 
activity is not run or is run with insufficient frequency, reliability of budget articulation by period 
is insufficient or there is no articulation at all for comparisons with actual values.

In Scenario 1, IT financial management for internal IT departments, the benefit of IT financial 
management that is most often experienced is the ability to determine and assess compliance of 
spending according to budget and to demonstrate how money is spent. Some organizations may 
also experience improved decision making, deriving from financial evaluation of investments and 
changes.

3.1.2	 Scenario 2, internal IT service providers
In Scenario 2, IT financial management for internal IT service providers, we assume that IT 
has changed its approach: it will no longer consider itself as a cost center and it will no longer 
be viewed as a cost center by the rest of the organization but as a ’service center’ where money 
spent clearly returns value to the customers’ business. To obtain and maintain this reputation, 
the core focus of the IT organization shifts and concentrates on value creation. The support 
of IT financial management is needed to evaluate the creation of value and to compare it with 
the cost of creating it. This is usually done by means of IT services, the core object of all these 
evaluations. In medium-sized organizations and, especially, in large organizations the effort and 
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Figure 3.1 Benefits of IT financial management for Scenario 1, ranked according to the probability of experiencing them
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requirement to support this perspective will lead to IT financial management as an independent 
function, probably still strongly interfaced to corporate financial management or perhaps still a 
subset of the corporate function. 

Figure 3.2 illustrates the increasingly experienced relevance and benefits of IT financial  
management in this scenario. It is not only about the range of activities covered, which is a 
wider scope than in Scenario 1, but also the structure and detail of information. IT financial 
management starts to manage the costs and (probably) revenues of IT services, ideally by 
individual service, instead of those of IT globally or by department. The traditional benefits of 
IT financial management remain: financial compliance and knowledge of costs.

The challenge of providing value to customers by means of services emphasizes the need for 
support and, therefore, the benefits of IT financial management. Investment analysis becomes 
fundamental to support decisions, for example whether new or changed services will provide 
value to customers. Service portfolio management is supported too, to make it easier to identify 
and concentrate efforts on services that provide greater value to customers. Finally, supplementing 
controlled flexibility with forecasts and delta management activities contributes to the assurance 
that value is constantly maintained in situations of environmental and business changes.

In this scenario, another relevant benefit may derive from service valuation, if charging is applied 
and prices are calculated on the basis of value provided by the service. This is intuitive but not all 
the organizations in Scenario 2 are charging for services; very few of them use value as the basis 
for charging, because it is difficult to determine.
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Figure 3.2 Benefits of IT financial management for Scenario 2, ranked according to the probability of experiencing them
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In Scenario 2, IT financial management for internal IT service providers, the focus of IT shifts 
to the value of services for customers. Benefits deriving from IT financial management increase 
proportionally to its contribution to value creation, control and charging. Traditional benefits still 
remain: assurance of compliance and knowledge of costs.

3.1.3	 Scenario 3, market IT service providers
In Scenario 3, IT financial management for market IT service providers, IT financial management 
merges the role of financial management in non IT organizations with its role as in Scenario 2. 
Its core business is IT, so financial management manages all aspects of Scenario 2 and other 
activities, such as fund raising, taxation, etc. In this scenario, it becomes more difficult to classify 
the relevance of benefits of IT financial management as done before, because of its pervasive and 
central role. All the following are relevant benefits, as described in Figure 3.3: 
•	 financial compliance
•	 knowledge of costs
•	 investment analysis
•	 support of service portfolio management
•	 support of rapid change (budget reviews, delta management, forecast)
•	 service valuation (and pricing)

Compared with Scenario 2, determination of the value and price of the IT services supplied 
becomes increasingly important, together with developing extensive knowledge and control of 
costs. This means better understanding of cost dynamics – for example, what happens, from a 
financial point of view, if the number of servers or users increases? IT financial management, 
besides the traditional benefits related to compliance and investment analysis, contributes 
greatly to strategy definition for the provision of services and to some operational tasks typical 
of marketing and/or pre-sales, such as price definition. This enables better business decisions 
and optimal decision making for services, which ultimately contributes to the organization’s 
competitiveness and survival.

Figure 3.3 Benefits of IT financial management for Scenario 3= ranked according to the probability of experiencing them
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In this scenario, financial management also deals with activities not detailed in this book, such as 
management of capital structure, distribution of profits to shareholders, tactical financing (such 
as how to fund required resources), taxation and management of the relationship with banks. 
These activities bring additional relevant benefits.

3.1.4	 Stakeholders’ perspectives and benefits
In this section we discuss the points of view of some important stakeholders of IT financial 
management and the benefits for them. The identified stakeholders are: customers, users, IT staff 
and management. The difference between customers and users has already been described. It is 
now useful to understand what we mean by management: we will refer to the top management 
of the organization which includes some representation from the IT department (primarily the 
Chief Information Officer – CIO).

Customers
Customers are always well identified in Scenario 2 and 3; but in Scenario 1 they may not be clearly 
targeted. In Scenario 1, IT financial management might not be perceived yet as an independent 
function and set of activities but as part of overall corporate financial management, so we do 
not discuss this scenario further here. Instead, we will concentrate on those where IT financial 
management is perceived by the customers. In Scenario 2 and 3, IT financial management will be 
mainly seen as the function (and the set of activities) responsible for charging for IT services. To 
be effective, formal agreements should be managed by service level management; new requests, 
as well as budget, should be managed by demand management activities, which should interface 
with IT financial management. The direct benefit, for the customer, is to establish a clear 
interface to gather and discuss information about charges. The indirect benefit is that charges 
are determined on the basis of deeper knowledge of costs and cost dynamics; thus there is better 
knowledge to isolate the costs relating to a specific customer and to charge only for those costs. 
An obvious additional advantage is that charges may be made transparent: more comprehensible 
and easier to understand. This is likely to improve relationships between customers and IT 
over time. However, all this is not necessarily true for Scenario 3, where market dynamics and 
providers’ strategies will determine actual charges and relationships with service providers also 
depend on the competition.

Users
Users are influenced by IT financial management, especially by means of charging. The price 
will influence the consumption of IT services. For example, if a department is charged more 
when using applications within specific working hours, it will probably make an effort to avoid 
the higher charges by keeping within the agreed level of consumption. The main benefit of 
IT financial management, from the users’ perspective, is having a function (and practices) that 
provides information on consumption and the costs of using IT services. However, attention 
to costs can lead to inappropriate behavior, for example sharing of accounts, which must be 
monitored and detected as soon as possible because of the risk of associated problems such as 
security issues.

IT department and staff
The IT department is greatly dependent on financial management; the benefits for its staff are all 
those identified in section 3.1.1, 3.1.2 and 3.1.3, depending on the specific scenario. IT financial 
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management ensures that costs are budgeted and controlled to comply with corporate objectives 
and targets, as well as those of the IT department. IT financial management also provides vital 
information on the most advantageous investments and helps to optimize costs continuously. 
Knowledge about costs is also fundamental to correct pricing and any decision about changed 
or new services. IT departments should experience the full range of benefits deriving from IT 
financial management, depending on the scenario relevant to their circumstances.

Management
In Scenario 3 there is no difference between IT and the business and the whole set of benefits 
described in section 3.1.3 should be experienced by management. The role of IT financial 
management is vital because the survival of the organization depends on it. Correct financial 
planning, budgeting and pricing will contribute to the key decisions of management, which will 
affect the fortunes of the organization.

In Scenario 2 and, especially, Scenario 1 a key benefit of IT financial management for management 
is its contribution to compliance and alignment with corporate objectives. As for all other 
departments or business units, IT financial management will ensure that IT investments and 
other IT costs are defined and controlled in line with corporate objectives and targets and that 
financial policies are actually followed. 

Another important benefit may be experienced by management, especially in Scenario 2. If the 
costs of IT services are defined on the basis of a relevant quota of their direct components, 
this should lead to improved transparency and better relationships with customers. Because 
of transparency, the real cost of services is visible and better understood. This transparency 
facilitates benchmarking with other market IT service providers, leading to optimized sourcing 
and/or charging decisions for specific IT services too. Transparency and evidence of an increasing 
component of direct costs in IT services (e.g. hardware, software, labor costs) helps to reduce 
disputes with customers. However, there is a negative side-effect of transparency: if the IT 
organization’s performance is poor, the business might look for more convenient alternatives 
(e.g. outsourcing services) if free to do so. 

Independent of the scenarios, support of greater flexibility is an important benefit for management. 
IT financial management can provide quick answers about IT matters and frequent questions 
related to business decisions, such as: how much will IT services cost if we are going to open a 
new office or plant? What are the IT costs to be considered if we add a specific number of new 
users deriving from an acquisition?

3.2	 Costs of IT financial management

There will be initial and ongoing costs associated with any implementation and execution of 
activities. For IT financial management, the initial costs to be considered are:
•	 staff and consultancy to design and implement organizational and process changes
•	 staff and consultancy to design and implement automation, including interfaces with external 

processes, functions, and related supporting tools
•	 procurement of infrastructure (e.g. hardware, middleware, bandwidth) and of supporting 

tools (applications for IT financial management)
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•	 recruitment and training of resources to run the target activities
•	 accommodation, utilities and travel expenses to manage the change
•	 project management
•	 costs of defining the baseline (e.g. assessing the initial situation), which may be run as a 

project itself with all related costs (e.g. internal effort, external consultancy, etc.)

Ongoing costs are:
•	 staff to execute activities (internal or external)
•	 materials, consumables
•	 services (external, such as consultancy, and internal)
•	 maintenance fees for infrastructure and supporting tools
•	 costs of maintaining knowledge and skills (training)
•	 costs of continual improvement

Section 3.2.1 details the costs listed above.

3.2.1	 Initial set-up costs
By initial set-up costs, we mean all those related to the set-up of IT financial management in 
one of the target scenarios described. Few organizations will be starting from scratch and some 
of the activities will already exist. However, management will often consider that the current 
level of support of IT financial management is not sufficient and decide to run a new project to 
improve the situation. The objectives of the project will include one or more of the following: 
implementing new practices, significantly changing existing practices, improving the level of 
automation. We will describe how to implement IT financial management in detail in Chapter 
6. Here we will concentrate only on possible costs associated with the project.

Design, implementation and set-up of the target organization and practices will require internal 
commitment and staff; very often, external consultancy will also be required. Internal staff will 
be involved in running day-to-day activities; their available time may be not sufficient, if the 
target situation is considerably different from the starting point. In addition, external support is 
often a key enabler in breaking down barriers in strongly entrenched environments, where a long 
history of operating practices exists; external resources are seen as independent and are listened 
to more often. External resources may also be valuable when making the transition from one of 
the previously described scenarios to another. Internal knowledge and perspective may be not 
adequate and the support of experienced external resources is recommended to avoid errors and 
shorten implementation. External support is also useful to set the baseline, one of the important 
steps of continual service improvement, which is recommended before starting activities. This is 
often done by means of assessment techniques and benchmarks; the help of external experts, used 
with these approaches, may greatly facilitate the task. 

An often underestimated cost of the design phase is related to the retrieval and preparation of 
data to test and set up changed or new cost models (see section 6.5.8 for further details about cost 
models) and cost apportioning models (see section 6.5.10 for further details about cost apportioning 
models). Testing, usually performed before final automation, is strongly recommended to verify 
the validity and the results of target models before their adoption. Retrieving information and 
performing apportioning (in order to test) without adequate supporting tools (automation) is a 
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time intensive task. The cost of the task depends on the level of detail of models, which also drives 
the cost of related activities. For example, if we need more data because the aim is to analyze costs 
of services per activity, such as incident or change management, this will lead to increased detail 
of information to be gathered and managed during the test period and later on.

External support will probably be significant in the case of a new tool to be introduced to automate 
IT financial management practices too. Competencies and resources will be needed in order to 
prepare analysis, customize or implement the tool, install and setup the new solution. This is 
not the only cost associated with automation, as new infrastructure (such as servers) and license 
fees of software may be required. Another cost element to be included is the cost of interfacing 
critical processes and related supporting tools, such as asset management and all the monitoring 
systems used to gather information needed to calculate costs and/or apportion them. The cost 
of automation is usually significant as only small organizations can support effective IT financial 
management efficiently without tools. Fortunately, some important tools for automation such 
as the accounting systems (further discussed in section 6.5.5), are often already present and 
operating.

As we will see (Chapter 5), new practices will probably require changes to existing roles or new 
roles to be introduced; changes in the organization (e.g. new functions or departments) have to 
be expected too. This may require skill inventories to search for matching profiles; when good 
matches with internal resources cannot be found, there will be a need for recruitment. Nearly 
always, costs for training are also expected.

Where the change is large enough to justify using a project-based approach, additional 
categories of costs will need to be considered – for example, the use of offices and utilities for the 
project teams, travel expenses for presentations, coordination meetings and communications. 
Coordinating and managing the project is another element of cost to be considered. In many 
cases, project management will be mandatory and specific roles will have to be set up (typically 
project manager, project management office) which, again, will require internal staff and/or 
recruitment of external resources and/or acquisition of external services.

Initial set-up costs should be calculated to identify all the resources needed until all the targeted 
changes are implemented and signed off by the IT financial management practice owner.

3.2.2	 Ongoing costs
Ongoing costs are those related to the day-to-day execution of IT financial management 
practices, to support other departments or external functions (e.g. accounting, controlling, legal 
department, government authorities) and to perform small changes for continual improvements. 
Major changes and their associated costs should be managed as described for initial set-up costs 
– that is, by means of specific projects.

The most obvious ongoing cost is related to the internal or external staff needed to run 
processes. While some relevant roles, discussed in Chapter 5, are usually internal and full-time 
or allocated for a considerable amount of time so that related costs are easy to identify (e.g. IT 
financial manager), many others spend just a small proportion of their time to run IT financial 
management practices and it may be difficult to determine their associated costs. The cost of 
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external staff, in this phase, is often associated with professionals or consulting organizations with 
expertise on financial matters to provide information about compliance issues and the evolution 
of regulatory aspects.

The cost of running IT financial management practices is influenced by the level of detail of data 
to be managed and the level of automation. This has been highlighted in section 3.2.1 earlier. For 
example, if detailed information is required on how the time of IT service management staff is 
spent, the introduction and management of meticulous time management (based on timesheets) 
will lead to greater effort. Another example is the passive cycle (see glossary), including orders 
and invoices registration. A higher level of detail and direct allocation of costs to IT services 
will require a higher number of records to be managed. For example, if a large contract with a 
supplier for server management exists, orders and invoices could be detailed at different levels: 
customer, service, service/activity. Managing information by service would lead to higher effort 
(e.g. internal requests for purchase, orders, and invoices recorded with details by service) if 
compared to managing information traditionally (e.g. by function).

A higher level of detail is not necessarily a positive thing. It becomes useful only if this leads 
to valuable information and reporting that is requested and used to control or make decisions. 
Otherwise, it just add costs; an optimal balance needs to be found.

The costs of materials and consumables are directly related to the relevance of paper support in 
the organization and the number of reports and analyses produced. This can range from a small 
amount, in paperless contexts, to substantial costs, in large organizations with a traditional paper 
oriented approach.

Supporting tools, infrastructure (e.g. servers) and facilities need to be maintained and updated to 
remain effective. This is frequent, especially for solutions supporting IT financial management, 
and it does not only imply maintenance fees for dedicated hardware and software. Competencies 
and staff are needed to update the configuration of tools or even to customize them to support 
required changes (e.g. new functionalities, reporting, adaptation to regulatory constraints, 
interfaces, etc.). This maintenance service might be supplied by the IT department, by external 
staff or both, according to available competencies. It is wise to carefully budget for these costs 
too.

Changes in turnover, changes of business context and regulatory constraints (such as rules to 
manage depreciation or accruals or rules to design reporting, such as profit and loss statements) 
mean that there is a constant need for updating and adjusting the knowledge of resources involved 
in the practices. There will need to be a budget for training costs.

Finally, as we have already anticipated and we will explain further in Chapter 7, there is a 
continual need for improving practices and this applies to IT financial management too. 
The IT department should adopt and perform one of the numerous available approaches for 
improvement, such as the Deming Cycle (Plan-Do-Check-Act) and should be prepared to fund 
the costs associated to set up and run it (again staff, external services, tools, etc.). These costs 
should be budgeted as this effort is often not compatible with day-to-day routine and because, 
usually, specific tools or implementations are needed, for example to monitor performances of 
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the practices. In the Plan-Do-Check-Act approach there is an ongoing component of costs (to 
support monitoring and analysis) and also an ad hoc component, depending on the actions to 
be implemented to improve practices. Each action identified will typically have the same cost 
components previously described in section 3.2.1 (initial setup costs) and should be managed 
through a change management process, assessing and managing the impact and relationships 
with all the other service management processes.

3.3	 More quantifiable benefits or costs?

We have discussed, in section 3.1, the high potential of benefits driven by IT financial management 
and the associated costs for its implementation and execution (section 3.2). Some questions arise: 
are the benefits quantifiable and can the costs be justified? Is it possible to evaluate trade-offs 
before starting implementation and, if so, how?

First, running IT financial management practices is not always an option. To ensure the minimal 
required level of control of costs and revenues in line with corporate financial policies, many 
organizations will implement IT financial management. In particular, budgeting and accounting 
activities are often mandatory: annual budget, budget reviews, periodic and annual closures 
(these activities will be described in detail in Chapter 4). For organizations charging customers 
for IT services other practices will be mandatory too: in particular, customer charging and, in 
some cases, pricing.

Costs associated with the execution of the activities listed above, at a basic level (sufficient to 
comply with corporate financial policies), will need to be budgeted and managed. There may be 
no need for cost justification as management requires it to be done. The questions arise for other 
practices and when a higher level of sophistication is required. There will be a point at which 
the cost cannot be justified: a level of sophistication where the cost of improving (e.g. the level 
of detail of costs managed) is too high compared to the potential incremental benefits deriving 
from the proposed improvements.

Chapter 7 deals with Key Performance Indicators (KPIs) for IT financial management practices. 
Improvement of performance, in terms of both efficiency and effectiveness of the practices, is 
often the underlying rationale to justify investments in IT financial management. Section 7.3 
describes KPIs to measure improvements in practice; some of these KPIs are related to costs. In 
addition, Table 3.1 shows the relationships between benefits, their impacts and related savings/
earnings. Measuring is not an easy task but a correlation between investments and their final 
positive expected effects, in terms of improvements, should be identified and proved. Investments 
in IT financial management should be managed in the same way as any other investment using 
the practices and techniques to evaluate and select them as described in this book (see section 
4.1.3 for practices and section 6.5.15 for techniques). This means that expected benefits should 
be compared with costs and investments checked for available resources. If the acceptance 
criteria (considering the associated risks and their costs) are met, improvements can be approved; 
otherwise further analysis is needed and justification should be investigated further or the project 
discarded. There may be situations where available resources and organizational capacities do not 
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allow to proceed with a specific investment, even if it takes considerable benefits. In such a case, 
investment should be postponed and reviewed when resources and capacities will be available.

In Chapter 6, we will discuss in detail how to implement IT financial management; an incremental 
approach will emerge as an appropriate alternative. From an investment perspective this means 
that effort may be distributed over time. It should be easier to justify smaller investments, 
which are also compatible with the existence of an ongoing budget for process improvement, as 
described in section 3.2.2. However, it is important to check that this money spent is delivering 
the expected tangible results. It is essential to continue comparing saving/earnings with costs; 
justification should be found regardless of the roadmap chosen (initial relevant investment vs. 
incremental improvements). 

Benefits Impacts Savings or earnings

Ability, frequency and precision 
of forecasts

– � Correct and timely fund 
raising

– � Reduced payments of interest
– � Reduction in wasted effort due to 

aborted or delayed initiatives  
(e.g. for unavailable funds)

Ability to understand 
appropriate and remunerative 
IT services

– � Customer satisfaction
– � Higher price of services and/

or demand

– � Higher sales prices or sales volumes 
leading to higher margins

– � Reduced ongoing costs

Knowledge of cost dynamics 
and investment analysis

– � Improved and efficient 
decision making

– � Cost reduction leading to lower prices 
or higher margins

– � Reduction in wasted effort due to 
aborted or delayed initiatives (e.g. for 
unavailable funds)

– � Reduction of decision-making costs 
(e.g. time spent by managers)

Support of rapid change – � Shorter time to market
– � Customer satisfaction

– � Higher volumes of activity leading 
to better use of resources and/or 
increment of revenues and margins

Optimization of IT financial 
management practices

– � Improved organization and 
processes (efficiency and 
effectiveness)

– � Cost reduction
– � Increased productivity of involved 

staff

Improved compliance – � Improved contribution to 
corporate objectives and 
optimized use of corporate 
resources

– � Reduction of errors

– � Reduction in wasted effort due to 
aborted or delayed initiatives  
(e.g. for unavailable funds)

– � Reduced ongoing costs
– � Reduced costs of error recovery

Table 3.1 Benefits, impacts and related saving/earnings of IT financial management
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4	 Description of financial management 
activities

In this chapter we will focus on IT financial management activities, some of which have been 
briefly introduced earlier. The objectives are:
•	 To give an overall picture of the IT financial management activities and their internal 

and external interfaces (especially those that interface with other IT service management 
practices).

•	 To describe the most relevant activities in detail.

Figure 4.1 shows the IT financial management activities that we will analyze further in this 
chapter. Each scenario previously described may have a different combination of activities 
with some specific features. In this chapter we will concentrate on Scenario 2. Organizations 
in Scenario 1 will probably be without some of the activities described, such as pricing and 
charging. Organizations in Scenario 3 will have additional activities not described in Figure 4.1 
These activities are related to the organization’s financial management in decisions about capital 
structure, distribution of profits to shareholders, tactical financing (such as how to fund required 
resources), taxation and management of the relationship with banks. These are very technical 
subjects, which are managed by the financial management department in Scenarios 1 and 2 
(in Scenario 3, there is probably no separation between IT financial management and financial 
management). Information about these topics is widely available in literature as it is part of the 
body of knowledge required for financial staff; it is not typical of IT financial management. 
These specialist topics and related activities will not be discussed further in this book.

A question is raised when looking at Figure 4.1: where are the activities that are generally 
considered part of accounting activities, such as recording invoices? These activities are 
generally part of what we have called the passive cycle – that is, the set of activities managing 
all steps needed to handle purchases, from order issue to suppliers’ payment – and/or corporate 
accounting activities. These activities have not been considered part of IT financial management 

Figure 4.1 IT financial management activities
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core activities but interfaces with them are clearly fundamental. Recording and accounting 
invoices, for example, is generally managed by the accounting or purchasing departments for 
all goods and services purchased by the organization, including IT.

In the next sections we will introduce and describe each of the activities with a standard approach. 
For each activity we will supply detailed objectives, a short description, a detailed activity flow 
and a description of it. 

The IT financial management activities are closely interrelated; Figure 4.2 shows the main 
interfaces between them. The content of each interface will be better understood when describing 
each activity. Figure 4.2 also shows the external entry points or activation triggers deriving from 
practices or events not included in the IT financial management domain that is described in 
Figure 4.1. These triggers can be identified easily in the detailed description of practices, in 
particular in their event-process-chain.

To detail the activities we will use the Event-Process-Chain (EPC) model, which legend for 
interpretation is available in Figure 4.3. This model is widely used in business process management 
and supported by most commercial tools for process design. We have used the IDS-Scheer 
notation used in EPCs to describe activity schemas in this book.
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Delta
Management
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Closure
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Budget

Planning

Policy
Management

Investments
Evaluation
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Figure 4.2 Relationship between IT financial management activities
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4.1	 Strategy

Under this label we have grouped four activities that have a long term impact and a high-level 
decision maker. These activities are: policy management, (financial) planning, pricing and 
investment evaluation management.

4.1.1	 Policy management

Objectives
The objective of policy management is to define and maintain a set of policies to manage IT 
financial management. Policies should define the objectives to be met and should provide clear 
guidelines to manage and perform IT financial management.

Short description
The activity aimed at managing the IT financial management policies is a very simple one. 
Policies are defined, distributed and updated (this includes withdrawing and replacing old 
policy) when necessary. The need for policies may be an organization’s decision or may derive 
from external requirements, such as Sarbanes-Oxley (SOX) or Basel II. In Scenario 1 policies, 
when existing, are generally defined by the financial department and IT simply acquires and 
implements them. 

The content of policies depends on the scenario adopted by the organization and on each 
organization’s maturity and objectives. ISO/IEC 20000 sets some requirements about this topic, 
which are suitable for organizations following Scenarios 2 and 3. According to ISO/IEC 20000, 
IT financial policies define clear guidelines and practices for:
•	 budgeting and accounting for all components including IT assets, shared resources, overheads, 

externally supplied services, people, insurance and licenses

Figure 4.3 Legend to interpret activity schemas
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•	 apportioning indirect costs and allocating direct costs to services
•	 effective control and authorization

Policies should also define the level of detail to which budgeting and accounting are performed, 
in particular the cost types to be accounted, rules to apportion overheads, level of detail about 
the customer’s business, rules governing the handling of variances against budgets and links to 
service level management. For example, policies would need to define how to deal with relevant 
variances of costs compared to budget which might over-stretch resources and related impacts 
on service levels; this could imply involvement of the service level manager and technical staff to 
evaluate impacts and approve them. 

Activity details
Figure 4.4 describes the policy management activity. The initial step is the definition of policies 
for the first time. To define the policy, relevant inputs are the more generally applicable policies, 
for example accounting principles and/or financial management policies. Once defined, policy 
must be approved. Approval levels depend on the scenario and on organizations’ corporate 
arrangements, but it is important that both IT and financial managers agree on it and, in every 
case, that management is involved.

After the approval step, the policy is implemented, communicated and activated. Finally the 
policy is checked for conformity and deviations are managed. Usually non-compliance is related 
to cultural aspects of the organization: behavior that needs to change. Corrective actions will 
have to be identified and applied to achieve the desired behavior. In some cases, deviations may 
be caused by erroneous or unsuitable policies that need to be improved.

We have described, in practice, the application of the Deming cycle (Plan-Do-Check- Act) to the 
management of policies. Organizations applying ISO/IEC 20000 are naturally implementing 
this cycle as part of the requirements of the standard. It is important that in any scenario and 
regardless of ISO/IEC 20000 commitments, an IT financial management policy is defined, 
applied and improved.

4.1.2	 Planning

Objectives
The objective of planning is to predict and control the spending of money to achieve the business 
objective in the medium/long term. The business objectives are defined in the strategic business 
plan.

Short description
The IT financial planning activity is part of the overall strategic business planning practice of 
an organization. Timing is defined by this activity, which normally covers a three to five year 
horizon. The strategic business planning activity is executed before budgeting; it is an important 
input to budgeting. This enables the budget to be aligned with strategic planning figures. An IT 
financial plan, articulated per year, is the output of the activity. The plan is part of the overall 
financial plan, which is part of the strategic business plan. Figure 4.5 shows this hierarchy, typical 
of Scenario 1 and often of Scenario 2. In Scenario 3, the IT financial plan corresponds to the 
organization’s overall financial plan.
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Activity details
Figure 4.6 shows a simplified business strategic planning practice. There are several triggers. Some 
organizations simply manage business cycles and perform their strategic business planning before 
each cycle. Often the activities are executed when opportunities or threats face the organization. 
Strategic business planning is also recommended in start-ups or when new businesses are 
launched.

The first step of the activity aims at defining the mission and objectives of the business for 
the target planning horizon (e.g. three to five years). These will be the key inputs for the plan. 
Environmental scanning is the second step where information is gathered from the business 
environment in order to achieve a sustainable competitive advantage. It can be a complex activity 
and describing it is out of the scope of this book (more details on how to scan, e.g. understanding 
the customer and opportunities, can be found in ITIL V3 Service Strategy book, section 4.1).

After these first steps, the business strategy is formulated. This activity will have, as an input, 
all the information gathered from the previous steps and it will produce the strategic business 
plan. The contents of this plan may vary considerably depending on the size of the organization 
and the objectives stated. A financial section will always be present (often as a separate financial 
plan). 

The financial plan typically contains, for the planning horizon, the following sections with 
figures and comments:
•	 a financial summary
•	 the figures about the investments needed to perform all initiatives and run the business in line 

with the decisions contained in the strategic business plan
•	 high-level profit and loss and balance sheet statements for each year of the planning horizon
•	 cash flow projections needed to execute the plan
•	 funding requirements (the presence of this section depends on the scenario; it is typical for 

Scenario 3 where IT financial management corresponds to IT financial management; in 
Scenario 2, where charging is applied, it should be clear which services and customers are 
generating revenues, either actually or notionally, and how much)

•	 conclusions

Figure 4.5 IT financial plan as part of the overall strategic business plan
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This information is vital, together with detailed objectives to be implemented, in order to check 
the progress of the plan over time. In Figure 4.6 we set out some steps of business strategy 
formulation and highlight those related to financial aspects with a green background. 

The core activities are determination of the value and resources needed for each initiative 
and definition of the financial plan. The financial plan is usually built starting from business 
assumptions and plans (marketing, operational). The construction is often bottom-up: each 
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Figure 4.6 The (IT financial) planning activity as part of the overall business strategic planning
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business unit and department is required to formulate its financial plan to perform all its 
activities required by the corporate business plan. The IT financial plan is one of these plans; it 
is consolidated with others to produce the overall financial plan. Often, the production of the 
IT financial plan is similar to the budgeting activity but the level of detail is lower. In smaller 
organizations, this activity can be entirely executed by the CIO. In larger organizations it is often 
a bottom-up exercise where each IT function or department receives inputs (such as operational 
plans of business units) and determines the financial initiatives and related figures needed to 
support them. The main differences between the budgeting and the planning activity are the 
degree of uncertainty about timing and initiatives in the plan, which leads to:
•	 less detailed figures
•	 year or semester as the reference period for operations (in budgets the time frames considered 

are shorter, such as months).

The activity in Figure 4.6 does not include other important aspects of planning: iterations and 
approvals. Iterations are necessary because when the plans of each department or business unit 
are consolidated they need to be checked for consistency, feasibility (based on overall available 
resources) and historical performance (results achieved in previous years). If any of these 
aspects requires it, further cycles are necessary to achieve the required changes. Approval may 
be a very complex activity, depending on the size and culture (delegation vs. centralization) of 
the organization. Each level of consolidation of the plan normally requires at least one level of 
authorization. Business strategy formulation includes all this complexity and produces all the 
plans (the strategic business plan, which includes all the other plans shown in Figure 4.5).

After formulation and approval, the plan is executed. The financial plan will become one of the 
main sources for formulation of budgets. The figures in the budgets, more detailed than those of 
the financial long-term plan, should be consistent at each defined aggregation level.

The execution of the plan is controlled either by management or by dedicated boards. Often, 
control is included in other financial practices, where actual figures are compared with budgets 
and with those forecasted in the long-term financial plan. This happens at least at the end of a 
period of the long-term plan, typically a year. The annual closure activity is appropriate for this 
purpose.

Some strategic business plans are rolling plans: at the end of each period, a new strategic business 
plan is formulated starting from the previous year and covering one more year ahead. In such 
a case, the strategic business plan may be substantially updated (this is described by the end of 
period branch in Figure 4.6). This is not done often, because performing the whole planning 
activity is an intensive effort. When business plans are not managed on a rolling basis, there 
may be events triggering the execution of the activity, for example when relevant deviations are 
determined during the evaluation and control step or when major events occur in the business 
environment. 
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4.1.3	 Investment evaluation

Objectives
The objective of investment evaluation is to determine the suitability of investing money to 
implement an initiative (e.g. an IT project). This is performed by comparing costs with the 
benefits expected from implementing the initiative.

Short description
The evaluation activity is invoked by many other functions when an investment decision has to be 
taken. Used correctly, the activity leads to better choices and, therefore, to superior performance. 
The business context should always encourage policy makers and managers to question and 
justify investment decisions with a coherent and consistent approach. 

The purchase of IT equipment and software is among the most important investment decisions 
that organizations must take and IT investments contribute to the overall business as long as 
IT strategy supports the overall business strategy. It is crucial that such decisions are properly 
included in the organization’s strategic planning (see 4.1.2) and budgeting (see 4.2). 

The evaluation activity is based on the following steps:
1.	 Acquire information.
2.	 Perform evaluation.
3.	 Analyze results and prepare a final report and recommendations.

Investments are frequently linked to each other and every organization’s resources are limited, so 
not all of them can be approved even if each is profitable. The selection of investments is often 
managed through a specific activity, project portfolio management, which is part of strategic 
business planning. Investment decisions are generally included in business strategic plans and 
approved with them.

It is a good practice to prioritize all investments and approve them according to available funds. 
Discarded investments may be evaluated again, if not obsolete, when conditions change or in the 
future (e.g. a new budget cycle).

Activity details
Figure 4.7 describes the investment evaluation activity. When an investment evaluation has to be 
done, the first step is to acquire the necessary information to perform the appraisal. IT financial 
policies are a vital input because they should include the technique(s) to be used (e.g. Return On 
Investment (ROI), Internal Rate of Return (IRR) or others as described in 6.5.15) and the basic 
assumptions to be made (for example how to define the discount rate to be used or the number 
of years characterizing the life of the investment to be considered). This mandatory information 
is completed with the specific data of the investment: detailed description, its purpose, amounts 
needed and occurrence time, expected savings and occurrence time, other benefits, etc. When 
all the required data have been gathered, all assumptions are documented and the evaluation 
scenario is built, which should be approved by the requesters of the evaluation.
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When the scenario document is ready, evaluation can be performed using the required techniques 
(for further details about these, see 6.5.15). In practice, this means running a simulation and 
determining some indexes used to rank investments. The results are passed to the final step where 
they are compared with target figures. Those not generating the expected results will not be 
recommended, from a financial point of view. For example, this may happen if ROI is negative 
or below a target positive value (e.g. 10 percent). This does not automatically mean that the 
investment will be rejected, as it may be mandatory because of regulatory constraints or may bring 
relevant intangible benefits. The final report, the evaluation report, summarizes all information 
managed throughout the activity (scenarios, calculations) and includes the final comments and 
recommendations based on financial analysis. In some cases, projects may be linked, as some 
may be pre-requisites. These correlations should be clearly identified and described and an overall 
evaluation of related projects should be performed.

The results are passed to the requesters, who make their final choice based on the financial 
evaluation and all other relevant aspects to be considered. 

4.1.4	 Pricing

Objectives
The objective of pricing is to determine the selling price of the IT services supplied.

Short description
There can be completely different activities depending on the approach defined for charging 
and pricing (for further details see 6.5.1 for charging and 6.5.11 for pricing considerations). We 
simplify them in two categories: an approach based on transfer price and an approach based on 
market price. A charging/pricing policy (e.g. recovering costs and having a simple pricing system), 
often included in financial policies (discussed in 4.1.1), should have been defined previously in 
both cases.

Transfer price approach
There are normally no specific activities for this approach. All decisions are generally predefined 
in policies – for example, the pricing model (cost or cost plus, see 6.5.11), and transfer prices are 
simply determined and applied as part of the accounting activities (periodic or annual closures).

Market price approach
In the market price approach (see figure 4.8), the activity exists of three steps, triggered by events 
or periodically launched:
•	 evaluate pricing position
•	 consider pricing strategies
•	 set prices

Pricing is strictly related to the business strategy. The strategic business plan (see 4.1.2) is a 
fundamental input where the position of the organization and its products/services in the market 
is set. This approach is typical of organizations in Scenario 3.

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



Description of financial management activities 41

Planning

Budget
Review

Investments to
be evaluated

Service
Portfolio

Management

Annual
Budget

Other
processes

Inputs,
constraints,
assumptions
trends, etc.

Acquire
information

Perform
evaluation

Analyze results
and prepare 
final report

Investments
evaluated

Evalution
report

Calculated
indexes

Scenario to be 
evaluated

Planning

Annual
Budget

Other
processes

Service
Portfolio

Management

Budget Review

Policy
Management

IT Financial
Management

policies

Figure 4.7 Investment evaluation activity

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



42 IT Financial Management: Best Practice

Activity details (market price approach)
Pricing, when a market price approach is chosen, is usually considered as a marketing activity 
instead of a financial activity. There is plenty of literature about how to set prices for products 
and/or services, so in this book we will discuss the topic briefly.

The activity may be activated by many triggers: scheduled periodical reviews of price lists, 
customers’ requests, market analysis, the need to add new or significantly updated services, 
competition.

The first step to be performed is checking and understanding the current price position for 
the services whose prices are to be reviewed. Several inputs are needed to execute this task: 
information about competitors’ prices, trends and feedback about sales, information about the 
costs of providing the services, information about customers’ opinions and requests, etc. The 
output of the task is a document representing the starting situation. It should appear evident 
which pricing position is achieved in comparison with competitors: lower prices, higher prices, 
parity. The positioning may vary depending on the services supplied. The price ranges to identify 
when a position is achieved should also be defined and profitability should be checked against the 
achieved position (high prices should also be accompanied by appropriate profits, for example).

After initial analysis, the achieved position is compared with the target position, deriving from 
the business and marketing strategy. During this task, the target position for each service is 
confirmed or modified, thus providing a fundamental input to define their target prices.

Target price positioning of services is then passed to the last step of the activity, which is 
determining the final price list. Accurate simulation is performed in order to adjust the final 
price, analyzing impact on sales and probably on business results. There will be some iterations 
until the optimal configuration is identified and approved. The price list of services is updated 
and communicated. In some cases, the price of services may be included in the Service Catalog, 
which is also updated.

The main role of financial management in this activity, which is generally performed by 
marketing, is to provide information about the costs of services and to support simulation of 
business impact.
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4.2	 Budgeting

We have grouped several activities together dealing with budget: annual budget, budget review, 
periodic forecast and delta management. The first activity is aimed at creating a new budget, and 
is typically run every year. The second is aimed at reviewing the defined budget when needed. 
Forecast is the activity for estimating the costs and revenues to the end of financial year and delta 
management is the activity that deals with all identified deviations from the budget. Altogether, 
these are the core activities of IT financial management together with accounting practices.

4.2.1	 Annual budget

Objectives
Budgeting, in our context, is the activity ensuring that the correct financial budget is defined 
for the provision of IT services. It is also the means of delegating control and monitoring 
performance against predefined targets. Budgeting of IT services should be integrated with the 
overall corporate budgeting and with financial management policies and practices.

Short description
In Scenarios 1 and 2, all organizations have a periodic (e.g. annual1) round of negotiations 
between the business departments and the IT organization covering expenditure/revenue plans 
and agreed investment programs, which sets the budget for IT. In Scenario 3, the budget of IT 
services is the budget of the business.

The first phase of the budgeting activity is preparation or set-up. All assumptions, external 
information and constraints, internal from the IT organization and external, are gathered. In 
medium to large IT organizations, the budget is split among cost centers, which may correspond 
to organizational departments or functions. This is typical of Scenario 1, while in Scenarios 2 and 
3, they may correspond to IT services. The owners of cost centers are generally also the owners 
of the corresponding allocated budget. They are asked to prepare an estimation of the costs and 
revenues, if any, for the budget year based on the communicated assumptions and constraints.

The individual owners’ budgets are later consolidated and processed (for example to calculate 
accruals or depreciation or to determine apportioning), often using software tools. Budget reporting 
is the final output of this step. It is checked for integrity, consistency and compliance with inputs, 
e.g. financial policies and constraints. When all the checks are positive, the budget is passed to 
the approval activity. Here, management (Board, CTO, CIO, CFO and CEO, depending on the 
organization’s structure and culture) will verify and approve the budget. This may also include a 
presentation to the business/customers’ representatives; definitive approval is generally given by 
the individual responsible for the overall corporate budget (in Scenario 1 and 2).

Activity details
For organizations performing the planning activity, this last activity is generally executed before 
budgeting and normally includes its planning horizon. All assumptions and outputs of the 
planning activity are therefore passed to budgeting.

1	� The budget year often coincides with the fiscal year, which often corresponds to the calendar year. This is not the case for 
all organizations and sometimes the budget year is a 12 months period different from the calendar year.
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The structure of the budget follows the reporting structure (see 6.5.13 for details about reporting) 
which also depends on the cost and cost apportioning models. The budget is used to set targets 
and check the progress of costs and revenues; its structure should be aligned to these models, 
although the level of detail of the budget is probably not the highest possible. For the same reason 
budget is typically split by financial reporting period. The steps of the activity are described in 
Figure 4.9

In Scenarios 1 and 2, the annual budget is activated by the overall corporate budgeting activity. 
This activity produces corporate assumptions, objectives and targets, which are passed to IT 
budgeting.

An initial activity, generally performed by IT management, transforms these inputs into specific 
objectives and targets for IT. Assumptions on expected variations, such as inflation and costs 
trends are provided. In parallel, dedicated support staff (e.g. controllers) prepare all the required 
support information (for example, the budget for the previous year, actual costs for the previous 
year, current year actual costs and forecasts if available) and load them into the tool supporting 
the budgeting activity. Timescales for the activity and schedules are also defined and, when 
everything is ready, a preliminary budgeting meeting is held with management and the owners 
of the budget (those accountable for forecasting and approving expenses or revenues for specific 
assigned domains).

Each budget owner will then start to prepare their estimation for the part of costs and revenues 
that they manage. To perform this task, they will need to gather all relevant information needed 
in addition to those initially supplied:
•	 given objectives for the budget
•	 plans for the next years (see the planning activity, 4.1.2)
•	 portfolio of projects and their status (costs, achievements, etc.)
•	 portfolio of services and their status (costs such those of support contracts or previous year 

purchases, service levels, etc.)
•	 capacity plan
•	 price list of services
•	 requests from customers
•	 all existing constraints from IT financial management policies, communicated objectives and 

targets.

It may be necessary to review price lists before starting budgeting, by using the pricing activity 
(this step is not described in the activity reported in Figure 4.9).

The information gathered should clearly set out:
•	 limits on capital expenditure
•	 limits on operational expenditure
•	 agreed workload and set of services to be delivered
•	 projects to be included (e.g. to enhance functionality)
•	 the drivers to apportion indirect costs
•	 the drivers to estimate charges to customers.
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When all the required information is available, the domain owner prepares the budget proposal 
for the domain(s) (e.g. functions, cost centers or IT services). This is the most critical step of the 
activity. If the IT organization is large and the budget for the individual domain is relevant, this 
step can be executed by means of a specific sub-process, normally involving several resources and 
managed bottom-up. For example, it is common to check budgets line by line against the previous 
year’s spend. Budgets are typically split by financial reporting periods and are often influenced by 
a mixture of known events and predictions. Records should be kept, as this evidence about spend 
can be easily be supported when budgets are under pressure. For the same reason, a good practice 
is to categorize costs according to their level of certainty (e.g. license costs or renewal of multi-year 
contracts vs. purchasing of new hardware) and their source (internal or IT or external projects). 
Sometimes different budget scenarios may be prepared, corresponding to different assumptions 
deriving from the business or generated internally from IT. In some organizations, contingencies 
are also clearly identified and evaluated; to some extent this depends also on the approach to 
budget review (see next activity) as if this activity is performed at suitable time intervals, the 
necessity for contingencies is reduced. In any case, a bad practice to avoid is inflation of costs, 
which makes budgets unreliable. When this behavior is perceived, top management may decide 
to cut budget proposals, which could affect budgets that were correctly estimated, thus leading 
finally to unrealistic and insufficient budgets. 

When revenues are budgeted, e.g. for organizations in Scenario 3, this is normally managed 
separately and often by specific functions, e.g. sales. Some revenues may be linked to specific 
costs needed to provide services and it is important to trace these relationships. This will help to 
avoid mistakes such as reducing costs while keeping revenues unchanged.

These steps may be supported by a single budgeting tool (if one is available) or they may be 
managed by each owner with different approaches (often by mails and spreadsheets). The 
assistance of (IT) financial controllers is very important in this phase: they provide support on 
which costs to consider, when opting for operational or capital expenditure, how to interpret 
constraints, how to use the supporting tools, etc. They also check schedules and provide help if 
there are delays. When the owner has prepared the budget proposal, an assigned (IT) financial 
controller usually performs a final general check for compliance. If any problem is found, a 
request for amendments is sent to the IT budget owner.

When all the owners’ budget proposals are ready, the first draft of the budget is assembled. 
In medium to large organizations this is generally performed by support staff from the IT or 
financial department (e.g. IT financial controllers). The time required to accomplish the task 
depends on many factors:
•	 the complexity and feasibility of constraints (e.g. target values for costs)
•	 requirements and complexity of accruals
•	 requirements and complexity of depreciation
•	 requirements and complexity of apportioning indirect costs
•	 quantity of data and number of owners
•	 features of the tool supporting budgeting

At this stage, budgets are normally reported back to their owners to evaluate their profit and loss 
statements. Again, this may lead to some iterations and adjustments.
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When the aggregated budget is ready, it is passed to the approval step. This phase is dependent 
on the size, the culture and managerial approach of each organization. Approval of the IT 
department is normally not the final authorization step, which is usually achieved within the 
corporate budgeting activity. Again, this may generate new iterations as reviews of the overall 
budget may affect IT as well.

It will not be possible to estimate all the costs and revenues accurately at budget time. This is 
because:
•	 the business needs will change over time (e.g. projects)
•	 tariffs and costs may vary because of external factors out of the organization’s control (e.g. 

inflation)
•	 some costs may depend on the profile of usage and workload may vary because of external 

factors (for example driven by business needs again)

These uncertainties add to those deriving from human competence and time constraints. To 
avoid unwelcome surprises at the end of the period, IT budget owners tend to keep safety 
margins (normally by over-budgeting costs) to accommodate possible future changes. This is a 
further reason to recommend periodical control of the situation, by verifying actual costs against 
forecasts and by reviewing the budget at programmed intervals.

We have described above what is known as ‘bottom-up’ budgeting, which is still the traditional 
and most used approach. One of the major advantages of bottom-up budgeting is that the budget 
can be quite accurate for individual services and projects, as long as no activities and tasks have 
been forgotten. Bottom-up budgeting usually involves many people, which can be a benefit in 
terms of company morale and involvement.

However, bottom-up budgeting may lead those who are responsible for services and projects to 
ask for more funding than will actually be needed. This is done to ensure that enough money is 
allocated for each task to be accomplished, since most people assume that they will not be given 
all the money that they request. This situation can lead to a waste of money and also a situation 
of distrust between various members of projects and different managers. Another problem of 
bottom-up budgeting is that it may be difficult to actually draw up a complete and thorough list 
of every activity and task. 

Top-down budgeting works in the opposite direction from bottom-up budgeting. Top-down 
budgeting begins by estimating the costs of higher-level activities and tasks, and then those 
estimates will constrain the estimates for the costs of lower level activities and tasks. The entire 
activity of arriving at a budget will begin with upper-level management and an overall estimate 
of the entire services and projects. Then the overall budget is divided among the first level of 
activities of Services and tasks of projects and so on. This continues until funding has been given 
to all of the activities and tasks necessary for a service and project.

It is important that those managers who are responsible for determining the overall budget have 
enough experience to determine an initial budget that is adequate and accurate overall. If not, 
there may be insufficient funding or waste.
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What we have described is also known as ’baseline’ budget, as we have assumed that, to prepare 
estimates, the previous year’s data were used. The ‘zero-based’ budgeting approach, on the 
contrary, compels organizations to think from scratch. Proponents insist that preparers who 
start from scratch in developing their budgets will be more likely to base them on assumptions 
that are current and relevant. Many budget items change from year to year. By re-considering 
each item in the budget, the preparer is more likely to account for the effects of extraordinary or 
non-recurring items than if the calculations were based upon only a cursory review of historical 
data. 

Despite its advantages, there are major disadvantages to ‘zero-based’ methods. The most obvious 
disadvantage is the amount of time and complexity involved in the activity. Without the benefit 
of historical or budgeted data to base their assumptions upon, preparers may be forced to justify 
routine operations; they may spend inordinate amounts of time essentially recreating the effects 
of cyclical trends in the business’s operations. 

Some businesses have very predictable operations that vary little over time. It is not efficient or 
effective for a preparer to spend a great deal of effort developing data that could be obtained 
quickly and accurately by extrapolating historical data (this is often the case for IT services). 
’Baseline’ budgeting offers the preparer the advantage of building upon the organization’s existing 
base of knowledge about its operations. Preparers are often able to analyze historical data and 
extrapolate cyclical or seasonal trends quickly. For many organizations, this method is reliable 
and saves valuable time. 

Managers who are considering implementing or revising budget activities should consider several 
factors before selecting either a ‘baseline’ or ‘zero-based’ approach:
•	 availability and relevance of historical information
•	 the organization’s cyclical or seasonal trends
•	 the likelihood of extraordinary or non-recurring budget items
•	 preparers’ experience in developing budgets
•	 the amount of research and analysis necessary to develop quality information.

4.2.2	 Budget review

Objectives
The objective of budget review is to check and review a previously defined and agreed budget and 
to set a new budget, which will replace the previous and will become ’current’, used to verify and 
track progress of costs and revenues.

Short description
There are many reasons why a budget may become obsolete. Budget review activity may 
be scheduled periodically (once or more in a year, typically when aligned with shareholders 
reporting) or launched at any time, in case of major variations between actual and budgeted 
values, re-organizations, mergers or outsourcing. Rules for budget reviews should be defined in 
IT financial policies.
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The budget review activity is very similar to the initial annual budget activity. A set-up phase, 
where updated targets and objectives are defined, is followed by the gathering of required 
information. The time to perform a budget review is generally shorter than the time required for 
initial budget definition.

Older budgets should not be lost and, for this purpose, a good practice is to use versioning. This 
will allow for later retrieval and use for comparisons.

Activity details
Budget review is described in Figure 4.10 and looks very similar to the annual budget activity, 
reported in Figure 4.9. We will avoid a complete activity description, concentrating instead on 
the main differences.

The first difference is about the activation of the activity. Budget review is frequently a planned 
activity and it is usual to have at least an intermediate review during the year; in some cases, 
reviews can be even more frequent. Budget review can also be triggered by the delta management 
activity (see 4.2.4 for further details on this activity). This activity can show relevant deltas, 
which may challenge the reliability of the initially estimated budget. In such a case, authorizing 
deltas and leaving the budget unchanged may be not the desired approach; a more formal and 
complete review of the budget (which will replace the older one) may be requested.

The output is the reviewed budget. The time needed to execute this activity is generally shorter 
than the time needed for an annual budget. The latter should take from one to two months 
(although in some organizations this time could be longer and, in any case, linked to the corporate 
budgeting timing). The review should probably be contained within weeks or a month. This is 
because, practically, only part of the budget will be changed where opportunities (e.g. savings) 
or negative surprises arise.

Other differences between the initial and the budget review activity involve the preliminary and 
approval steps, which may be less formal for the latter.

4.2.3	 Periodic forecasting

Objectives
Periodic forecasting is aimed at defining the costs and revenues from a certain instant, e.g. when 
forecast is required, to the end of a period, for example the budget year. Forecast, together with 
balance, is typically used to be compared with budget. 

Short description
Forecasting means, at a certain instant, to predict the results that will be achieved at the end of a 
period. For example, in our context, this may mean to estimate expected results at the end of the 
year (by means of preparing a set of reports, e.g. profit and loss) each month. These estimations 
may be compared with budget in order to identify deviations as soon as possible, providing 
valuable information to act to minimize or eliminate them. 
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To prepare forecast figures, some major inputs are needed: target when available (budget is 
assumed), actual figures and any known information that will affect achievements (e.g. tax rate 
changes, new projects etc.). The budget is provided by either annual budget or budget review 
activities while the actual figures are provided by the periodic closure activities. When the required 
information is available, work can begin on estimations. Together with budgeting, forecast can 
be built bottom-up by IT budget owners. When aggregated and checked, forecast data are ready 
to be used to identify and manage deltas and for reporting. The delta management activities will 
deal with any deltas that are identified.

Forecasting is based on available knowledge and it is generally performed under time constraints. 
This means that its results are not exact information; their reliability increases while approaching 
the end of the estimated period and when more time is available to perform it, which allows 
higher accuracy and completeness in all the steps of the activity.

The activities described here are typical of organizations in Scenario 2. IT organizations in Scenario 
1 do not often use forecasting, unless this activity is required by financial policies. They often 
prefer to run a budget review activity periodically (at least once a year). Organizations in Scenario 
3 need a detailed and precise budget per period (typically per month), which is not common 
for organizations in Scenario 1 and 2. This reliable budget can be compared periodically (e.g. 
each month) with actual spend to identify deltas (input to delta management activity). Again, a 
forecast may not be necessary in this case and can be replaced by budget reviews.

Activity details
It makes sense to execute a forecast when new relevant inputs are available. This happens typically 
after each periodic closure that supplies fresh actual data. Some organizations may decide to run 
periodic forecasts after each periodic closure execution. But, as the activity is not effortless, others 
may decide to execute the activity depending on the dynamics of figures and/or periodically at 
programmed points in time. For example, it may happen that forecast are prepared only each 
quarter. This will generally depend on financial policies but a shorter frequency may also be 
decided by IT for specific needs, for example if relevant projects are in progress or new significant 
services have recently been delivered.

When the periodic closure activity is completed, IT budget owners may start gathering necessary 
data and information and preparing their forecasts. The forecast is the quantity (costs, revenues 
but also efforts) needed to the end of a period (budget year in our context), assuming an initial 
balance at the beginning of the forecasted period (for example for a calendar annual budget period, 
if the balance is 10,000,00 euros at the end of March, the forecast to the end of December may be 
50,000,00 euros, so that the total expected cost is 60.000,00 euros, which may be compared with 
the budgeted cost). If necessary, for example when new services are added during the forecasted 
period, the pricing activity may be invoked before starting the activity, to define selling prices. 
This step is not reported in Figure 4.11.

The result of the forecast should be checked for completeness and compliance with constraints 
and policies; this can generally be done with the help of the (IT) financial controller(s). As 
remarked for budgeting, this step may imply a bottom-up collection of information from 
several resources for each budget domain. IT budget owners will be responsible for this activity. 
Once they have completed their forecast, the data can be assembled. This normally requires 
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apportioning of indirect costs and determination of depreciation and accruals. It is usually the 
(IT) financial controllers’ task to execute this step. Later, a full forecast is available and it can be 
used for comparison with the budget, which is again done by the IT budget owners. Financial 
or IT financial policies should define the tolerances for deviations between balance plus forecasts 
and budgeted figures. It is common to define upper limits but lower limits should be defined as 
well, because under spending should be taken under control so that saved funds can be removed 
or switched to other investments. The reasons for any differences should be recorded and, if 
deltas are greater than the allowed tolerance, the delta management activity is executed. This 
is a decision activity and it may take time to define how to manage deltas. For this reason, it 
may be decided to prepare and distribute reporting before the results of delta management are 
known. Reporting will contain the budget, balance and forecast information; it will provide 
evidence of the amounts (deltas) submitted to the delta management activity and therefore under 
evaluation and approval. The next periodic forecast activity will be performed after the next 
periodic closure.

4.2.4	 Delta management

Objectives
The objective of delta management is to make a decision on deltas between forecasted (balance 
at a date plus estimations to the end of budget period), or actual costs, versus budgeted costs and 
revenues at the time they are determined.

Short description
Forecasted and/or actual amounts deviating from budget and defined tolerances (upper and lower, 
generally defined in policies) should be analyzed and authorized by management. This can be 
done by means of the delta management activity. This activity analyzes all deviations previously 
determined and passed to it by other activities. Deltas may be relevant and may require review of 
the entire budget or they may be localized in specific budget domains (e.g. an IT service). 

Activity details
Requests for authorization of variances from budget may be detected from different activities: 
periodic closures (actual against budget), periodic forecast (balance plus forecast against budget), 
change management process or from the demand management activity too. It is preferable to 
detect them as soon as possible, which means that the preferred order is demand management, 
periodic forecast, change management and, finally, periodic closures.

There are many reasons for changes and deviations. High-level reasons have been discussed 
within the description of budgeting activities. In more detail, the reasons may be:
•	 changes in the level of customer activity or number of users
•	 changes in the size and/or type of customers’ business
•	 unexpected costs (for example major disaster or wrong project evaluation)
•	 changes in technology or suppliers’ behavior and/or strategy
•	 the introduction of efficiencies or inefficiencies into processes (e.g. service improvement)
•	 poor identification of costs during periodic budget (and budget review) activities
•	 over simplified allocation of total budget to the accrual periods (for example using the rule 

1/12th)
•	 unexpected changes in external costs (e.g. inflation)
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Figure 4.12 shows delta management in detail. Independently from their origin, deviations 
should first be analyzed and the cause of the deviation identified. This can be done by IT budget 
owners with the support of (IT) financial controller(s). Once the causes of deviations have been 
documented and recorded and mitigation actions identified, they can be passed to the adequate 
authorization level, which is dependent on the organization’s size and culture but also on the value 
of delta required. There should be tolerances for a single specific authorization and tolerances for 
the IT budget owner’s cumulative extra budget requests. These tolerances should be identified in 
the financial or IT financial policies.

If the deviation is inherent to many domains of the budget or is a significant absolute amount, 
policies may state that a complete review of the budget is necessary. This would activate the 
budget review activity and it should happen, for example, when changes of quantities and/or of 
costs and/or of revenues lead to substantial changes of standard tariffs used to allocate/apportion 
and/or charge for services.

If this is not required, the specific deviations should be dealt with. Authorization may be 
delegated or not but, in every case, results are given back to requesters, either IT budget owners 
for internally generated deltas (e.g. from periodic closure or periodic forecast) or requesting 
customers for externally generated deltas. In reporting, the authorized amounts should not affect 
the initial budget and they should be given as evidence for authorized extra or limited budgets. 
In forecasts they should be added to the budget with the aim of checking deltas correctly in 
the future. Deltas that have not been authorized must be still dealt with; for example, project 
plans and/or schedule of changes could be reviewed. These activities are not described in the 
delta management activity, as they are considered as included in external processes (e.g. change 
management).

Demand for extra resource (which incurs cost) is often because of attempts to resolve poor service 
or because of additional work to complete budgeted tasks where the estimates are now shown 
to be inaccurate. Customers usually expect IT to manage this without additional cost although 
there may be no IT budget available. The likely effect is overstretching of resource, which affects 
all service levels; hence service level management must be involved in any decisions to provide 
chargeable service in excess of agreed budgets. For organizations in Scenario 3, funding of extra 
costs should be borne by customers when the reason for the cost is their changes in demand and 
by the service provider when the costs are related to their responsibilities. The same principle 
should apply transparently to organizations in Scenarios 1 and 2. In these cases, customers should 
always be informed about the consequences of overstretching resources when the service provider 
has no additional resources and has to keep within budget, either when the service provider is 
responsible for the deltas or when customers do not want to pay more. 

When a delta involves minor costs it should be dealt with as well. Funds can be removed and 
either transferred to other areas requiring more, or simply removed. Additional funds may be 
available from management of positive deltas, generated by lower costs or more revenues than 
forecasted. Positive deltas can be managed as described here, although they do not generally 
require any authorization. They can be dealt with in two ways: if relevant, they can trigger a 
budget review, otherwise they should be recorded to facilitate the reuse of resources as explained 
above and avoid raising the same delta again.
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4.3	 Accounting

Under this label we have grouped two activities dealing with the determination of actual costs 
and revenues for IT at different points in time: periodic closure and annual closure. 

4.3.1	 Periodic closure

Objectives
The objective of the periodic closure activity is to provide accurate and reliable information and 
reports (e.g. profit and loss statement) about actual costs and revenues of a closed period of the 
financial year or budget year (for example a specific month).

Short description
The activity is run periodically, typically monthly. A fundamental input is information recorded 
by all of the organization’s activities, such as the passive cycle, which are outside the scope of this 
book. When the information is updated and the time has come for closure, the activity performs 
the periodic operations (e.g. calculation of accruals, depreciations and apportioning of indirect 
costs) and prepares and distributes reporting. If the period is the last of the budget year, the 
annual closure activity will be run instead. If customers are to be charged, the charging activity 
will be typically activated after the periodic closure, which determines actual quantities and costs. 
However, in some cases charging may be independent (for example, when it is based on agreed 
tariffs with customers, independent from accounted costs).

Activity details
The periodic closure activity is detailed in Figure 4.13. Several inputs have been represented, as 
the activity may occur after annual budget, budget review, delta management, periodic forecast 
and, of course, periodic closure itself (when none of the previous activities is executed from 
period to period).

A continuous input to the activity is determined by all the organization’s operational activities, 
such as the passive cycle or activities such as billing. These activities are out of scope for this book 
but they are very important, as financial records are largely entered automatically by performing 
these activities. For example, when issuing a passive order, records about amounts and other 
details, depending on the accounting systems, are generally automatically entered in financial 
ledgers at the same time. Although financial records can be entered manually in ledgers, it is not 
efficient and therefore not recommended. Modern accounting departments manage only a few 
manual data entries, and recording data for financial purposes generally occurs automatically 
when performing business transactions.

The maximum quantity of data, referring to the period up to close, should be available before the 
activity is started. This normally takes some time, so a time-lag needs to be defined between the 
end date of the period and the start of the activity. Even with this time-lag, it is usually impossible 
to have all the information about the period registered; it is often necessary to manage accruals.

The first step of the activity consists of verifying whether minimal data to perform the closure 
activity are actually available. The amount of effort necessary for this step is dependent on the 
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level of automation of the supporting financial management systems and the level of maturity 
(and performance) of the activities feeding into the periodic closure, such as the passive cycle 
or activities like billing. If all basic information (for example orders) is recorded and the system 
is able to calculate accruals automatically (goods/services received but not invoiced, accrued 
charges that can be calculated on the basis of the orders, or goods/services delivered but not 
invoiced, accrued income that can be calculated on the basis of orders), there will be no need 
to verify documents. Conversely, if activities have to be performed manually this will take time 
and effort.

If, after the above step is completed, charging is expected, the activity should be performed to 
include related revenues in the final reporting. This generally happens for IT organizations in 
Scenario 3 and sometimes for those in Scenario 2. If charging depends on actual costs, then 
the charging activity will be activated by the periodic closure, as shown in Figure 4.13. In every 
case, even if the charging activity is independent from actual costs (e.g. fixed charges are agreed), 
it is necessary to wait for its completion (posting of charges or invoices to the ledger) before 
continuing the activities of the periodic closure activity.

When all data have been recorded and information is available, the core activities of periodic 
closure can be executed: the calculation of accruals, reversal of prior period accruals, capitalizing, 
amortizations, depreciations and apportioning (of indirect costs to the analysis criteria, for 
example cost centers or IT services). In some organizations, accruals, capitalizing, amortizations 
and depreciations may be determined by different staff than those who do the apportioning. 
Knowing about the data and what is associated with it is an important aspect for the quality 
of results and, therefore, the assistance of a specialized financial controller or a dedicated IT 
financial controller may be helpful.

When the closure operations are completed, periodic reporting can be produced and distributed, 
if online access is not supported. This usually implies the production of a profit and loss statement 
and balance sheet for the whole IT department and for the supported views of costs (for example, 
by cost centers or IT services).

The periodic closure activity is repeated for all the periods of the annual budget. When the last 
period arrives, the annual closure activity is activated after its conclusion. If the period is not the 
last, IT financial management activities may continue with either periodic forecast (if scheduled 
for the closed period) or with the next periodic closure.

4.3.2	 Annual closure

Objectives
The objective of the annual closure activity is to provide agreed reports (e.g. profit and loss 
statements) for the closed budget year. 

Short description
The first step of the activity consists of checking the completeness and accuracy of information 
for the whole financial/budget period up to close. After these controls have been performed, the 
annual closure operations are executed and reporting is produced and distributed.

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



Description of financial management activities 59

Periodically

Budget
Review

Annual
Budget

Periodic
Closure

Periodic
Forecast

Delta
Management

Passive
Cyle

Check
completeness

and accuracy of
passive records

Records
updated
Charging
needed

Charging

Periodic
Reporting

draft

Analyze deltas

Deltas (actual
vs. budget) to
be managed

Delta
Management

No Forecast

Periodic
Forecast

Last period
and no
Forecast

Annual
Closure

Periodic
Closure

Not the last
period of

budget year

Distribute
periodic

Reporting

Reporting OK

Periodic
ReportingCheck

reporting

Execute end
of budget

period
operations

Records
updated

to Charging
not needed

Records to
add/updated

Figure 4.13 Periodic closure activity

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



60 IT Financial Management: Best Practice

Activity details
In some organizations, this activity is executed together (integrated) with the periodic closure 
activity for the last period of the budget year. In this book, we have described when this activity 
is performed separately and after the last periodic closure (generally some weeks or months later). 
In such cases, the entry point is the periodic closure activity, as no forecast will be performed after 
the last reporting period of the budget. Separating the two activities enables immediate, although 
incomplete, information (see accruals) and reporting (from the periodic closure) when the last 
period is achieved. It also enables full and reliable reporting (with minimized accruals) when all 
information about the closed budget year is available (for example, data about suppliers, such as 
invoices, may take some weeks to arrive).

Another reason to manage periodic and annual closures separately is that management may 
decide to make permitted changes to the profit and loss statement before definitively closing 
it; this typically requires some time to be done. After these changes are performed, accruals, 
depreciation and apportioning of indirect costs can be determined again and updated agreed 
reports produced about the budget year (e.g. profit and loss statements).

When the reporting is checked and correct, data about the budget year period are finally frozen.
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4.4	 Charging

4.4.1	 Charging

Objectives
The objective of charging is to charge customers according to agreed terms and conditions.
 
Short description
The agreed terms and conditions for charging greatly influence the activity. Activation of this 
activity is linked to the periodic closure if the conditions depend on actual costs. If not, activation 
is generally scheduled periodically (e.g. at the end of each month) or linked to agreements with 
customers. The outputs and documentation produced by the activity depends on the type of 
charging (transfer price mechanism, notional charging or market price with invoices). The core 
activity described here involves the production of charging documentation and records to support 
it. Other activities that follow may include receipts and credit management. These are normally 
part of IT financial management only for organizations in Scenario 3 (for these organizations 
IT financial management is the same as financial management); they are out of the scope of this 
book.

Activity details
Charging is activated based on the agreed schedules with the customers. Schedules may be 
synchronized so that an individual monthly charging cycle takes place. This is frequent for 
organizations in Scenario 2. In Scenario 3, charging may occur several times in a month, 
depending on the number of customers, the type of services and the agreements in place. For 
organizations charging on the basis of actual costs, the periodic closure activity will produce the 
required input. 

When data for charging is not provided by the periodic closure activity, it has to be gathered. 
This is the first step of the activity where all required information, such as workloads, quantity 
for the charging drivers and unit tariff, are retrieved. This may be done by a billing function or 
department with the help of IT service management staff if required (for example, the capacity 
manager may report on the capacity used and thus determines the quantities to be charged).

When all data are collected, the charging activity can be executed. This may be supported by 
automatic billing tools that calculate the bills, starting from data entered about agreements, 
workloads and charging drivers. This is strongly recommended for organizations in Scenario 3, 
where the outputs of the activity are real invoices. If customers are captive, as in Scenario 1 and 
often Scenario 2, and a notional charging or transfer price mechanism is applied, the calculation 
might still be performed manually. The size of the organization, number of customers and/or 
services will greatly influence the level of automation independently from the scenario.

When all charging documentation (pro forma invoices, invoices, resources driving charging 
usage summaries and details, lists of charged goods and expenses, etc.) is ready, it is checked. 
This can be done by verifying whether the values of drivers are realistic, for example based on 
previous consumptions, and if changed tariffs have been agreed by means of checking contracts; 
when charging is based on deliverables, documentation certifying acceptance can be controlled. 
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If no problems are encountered the charging documentation is sent to customers. If a transfer 
price mechanism is adopted, some accounting records to provide evidence of the charged 
amounts will be entered. Invoices issued manually will be recorded in accounting books as well. 
If a supporting tool is adopted, all registrations will normally occur automatically. If errors are 
detected, remedial actions are taken, preferably before sending the charging documentation or 
notices to customers.

During the charging activity, abnormal charging profiles may be detected. Where too much 
revenue is generated the cause must be identified, justified or corrected. Unless absolutely 
necessary the charges must not be altered. Some of the reasons for generating excessive revenue 
include:
•	 the workload has been higher than forecasted and flexible charging has resulted in increased 

charges although sufficient capacity was available without the IT organization incurring 
additional costs

•	 customers are having to buy more IT resources because of inefficient services
•	 incorrect figures have been used or other errors have been made.

Where a poor service is the difficulty, the underlying causes must be addressed. When workload 
growth is a problem, forecasts must be revised and it may become necessary to make a case to 
procure additional resources.

When necessary, a strategy to deal with unplanned high charges should be defined. This may 
include holding back excess charges in a special account to phase and release them in several 
subsequent periods when charges are lower than expected (applicable for Scenarios 1 and 2 and 
Scenario 3, if agreed with customers), or agreeing at a senior level not to charge (applicable for 
all scenarios).

If lower revenues than expected are generated, possible causes include:
•	 running insufficient work (perhaps the forecasts of workload were too high)
•	 incorrect figures have been used or other errors have been made.

Once again, it may be necessary to revise forecasts. Where running costs are the problem, the IT 
service organization will have to examine the possibility of making economies.

Another trigger for the activity is requests for reimbursements to customers, for example to 
correct charging errors. These requests are processed and may determine the need to issue credit 
notes. Charging not only includes the management of the customer’s debits but their credits as 
well.

We make a final comment about service level agreements and Service Catalogs. Although prices 
may be included in these items, we have preferred to use the price list as the source of prices for 
the charging activity. This is because prices are not always included and because often the billing 
system is not integrated with them and a price list is managed separately.
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4.5	 Relationships with other functions, processes and 
practices

IT financial management has a set of relationships with other important processes and practices 
of IT service management. Some aspects of these relationships have been explored when 
examining each activity of IT financial management in the previous sections of this chapter. We 
will now examine them in more detail, from the viewpoint of the external interfaced processes 
and practices.

4.5.1	 Demand management
Demand management is a critical aspect of service management and is linked to IT financial 
management. This happens because a tight coupling exists between demand and capacity (see 
Figure 4.16), which means that peaks of requests cannot always be managed without impacts 
on service quality. Tariffs generally affect demand, as higher costs should reduce demand. This 
effect may be used to control demand by means of techniques such as differential charging, 
which encourages customers to use services at less busy times. Demand management should pass 
information back to IT financial management about the results achieved when such techniques 
and, more generally, control of demand patterns is achieved by making use of IT financial 
management.

4.5.2	 Risk management
Risk management, according to the definition provided by the UK Office of Government 
Commerce’s Management of Risk (M_o_R) methodology, is ’the task of ensuring that 
organization makes cost effective use of risk processes’. Risk management covers a wide range of 
topics, including business continuity management, security, program/project management and 
operational service management, which covers IT services too. Risk management uses many 
techniques to identify, evaluate, plan, control and monitor risks. Some of these techniques may 
interact with IT financial management, in particular with the investment evaluation activity, to 
evaluate the impacts of risks, the costs of mitigation actions, the costs and benefits of projects 
and/or programs related to risk management.
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Figure 4.16 Business activity influences patterns of demand for services (source ITIL V3, Service Strategy, OGC)
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4.5.3	 Supplier management
According to ITIL V3, the supplier management practice (see Figure 4.17) has the goal of 
managing suppliers and the services they supply. This clearly includes contracts and the financial 
aspects related to them. 

IT financial management provides information to supplier management to evaluate the 
performance of suppliers from a financial viewpoint (costs of services supplied). From the opposite 
viewpoint, IT financial management provides adequate funds to finance supplier management 
requirements and contracts and advice/guidance on purchase and procurement matters.

4.5.4	 Incident management and request fulfilment
The goal of incident management is to return normal IT services for customers as quickly as 
possible (or agreed) after an incident, minimizing impacts. Categorization of incidents is a 
fundamental step of incident management to achieve its objectives and financial impact is one of 
the relevant aspects to be evaluated to fulfil it. IT financial management should provide easy-to-
use guidelines and information to incident management to evaluate and use the financial impact 
for incident categorization. For example, the cost of loss of an IT service per time unit is very 
useful.
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Figure 4.17 Supplier management practice (source ITIL V3, Service Design, OGC)
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For a long time, request fulfilment has been considered part of the incident management process, 
according to ITIL V2, but it has become an independent practice in the next release of the 
framework. Service requests, a generic description for many types of demands, may vary greatly. 
Some of them, e.g. a password reset request, are repetitive and are generally included in the 
Service Catalog. When charging is performed, these service requests may be priced, in line with 
the IT financial management pricing activity. As discussed previously, pricing usually influences 
demand.

4.5.5	 Access management
The goal of access management is to provide rights for users to be able to use IT service(s). 
Addition or removal of a user changes the demand pattern and, according to policies, may lead 
to changes in charging. It is therefore important that access management provides IT financial 
management with updated information about active users on services when this is a driver for 
charging.

4.5.6	 Problem management
The primary objective of problem management is to prevent incidents from happening, by 
taking away the root causes of incidents, or by taking away risks for incidents to happen, thus 
contributing to minimizing their adverse impact on the business. The problem management 
process goes through several steps and uses several techniques to achieve its objective. A key 
question is whether the cost of definitively fixing a problem is justified by the savings derived 
from avoiding incidents related to it. IT financial management assists in assessing the impact of 
proposed resolutions or workarounds as well as in evaluating the financial impact of incidents 
related to problems.

From the opposite viewpoint, problem management provides IT financial management with 
the cost of resolving and preventing problems, which is used as an input to many IT financial 
management activities (planning, budgeting and forecasting).

4.5.7	 Change management
According to ITIL V3, the objective of the change management process is to ensure that 
changes are recorded and then evaluated, authorized, prioritized, planned, tested, implemented, 
documented and reviewed in a controlled manner. Among the recommended aspects to be 
evaluated, we also find the assessment of:
•	 costs to implement the change
•	 changes to the running costs of service management activities due to its implementation
•	 inclusion of costs in the existing budget

Technically, it is incorrect to say that there is a process interface between change management and 
IT financial management, in the sense that the change management process already includes the 
assessment step that performs financial evaluation. As IT financial management is considered to 
be a function (or department), the relationship is the same as between any other department and 
process: financial roles (such as IT financial controllers) should be involved in the assessment step 
to perform or support it and the IT financial manager should be involved in service definition 
activities that result in calculating the budget for the transformation. 
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For organizations in Scenario 3, funding of changes should be carried out by customers when 
derived from their requests and by the service provider when due to its responsibilities. The 
same principle should apply transparently to organizations in Scenarios 1 and 2. However, in 
these cases customers should always be informed about the consequences of overstretching 
resources when a service provider authorizes changes and has no additional resources to cover 
their implementation costs.

4.5.8	 Service Catalog management
The Service Catalog may include the prices of services. In order to do so the pricing activity, 
part of the IT financial management practice, should pass information about them. From the 
opposite perspective, the Service Catalog management practice passes the Service Catalog to the 
pricing activity.

4.5.9	 Service level management
There is a relationship between investments and costs in services and a sustainable level of services. 
Generally, to improve service levels higher costs may be necessary. IT financial management 
provides advice and guidance to service level management to negotiate service levels.

Whether previously evaluated or not, changes to service levels should be managed through 
the change management process which assesses them for all aspects, including any impact on 
financial aspects.

In practice, demand for extra resources (which incurs cost) is not always driven by changes to 
improve service levels. Often, it is due to attempts to resolve problems or due to additional work 
needed to complete budgeted tasks, where the estimates are shown to be inaccurate. Customers 
usually expect IT services to manage this without additional cost, although there may be no IT 
budget available. The likely effect is an overstretching of resources, which affects all service levels. 
If such a situation occurs, any decision about costs (such as not funding required changes) should 
involve service level management to appraise and manage all effects. A challenge for IT service 
management is to overcome this situation, minimizing the cases where extra resources are needed 
to resolve problems.

For organizations in Scenario 3, there may be agreed penalties related to missed achievement of 
service levels. Such a clause would affect the revenues of the organization and is an input from 
service level management to the charging activity of IT financial management. 

4.5.10	Capacity management
Capacity management is a function responsible for ensuring that IT resources are planned and 
scheduled to provide a consistent level of service that is matched to the current and future needs 
of the business, as agreed and documented in Service Level Agreements (SLAs) and Operational 
Level Agreements (OLAs). In conjunction with the business and its plans, capacity management 
provides a capacity plan that outlines the IT resources and funding needed to support the business 
plan, together with a cost justification for that expenditure.

The capacity plan is a fundamental input of the planning and budget activities; it is also 
important for delivering reviews and all periodic forecasts. It contains scenarios for different 
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predictions of business demand, taking into account availability plans and costed options to 
deliver the agreed service level targets. While preparing it, financial management roles (e.g. IT 
financial controllers) should be involved as capacity plans are a significant source of costs to be 
tracked. Their involvement typically invokes the investment evaluation activity to ascertain cost 
justification of options and feeding all requested information for the purpose of controlling costs 
and savings associated with capacity plans. Another relationship between capacity management 
and IT financial management occurs with ongoing changes to the capacity plan: the changes 
should be reported to financial management for inclusion in forecasts and reviewed budget. 
Again, this may generally be done through the change management process, as modifications of 
the capacity plan may be addressed through formal changes when not periodically planned.

4.5.11	 Asset management

Introduction to asset management
According to ITIL V3, asset management is the practice ‘responsible for tracking and reporting 
the value and ownership of financial assets throughout their lifecycle. Asset management is 
part of an overall service asset and configuration management process’. In ITIL V3 the asset 
management practice is described together with configuration management, as a configuration 
item may be an asset. From deeper analysis, it is clear that ITIL describes mainly configuration 
management; no specific processes or practices are described in detail to manage assets from the 
financial perspective.

Configuration items may correspond to asset items but this is not always true. Effectively, one 
of the main problems to face is the possible existing difference between assets in the accounting 
system and configuration items. Let us consider, for example, some servers that have been bought, 
each made of several components (central unit, disks, monitor, keyboard, operative system, virus 
protection software, etc.). The minimal and mandatory objective of financial management is to 
record and keep updated the value of goods in order to reflect that value correctly in reporting 
(e.g. balance sheets).

Purchase, stock and book values are often the only attributes managed and as a consequence the 
essential detailed information is lost. This is a case where ‘finance’ is concerned with meeting its 
information need for external reporting, as opposed to accommodating information requirements 
to fulfil business needs.

Stock and related value of goods can be managed with different approaches in financial 
management, such as by type or by detail. This is generally a matter of Management Accounting 
Systems (MAS) (see also section 6.5.5 for further details on MAS) when considering IT (except 
for Scenario 3 and, less frequently, for Scenario 2). In practice, in Scenario 1 and probably 2, 
financial management (and General Accounting Systems – GAS) does not deal with stock for IT 
related items (stock is managed only for items sold by the business). 

Managing stock value by type means categorizing goods, for example monitors, and tracking 
existing quantities and values in stock. The value of each category of items is therefore managed 
as an average.
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The approach above described raises several issues:
•	 it is not possible to track each item as no specific records are available
•	 the value of each type of item is an average and does not necessarily reflect the possible value 

of each item (a server costing 20,000 euros could be grouped together with servers costing just 
a few thousand)

•	 inventories may be difficult to perform (for example if the count of items does not correspond 
to the expected quantity, there is little or no information to understand what and where to 
find missing items)

•	 tracking is impossible to perform (labeling would be possible but it is generally not performed 
when adopting this approach)

Nevertheless, managing assets’ value by type is still very much used, especially for intangible 
assets, such as software, which are very difficult to identify and/or ‘label’. Assets that are physical 
items, such as servers, personal computers, routers, printers, scanners, PDAs, are frequently 
considered as a single and specific asset, with extensive information recorded about them (such 
as identifier, original cost, purchase order, location, supplier, etc.) in addition to value. If this is 
done, many of the disadvantages previously described are resolved. Unfortunately, managing by 
item adds relevant costs:
•	 initial recording and subsequent management of information (e.g. labeling) in line with asset 

management activities
•	 costs associated with the asset management tool (which may not align with the accounting 

system)
•	 probably, dedicated staff to run the activities (consider the initial recording and labeling or 

inventory management in large organizations)

To reduce the number of items and, therefore, the associated management cost, a mixed 
approach may be used: intangible assets and low value physical assets (e.g. mice) may be managed 
by quantity; and high value physical assets, by item. It is appropriate to set the threshold that 
distinguishes between low and high value items by policies (e.g. 500 euros). This value is 
sometimes established by governing law and regulations.

IT stock and related value is generally not frequently managed in Scenario 1; it is managed by a 
specific IT oriented Management Accounting System in Scenario 2 and is managed by a General 
Accounting System and probably Management Accounting System in Scenario 3. Regardless of 
scenarios, attention should be paid to controlling and justifying the costs associated with asset 
management through policies giving guidance on the methods and level of detail required in 
managing stock. 

Managing (accounting) book value of goods requires a calculation of depreciation, which is 
performed in line with fiscal regulations and the accounting model. Depreciation is calculated on 
the basis of purchase invoices; the calculation is performed by the General Accounting System (see 
also section 6.5.5 for further details on General Accounting Systems), even when a stock of assets 
is not physically and logically managed. Depreciation should be considered in the calculation of 
ROI (see section 6.5.15) and in evaluation of the total cost of ownership (TCO).
. 
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Another important aspect to be understood is that, even when assets are managed by item, a 
configuration item may not necessarily correspond to an asset item and vice versa. Consider the 
following example: a personal computer has been bought and, from an Asset Management point 
of view, one item has been identified (the whole personal computer corresponding to the item 
present in the invoice). This is enough to track and report the value and ownership of financial 
assets, which is the aim of asset management. However, from a configuration management point 
of view, this would probably be not enough. The goals of configuration management, according 
to ITIL V3, are different and wider:
•	 supporting the business and customers’ control objectives and requirements
•	 supporting efficient and effective service management processes by providing accurate 

configuration information to enable people to make decisions at the right time, e.g. to 
authorize changes and releases or resolve incidents and problems faster

•	 minimizing the number of quality and compliance issues caused by improper configuration of 
services and assets

•	 optimizing the service assets, IT configurations, capabilities and resources

To support these objectives, configuration management would analyze the personal computer 
and create several configuration items with specific attributes and relationships, e.g. central unit 
or cabinet, operating system, virus protection software, specific software installed. This situation 
is described graphically in Figure 4.18.

Although it is typical that an asset is composed of several configuration items, the opposite 
relationship is also possible. For example, racks may be expensive physical goods and, therefore 
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Figure 4.18 Example of relationships between asset and configuration items
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assets; nevertheless, they might not be managed as configuration items but simply as an attribute 
(e.g. location) of other configuration items (e.g. servers).

Another example to explain the possible differences between assets and configuration items is 
becoming very common with the introduction of virtualization of machines. On one physical 
asset, the server, many virtual servers (configuration items) may be defined and, on top of them, 
many software instances (possible assets) may run.

Finally, we have learned that asset management can be either an independent practice or, 
preferably, integrated with configuration management and that many-to-many relationships or 
correspondences may exist between asset items and configuration items.

Another aspect to be considered is the possible implications of the term ‘financial assets’ in the 
ITIL V3 definition of asset management referenced earlier. From a mere financial perspective, 
a financial asset on the balance sheet represents assets net of depreciation. The majority of 
organizations continue to use useful and efficient assets after they have been fully depreciated; 
this is because the depreciation timeframe often does not coincide with the duration of the 
lifecycle of the asset). These assets may remain on the floor (e.g. print server) generating real 
economic value, but would not show up on the balance sheet as an asset. Their salvage or market 
value may also be deemed to be zero thus complying with regulations on adjusting for market 
value, but they still deliver value to the organization. Since they are deployed, they must also 
remain as a registered configuration item and should only be removed from the configuration 
management system through a change when they actually stop being used.

Software asset management
Traditionally, software assets are often managed with a lower level of detail than physical assets. 
This does not mean that they have a smaller economic value. On the contrary, the most relevant 
result and therefore asset of IT efforts for organizations is often software. Unfortunately, software 
is not always easy to identify and label. For example, all computers and, more generally, all 
hardware items are characterized by a serial number, but for software the best known identifier 
is probably the license key for packages, while for custom applications there is practically none. 
Furthermore, even a license key (the best identifier) is not always a unique identifier. For example, 
it may be possible (and often it is appropriate) to install software on different computers using 
the same license key. Although licenses may be not a good identifier of configuration items, 
they typically are the organizations’ assets and therefore need to be managed accordingly. They 
are often a source of costs related to maintenance fees, which should be considered in financial 
management activities (e.g. budgeting and accounting) even when their book value is zero.

ISO/IEC 19770-1:2006 has been developed to enable organizations to prove that they are 
performing software asset management (SAM) to a level that is sufficient to satisfy corporate 
governance requirements and ensure effective support for overall IT service management. Good 
practice in software asset management should result in several benefits, and certifiable good 
practice should allow management and other organizations to be confident and rely on the 
adequacy of these practices. Through certification, the expected benefits are achieved with a high 
degree of certitude. software asset management should, for example, facilitate the management of 
business risks, cost control and thus enable the achievement of competitive advantage. 
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Asset management activities and interfaces with IT financial management
Figure 4.19 describes the framework of practices constituting ISO/IEC 19770-1:2006.

Among operations management processes and interfaces for software asset management, we can 
identify financial management for software asset management as a specific practice related to IT 
financial management. The objective of the financial management for software asset management 
activity is budgeting, accounting and charging for software and related assets, and ensuring 
that relevant financial information is readily available for financial reporting, tax planning and 
calculations such as total cost of ownership and Return On Investment. Financial management 
for software asset management does not cover charging.

Through implementing software asset management practices, organizations should develop 
formal budgets for the acquisition of software assets, account for actual acquisition against 
budget, provide documented information about the value of assets (including historical cost 
and depreciation), review at least quarterly actual expenditure against budget with documented 
conclusions and defined actions.
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Figure 4.19 Software asset management practices according to ISO/IEC 19770-1

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



74 IT Financial Management: Best Practice

In addition to ISO/IEC 19770-1, OGC SAM is a relevant practice. Once again, in OGC SAM, 
financial management is one of the core asset management activities, and it includes:
•	 ensuring the preparation of reliable financial information for all software assets, including 

during their procurement, operation (e.g. regular depreciation) and subsequent retirement 
and disposal

•	 the collection of cost/benefit information related to the use of software assets, to allow the 
calculation of Total Cost of Ownership (TCO) and ROI

•	 proper consideration of accounting and tax treatments

What has been seen for software assets may easily be extended to non-software assets. The 
architecture of ISO/IEC 19770-1 (see Figure 4.19) and the processes of OGC SAM are suitable, 
with adaptations, to be used for non-software assets as well. The relationships described above, 
between software asset management and financial management, can be extended to asset 
management and financial management too.

Conclusions
Specific practices and activities, dedicated to the financial management of assets, will be present 
in organizations where asset management is evolved and mature. These should interface with the 
IT financial management practices and activities described in this book in both directions, e.g. 
acquiring inputs for budgeting and/or charging and providing outputs for accounting. Finally, 
policies for asset management and IT financial management should be logical and consistent.

IT asset management is an important discipline whose relevance is growing with the value of 
IT assets (hardware and, especially, software). Budgeting and accounting are the key financial 
management areas where IT asset management may define specific approaches, activities 
and methods. IT asset management may be implemented as integrated with configuration 
management, although this does not mean that there will be a complete correspondence between 
configuration and asset items.

In practice, there may be different situations, depending on the organization:
a.	 no specific IT asset management responsibilities and activities are present; some activities 

related to asset management are performed within other IT financial management activities 
(budgeting, accounting, etc.)

b.	 IT asset management responsibilities and activities are defined, interfaced and harmonized 
with those of IT financial management

c.	 IT asset management and configuration management activities and responsibilities are defined 
and integrated; these responsibilities and activities are interfaced and harmonized with those 
of IT financial management.

Case a. is typical of organizations in Scenario 1 while situations b. and c. are found in Scenarios 
2 and 3.
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4.6	 IT financial management and the service lifecycle

IT financial management activities are part of the wider family of IT service management 
processes. As discussed in the introduction, ITIL V3, the most widely known and used reference 
framework for IT service management, has approached service management from the lifecycle 
perspective. The service lifecycle is an organizational model that provides insight to:
•	 the way service management is structured
•	 the way the various lifecycle components are linked to each other
•	 the impact that changes in one component will have on other components and on the entire 

lifecycle system.

The service lifecycle approach is illustrated in Figure 4.20 and it consists of five phases:
•	 service strategy
•	 service design
•	 service transition
•	 service operation
•	 continual service improvement

Service strategy is the axis of the service lifecycle that drives all other phases; it is the phase of 
policy making and setting objectives. The service design, service transition and service operation 
phases are guided by this strategy, focused on delivery, adjustment and change. The continual 
service improvement phase stands for learning and improving, and embraces all other lifecycle 
phases. This phase initiates improvement programs and projects, and prioritizes them based on 
the strategic objectives of the organization.

The key question raised is: how does the service lifecycle perspective fit with IT financial 
management? In the original ITIL V3 framework, this is simply resolved by arranging IT 
financial management in the service strategy domain and, therefore, in that book. However, this 
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Figure 4.20 ITIL V3 Service lifecycle (source OGC, ITIL V3)
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vision simplifies too much and does not explain how activities such as charging or accounting 
can be considered ‘strategic’ in the sense meant by the framework. Figure 4.21 shows a different 
point of view where the activities of IT financial management have been split along the different 
service lifecycle phases. 

In some cases, defining where to position activities is easy and straightforward. This is the 
case of the activities positioned in service strategy: policy management, IT financial planning, 
pricing, annual budget and budget review. Investment evaluation is invoked by activities and 
practices positioned in different phases, e.g. IT financial planning, capacity management, change 
management and problem management. The final choice has been to position it in the design 
phase because that is where the service is carefully evaluated for the first time, from a financial 
perspective too. Financial evaluation is expected to be a core activity during the identification of 
requirements and design of the service. Delta management is also invoked by several practices 
but is strongly related to the change management process. For this reason it has been placed 
in the service transition phase. It should be straightforward to position the activities located 
under service operation too: periodic closure, annual closure and charging. Conversely, periodic 
forecast is probably one of the most difficult to position. The decision has been to consider it 
part of the continual improvement phase as gathering data, processing them, analyzing and 
identifying trends (which are key activities for the seven-step improvement process of continual 
service improvement) are core activities of periodic forecast too. There is much of continual 
service improvement in periodic forecast.

The positioning chosen for the IT financial management activities into the service lifecycle 
phases may be questioned, but it is clear that activities cannot be simply considered part of a 
single phase, and are distributed among them instead.
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Figure 4.21 IT financial management activities and service lifecycle phases
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5	 Roles of IT financial management

5.1	 Overview of roles

The roles of IT financial management depend on the scenarios we have described in Chapter 
2. First, we will analyze each of them to understand the main roles involved and possibly their 
positioning in organizations. Later, we will discuss some of the roles identified in dedicated 
sections.

We will try to show where responsibilities lie by means of RACI charts. RACI is an acronym for 
the four main roles of:
•	 responsible – the person responsible for getting the job done
•	 accountable – the person responsible for achieving the target result (only one person can be 

accountable for each task)
•	 consulted – the person who is consulted and whose opinion is sought
•	 informed – the person who is kept up-to-date on progress.

The RACI charts presented later in this chapter should not be interpreted as the unique solution 
for organizational issues. They have been defined through thinking about generic scenarios and 
situations, but every organization will face a different and specific one. The charts have to be 
considered as useful and common examples of how responsibilities may be split among activity 
actors, and therefore they can be useful for designing and implementing an adapted set of roles 
and positions.

5.2	 Roles for Scenario 1: IT financial management for 
internal IT departments

In this scenario, the IT department is one among the many departments participating in the 
financial activities of the organization. Its actual organization depends on many factors; among 
them, the size of the organization is a very relevant one. In our example, we will refer to a small to 
medium organization, where IT has not defined specific roles for financial management. Figure 
5.1 describes the main roles involved in this scenario and their responsibilities for IT financial 
management practices and topics. So, for example, the row of the RACI about the planning 
activity reports responsibilities related to the domain of IT and not of the whole organization.

The main roles identified in this scenario are the Chief Information Officer (CIO or IT Manager), 
the financial controller, the IT budget owner and the budget requester. The CIO participates in 
the definition of the financial management activities related to IT but in the RACI we have set 
the Chief Financial Officer (CFO) as accountable for final design. The CFO has to guarantee 
the overall coherence of financial management practices and systems. The CIO plays also an 
important role for the definition of policies for IT financial management but, again, the CFO is 
the final accountable role as coherence and overall perspective is the most relevant aspect of this 
scenario. For IT investments and budget, the CIO is accountable and he/she plays an active role 
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in the related activities (at least to give final approval but also to coordinate activities). Financial 
controllers (probably belonging to the financial department) play an important supporting role. 
They can be more than one, depending on the organization’s size, and they are typically allocated 
several responsibilities: 
•	 implementing and monitoring internal controls
•	 collecting, checking, preparing and distributing information (for example historical data) 

required to execute activities
•	 ad hoc consulting, to the benefit of actors of the activities (for example about the rules to be 

followed to prepare budget or business cases)
•	 executing operational tasks (such as launching batch processes or reporting)
•	 performing analysis of results

5.3	 Roles for Scenario 2: IT financial management for 
internal IT providers

In this scenario, the IT department has specific needs and objectives for financial management. 
In this domain it acts with more autonomy, performs a larger number of activities and it 
probably also appoints specific roles to deal with financial topics. This is especially true for large 
organizations with relevant IT departments. Figure 5.2 shows the main roles involved in this 
scenario and their responsibilities for IT financial management practices and topics.

Figure 5.1 Roles and RACI chart for Scenario 1
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The IT financial manager is a new central role. He/she has the responsibility to define the specific 
activities of IT financial management. This is done by consulting with all the relevant stakeholders 
of the activities, among which there will certainly be the CFO and CIO. In this scenario, policies 
are probably specific for IT financial management. They are defined by the IT Financial Manager, 
interacting with the CIO/CFO. The IT Financial Manager will probably also be responsible for 
the periodic closures for IT. This task is always performed in strict conjunction with the financial 
department’s staff and finally with the CFO. In some organizations, coordination of closures may 
be managed by the financial department, cooperating with the IT Financial Manager. The CIO 
will still remain the final accountable role for IT figures: planning data, budgets of IT. He/she will 
manage deltas from budgets. However, to determine the responsibilities and performed activities 
precisely, the organization’s internal system of delegations plays a fundamental role. Deltas 
within certain limits will usually be authorized by the owner of the IT budget (typically someone 
delegated by the CIO) while important deviations will probably require the authorization of 
CFOs, when not CEOs. 

The role played by the financial controller in Scenario 1 will be performed by the IT financial 
controller in large IT organizations. The controller will execute a large number of the activities 
needed to execute IT financial management activities. In Figure 5.2 this is true for customer 
charging and claims management as well. This is an appropriate option when notional charging is 
the choice (see also section 6.5.1 for further information about charging perspectives). However, 

Figure 5.2 Roles and RACI chart for Scenario 2
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when a significant number of customers is actually billed, then a dedicated billing department, 
belonging to the IT or financial department) will probably be a better option.

5.4	 Roles for Scenario 3: IT financial management for 
market IT providers

In this scenario, IT services are the core business and IT financial management is the organization’s 
financial management. The scope of activities goes beyond those described in Chapter 4 
and embraces responsibilities for fund raising, payments, taxation, the organization’s balance 
statements, etc., which are not shown in Figure 5.3. For these reasons, we have also deleted the 
label ‘IT’ in front of many roles.

Exploring all possible allocations of responsibilities in a financial department goes far beyond 
the scope of this book. Nevertheless, the simplified RACI of figure 5.3 shows a possible option, 
where a more relevant business role appears.

Figure 5.3 Roles and RACI chart for Scenario 3
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5.5	 Details of roles

In the previous sections, an overall view of IT financial management roles has been given, 
focusing on the whole picture and the relationships existing among them (RACI charts). In 
the following sections, we will enter into a role-centric perspective, where some of the roles 
previously identified will be analyzed in detail. We have chosen those roles that are more strictly 
related and key to IT service management, especially in Scenario 2: IT financial manager, IT 
financial controller and IT budget owner. 

5.5.1	 IT financial manager
The IT financial manager is the key role of IT financial management. He/she is the owner of 
the activities. Some organizations have a dedicated IT finance manager, but in others the role 
may be played by someone from the finance department or senior IT managers, especially those 
with responsibility for other service management practices (service level manager and capacity 
manager, for example) and the head of IT. The need for a dedicated role usually arises when the 
culture of IT service management grows and when the specific needs of IT become clear. This 
is the typical situation of Scenario 2. In large organizations, a specific function will probably be 
created in the IT department with responsibilities for IT financial management, often including 
asset management (at least the financial attributes of assets). In such a case, the IT financial 
manager may become the head of this function.

Table 5.1 shows some of the typical advantages of positioning the IT financial manager in the 
IT department versus the financial department. Independently from where they are located, the 
IT financial manager must have an adequate level of seniority and leadership to manage all his/
her responsibilities.

Opting for the IT department usually gives the CIO better leverage and confidence that the 
IT financial manager is focused on the IT mission and objectives; it is normally the preferred 
solution.

Key responsibilities
The key responsibilities of the role are:
•	 ownership of IT financial management activities, meaning:

–	 designing activities involving all stakeholders
–	 designing and identifying suitable tools to support all IT financial management practices

IT financial manager belonging to IT department IT financial manager belonging to financial department

Hierarchical relationships with IT department’s 
staff 
Knowledge of IT service management
Knowledge of supplied IT services
Knowledge of service management tools
Knowledge of IT specificities

Relationships with financial department’s staff, 
especially CFO
Knowledge of financial management practices
Knowledge of accounting and investment evaluation 
principles and techniques
Knowledge of financial management systems

Table 5.1 Comparisons of advantages of positioning the IT financial manager in the IT department vs. financial department
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–	 being owner of the projects aimed at implementing or improving IT financial management 
activities and/or tools

–	 preparing and maintaining all documentation inherent to the IT financial management 
practices

–	 publicizing the activities
–	 defining and controlling KPIs to evaluate effectiveness and efficiency of the activities
–	 preparing periodic and ad hoc reporting about the performance of the activities
–	 preparing and maintaining a practice improvement plan (see also continual improvement, 

section 6.1)
–	 improving the effectiveness and efficiency of the activities
–	 reviewing any proposed enhancements to the activities
–	 providing input to the ongoing Service Improvement Plan
–	 addressing any issues with the running of the activities
–	 ensuring all relevant staff have the required training in the activities and are aware of their 

role in the activities
–	 ensuring that the activities, roles, responsibilities and documentation are regularly reviewed 

and audited
–	 interfacing with line management, ensuring that the activities receive the necessary staff 

resources
•	 ownership of IT financial management policies, meaning:

–	 preparing of policies in cooperation with all stakeholders and, in particular, the CIO and 
CFO

–	 communicating the policies
–	 providing support about their interpretation and use
–	 controlling their adoption, taking corrective actions and escalating issues to top management 

(in particular the CIO, CFO)
•	 supporting the organization’s planning, budgeting, delta management and investment 

evaluation activities for IT aspects, meaning:
–	 acquiring input and constraints from top management, in particular the CIO and CFO
–	 supporting the definition of timing and deliveries
–	 coordinating IT financial controllers in charge of key activities
–	 monitoring the activities (timing, quality)
–	 acting as the key interface between stakeholders (top management) and actors of the 

activities
–	 providing support for executing the activities and required information (for example 

analysis required by service owners, service level manager, capacity manager, etc.)
–	 solving or escalating issues related to the activities

•	 ownership of forecasting, closure, charging and claims management activities, meaning:
–	 being responsible for the results and for the correct execution of the activities
–	 coordinating all actors of the activities
–	 providing support for the activities as meant in the previous bullet

In Scenario 1, the key responsibilities of the IT financial manager are usually taken by the CIO. 
In Scenario 3, they are split between the CEO and CFO of the organization or business unit, as 
providing IT services is the core activity.
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Recommended skills
The following is a short list of the recommended skills for an IT financial manager: 
•	 sound numerical and financial skills 
•	 ability to interact successfully with all levels of the customers’ and organization’s manage

ment
•	 ability to coordinate teams dedicated to activities or project tasks
•	 thorough approach to documentation and scheduling
•	 excellent communication and negotiation skills
•	 good presentational skills.

Recommended knowledge
The following is a short list of the recommended competencies for an IT financial manager: 
•	 advanced knowledge of accounting principles, methods, techniques (e.g. cost accounting) and 

financial reporting
•	 advanced knowledge of investment appraisal methods and techniques
•	 advanced knowledge about local -or international if necessary- country laws (legal and fiscal 

requirements)
•	 good knowledge of statistical and analytical principles and activities
•	 good knowledge of IT service management practices and roles
•	 basic knowledge of supplied IT services, characteristics and figures
•	 good knowledge of business process management and optimization
•	 good knowledge of financial and service management tools, features and functionalities
•	 good knowledge of project management principles, activities and methods
•	 good understanding of the customers’ businesses and of how IT can affect the delivery of their 

products or services
•	 basic knowledge of suppliers’ contract structure and management
•	 basic knowledge of customers’ contract structure and management.

It will be difficult to find a candidate with all the required skills and competencies, at least one 
with the right seniority and leadership and immediately available for the role. It is common to 
search for the best matching choice and to start training programs to reinforce weak competencies 
and/or skills.

5.5.2	 IT financial controller
The IT financial controller is another key role of IT financial management. Controllers have a 
supportive role to other actors in many of the activities but also carry out many specific tasks. 

Key responsibilities
The key responsibilities are:
•	 supporting the design of IT financial management practices
•	 preparing and controlling data and reports input for all other activities (for example the initial 

information needed to prepare a budget such as current balance or the previous year budget)
•	 coordinating and controlling activities of other actors of IT financial management (for example 

the periodic preparation of forecasts)
•	 supplying required information and guidance to other actors of IT financial management (for 

example, information on how to use accounts or cost centers or support inherent to the use of 
tools)
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•	 producing and checking integrated output, meaning:
–	 assembling partial results (for example putting all IT budgets together)
–	 verifying completeness of input data and managing its retrieval
–	 launching batch operations (e.g. for calculation of depreciation and accruals or billing) and 

reporting
–	 checking results and managing corrections and iterations
–	 performing analysis (for example variance analysis) and preparing related comments
–	 distributing reports
–	 activating escalations

The IT financial controller ensures that activities are correctly executed, plays a back-office 
role and performs many of the analysis required. A controller is a typical role of financial and 
accounting departments but specific competencies about IT and provided services are needed, 
so an IT financial controller may come from the financial department or from IT. Regardless 
of where they are located, an IT financial controller may be specialized in specific IT services 
or domains (for example applications or infrastructures) and he/she is a key support to the IT 
financial manager. For this reason, it may be preferable to make them report directly to the IT 
financial manager.

Recommended skills
The following is a short list of the recommended skills for an IT financial controller: 
•	 advanced numerical and financial skills
•	 ability to interact successfully with intermediate levels of the customers’ and organization’s 

management
•	 advanced capabilities to manage documentation and scheduling
•	 good communication and negotiation skills
•	 optimal presentational skills.

Recommended knowledge
The following is a short list of the recommended competencies for an IT financial controller: 
•	 advanced knowledge of accounting principles, methods, techniques (e.g. cost accounting) and 

financial reporting
•	 advanced knowledge of investment appraisal methods and techniques
•	 advanced knowledge about statistical and analytical principles and activities
•	 advanced knowledge of financial and service management tools, features and functionalities
•	 good knowledge of IT service management practices and roles
•	 good knowledge of assigned budget domains (IT services, projects)
•	 good knowledge about local -or international if necessary- country laws (legal and fiscal 

requirements)
•	 basic knowledge of project management principles, activities and methods
•	 basic understanding of the customers’ businesses and how IT can affect the delivery of their 

products or services.

One of the critical aspects of this role is to correctly size the number of IT financial controllers 
and to find resources with ideal skills to take the role. Several seasonal factors may influence the 
level of activity. For example, during the planning and budgeting periods the effort is substantial 
while in the central part of several months of the year it may be not so intense. 
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5.5.3	 IT budget owner
IT budget owner is a role common to all scenarios. The final owner of the IT consolidated budget 
is the CIO but it is a common practice to split the overall budget among IT managers, based on 
different criteria. The traditional approach to assign budgets is by domain (e.g. infrastructure or 
application or project). Owners of the budget have the responsibility to suggest and control it 
and, when authorized, to approve specific investments or costs referred to it. The right to actually 
approve investments and costs depends on the organization’s internal system of delegations, 
which generally assigns responsibilities on the basis of amounts to approve. Depending on the 
scenario (certainly for Scenario 3), there can also be IT budget owners for revenues, whose main 
responsibility is typically to close and manage agreements with customers to achieve the target 
figures for revenues. These may be positioned in a demand management department, interfacing 
with captive customers, or in the sales department when the organization is facing the open 
market.

The IT service management approach may lead to the introduction of a less traditional assignment 
of budgets, the driving principle being IT services. In such a case, the service budget may be 
assigned to its service owner, possibly with intermediate levels of consolidation, corresponding to 
IT line managers. A particular characteristic of this approach is the fact that budgets by service may 
be generally not technologically homogeneous (for example only servers and related management 
activities) but collect heterogeneous components, such as servers, applications, middleware (e.g. 
databases). This also means that owners will need to possess more cross-skills. The definition of 
budget responsibility by service may co-exist with budget responsibilities defined by domain. For 
example, an IT budget owner of a server platform service can provide resources to an IT budget 
owner of an end-to-end service. In this case, they will both be responsible for their own services 
and budgets and there will be a negotiation between them about the usage and costs of the server 
platform service. The owner of the end-to-end service budget will acquire resources(actually or 
notionally) from the owner of the server platform service, who should be responsible for SLAs/
OLAs/ as well (treated as an internal supplier). In this case, the IT budget owner of the server 
platform service would probably be responsible for the internal revenues of its service, in addition 
to the costs to run it.

Key responsibilities
The key responsibilities of the IT budget owner are:
•	 defining proposals for investments and management costs for their assigned domains to 

prepare financial plans and budgets
•	 endorsing business cases for investments and proposing their execution
•	 approving investments within the limits of authorized expenditure defined by budget and 

policies (e.g. the system of delegations)
•	 confirming the balance of periodic and annual closures
•	 forecasting the remaining costs and investments of IT services and projects according to the 

forecast activity and using balance information
•	 approving emerging or requested deltas of costs and investments within the limits of authorized 

expenditure defined by budget and policies (e.g. the system of delegations)
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Recommended skills
The following is a short list of the recommended skills for an IT budget owner: 
•	 basic numerical and financial skills
•	 ability to interact successfully with intermediate levels of customers’ and organization’s 

management
•	 good communication and negotiation skills.

Recommended knowledge
The role of the IT budget owner is aligned to the IT organization and assigned to many resources 
with different profiles, competencies and skills. Resources allocated to this role are often not 
dedicated to it but cover also other roles; their main competencies and skills will be strongly 
influenced by these additional roles. The following short list should therefore not be interpreted 
as an exhaustive list of recommended competencies for an IT budget owner but as common 
characteristics, which should complete the profile:
•	 basic knowledge of accounting principles, methods, techniques (e.g. cost accounting) and 

financial reporting
•	 basic knowledge of investment appraisal methods and techniques
•	 good knowledge of IT service management practices and roles
•	 advanced knowledge of assigned budget domains
•	 basic knowledge of financial and service management tools, features and functionalities
•	 understanding of the customers’ businesses and how IT can affect the delivery of their products 

or services.
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6	 Planning and implementing  
IT financial management

Defining the approach for planning and implementing is a general question that arises in many 
areas of IT service management, not only in the IT financial management domain. The approach 
to implement capacity management, configuration management or other practices of IT service 
management may be effectively the same as the approach used for IT financial management at a 
high level (the steps, methods and techniques applied).

When it is necessary to improve some areas or aspect of an organization, the following are practices 
that may be very useful: business process engineering, improvement and management, project 
management, continuous improvement (Kaizen) and organizational change management. In 
section 6.1, we examine the practices that best address continual improvement (improvement by 
predetermined steps) (e.g. business process reengineering). In section 6.2 we describe an example 
of structure and phases of a project aimed at implementing an IT financial management systems, 
as project management is a fundamental technique supporting continual improvement. In section 
6.3, we address the practices to deal with continuous improvement (Kaizen, ITIL CSI approach). 
Section 6.4 describes how to deal with the issues raised by organizational change. In section 6.5 
we explore the key decision to be taken while designing IT financial management. Related to 
this chapter is section 10.4, describing additional techniques that can be used to facilitate and 
achieve improvements. Finally in section 6.6 we present the main challenges, possible problems 
and critical success factor of introducing/improving IT financial management.

6.1	 Continual service improvement

The most widely known and used method for process improvement in the past has been 
business process reengineering. The business process reengineering method (BPR) is described 
by Hammer and Champy (2003) as ‘the fundamental reconsideration and the radical redesign 
of organizational processes, in order to achieve drastic improvement of current performance in 
cost, services and speed’. Rather than organizing a company into functional specialties (such as 
production, accounting, marketing, etc.) and looking at the tasks that each function performs, 
Hammer and Champy recommend that, with this approach, it should be looking at complete 
processes and ‘rebuilding’ the company, from materials acquisition, through production, 
marketing and distribution. Hammer and Champy suggested a structured approach to achieve 
the desired change, which includes the following steps.
1.	 Develop the business vision and process objectives. 
2.	 Identify the business processes to be redesigned.
3.	 Understand and measure the existing processes.
4.	 Identify IT levers.
4.	 Design and build a prototype of the new process.
6.	 Adapt the organizational structure and the governance model.
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In practice a complete review of the business is not a frequent need for most organizations. More 
often organizations need to improve specific process areas or solve specific problems. The original 
approach, designed to achieve radical changes, has been often tailored and used to deal with these 
reduced objectives and the business process reengineering term has been misused to refer to these 
projects. Process engineering and process improvement, as illustrated in Figure 6.1, are more 
appropriate terms for this type of intervention.

Regardless of terminology, it is important to observe that the method behind business process 
reengineering, process reengineering and process improvement terms has the objective of moving 
an organization from an initial situation (as-is status) to a target one (to-be status), both analyzed 
and fully described. This normally happens by means of a program or a project, depending 
on the scope and impact of changes to be achieved, which may affect processes, tools, roles, 
responsibilities and partners. The assumptions supporting this approach are:
•	 change is a phased transition between one stable status to another
•	 change is a rational process
•	 change can be analyzed and planned
•	 change can be managed.

This method can be applied to IT financial management. Relevant changes, which may be 
considered business process reengineering projects, could be (for example) moving from Scenario 
1 or 2 to Scenario 3. Examples of process engineering projects could be introducing or reviewing 
the charging activity, or introducing a management accounting system to manage the full cost 
of IT Services. Finally, an example of process improvement could be the reduction of the time 
needed to prepare financial statements. A complete example of a project aimed at changing the 
existing financial system is described in section 6.2.

Figure 6.1 Positioning of business process reengineering
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As the only constant thing in life is change, there is no static status that can be optimal forever. 
In addition, in the real world, many process improvement or reengineering projects have failed 
to release the desired benefits at the desired costs, at least at the first attempt. There has been 
early recognition of the need for a continual and iterative approach to attain full implementation 
and optimization of processes. Business process improvement or business process management 
are terms used to refer to practices that have addressed these issues by introducing the concept 
of process lifecycle management, where optimization is a core part of their model. This concept 
and approach is also present in IT service management culture and practice. Figure 6.2 describes 
the implementing/improvement cycle that is suggested by both ITIL version 2 and version 3 
frameworks. By means of iterative cycles, processes can be implemented/improved using this 
approach.

Maturity frameworks, such as the one described in section 10.1 and applicable to IT service 
management processes, provide excellent support for the improvement cycle. Organizational 
maturity refers to an organization’s ability to perform. Maturity frameworks define the evolutionary 
levels that an organization passes through as it becomes more competent and optimized. An 
initial assessment, as described in section 10.4.1, will position the organization in the maturity 
frameworks and help it to understand its capabilities (this means accomplishing step two of 
Figure 6.2). This can be used to define the next step of improvement (this means accomplishing 
step three of Figure 6.2), which is often a step of maturity ahead of the initial assessed level.

Maturity frameworks can be general, as the one described in section 10.1, which can be applied 
to IT financial management as well, but these give limited guidance for specific activities. Other 
examples of specific maturity frameworks for IT financial management may be derived from 
CobiT (see section 10.3 for more information about the CobiT framework). Specific maturity 
frameworks are clearly preferable to drive the improvement of activities.

Figure 6.2 Implementation/improvement cycle (source OGC) 
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Table 6.1 describes the maturity levels that are part of the CobiT ’DS6 Identify and Allocate 
Costs’ objective that is applicable to the accounting practice described in section 4.3 of this 
book.

Table 6.2 describes the maturity levels that are part of the CobiT ‘PO5 Manage the IT Investment’ 
objective and are applicable to the investments evaluation and budgeting practice described in 
sections 4.1.3 and 4.2 of this book.

0 Non-existent when
There is a complete lack of any recognizable process for identifying and allocating costs for information 
services provided. The organization does not even recognize that there is an issue to be addressed for cost 
accounting, and there is no communication about the issue.

2 Repeatable but Intuitive when
There is overall awareness of the need to identify and allocate costs. Cost allocation is based on informal 
or rudimentary cost assumptions, e.g., hardware costs, and there is virtually no linking to value drivers. 
Cost allocation processes are repeatable. There is no formal training or communication on standard cost 
identification and allocation procedures. Responsibility for the collection or allocation of costs is not 
assigned. 

3 Defined when
There is a defined and documented information services cost model. A process for relating IT costs to the 
services provided to users is defined. An appropriate level of awareness exists about the costs attributable 
to information services. The business is provided with rudimentary information on costs.

4 Managed and Measurable when
Information services cost management responsibilities and accountabilities are defined and fully 
understood at all levels and are supported by formal training. Direct and indirect costs are identified and 
reported in a timely and automated manner to management, business process owners and users. Generally, 
there is cost monitoring and evaluation, and actions are taken if cost deviations are detected. Information 
services cost reporting is linked to business objectives and SLAs and is monitored by business process 
owners. A finance function reviews the reasonableness of the cost allocation process. An automated cost 
accounting system exists, but is focused on the information services function rather than on business 
processes. Goals and metrics are agreed to for cost measurement but are inconsistently measured.

5 Optimized when
Costs of services provided are identified, captured, summarized and reported to management, business 
process owners and users.
Costs are identified as chargeable items and could support a chargeback system that appropriately bills 
users for services provided, based on use. Cost details support SLAs. The monitoring and evaluation of 
costs of services are used to optimize the cost of IT resources. Cost figures obtained are used to verify 
benefit realization in the organization’s budgeting process. Information services cost reporting provides 
early warning of changing business requirements through intelligent reporting systems. A variable cost 
model is used, derived from volumes processed for each service provided. Cost management is refined to 
a level of industry practice, based on the result of continuous improvement and benchmarking with other 
organizations. Cost optimization is an ongoing process. Management reviews goals and metrics as part of a 
continuous improvement process in redesigning cost measurement systems.

Table 6.1 CobiT maturity levels for cost accounting practice (Source CobiT 4.1, ISACA)
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6.2	 An example of an improvement project

IT financial management can be very complex to implement. The general approach has been 
illustrated in section 6.1. where it has been remarked that project management is an invaluable 
technique to support the achievement of a desired target status for IT financial management. In 
this section, we provide more information on how to successfully structure and manage a project 
by means of an example.

We will assume that the initial IT financial management system is largely inadequate or 
non- existent and, therefore, that the design and implementation efforts are relevant and that 
management of a project using a framework such as PRINCE2 is appropriate. 

0 Non-existent when
There is no awareness of the importance of IT investment selection and budgeting. There is no tracking or 
monitoring of IT investments and expenditures.

1 Initial/Ad Hoc when
The organization recognizes the need for managing the IT investment, but this need is communicated 
inconsistently. Allocation of responsibility for IT investment selection and budget development is done on 
an ad hoc basis. Isolated implementations of IT investment selection and budgeting occur, with informal 
documentation. IT investments are justified on an ad hoc basis. Reactive and operationally focused 
budgeting decisions occur.

2 Repeatable but Intuitive when
There is an implicit understanding of the need for IT investment selection and budgeting. The need for a 
selection and budgeting process is communicated. Compliance is dependent on the initiative of individuals 
in the organization. There is an emergence of common techniques to develop components of the IT budget. 
Reactive and tactical budgeting decisions occur.

3 Defined when
Policies and processes for investment and budgeting are defined, documented and communicated, and 
cover key business and technology issues. The IT budget is aligned with the strategic IT and business plans. 
The budgeting and IT investment selection processes are formalised, documented and communicated. 
Formal training is emerging but is still based primarily on individual initiatives. Formal approval of IT 
investment selections and budgets is taking place. IT staff members have the expertise and skills necessary 
to develop the IT budget and recommend appropriate IT investments.

4 Managed and Measurable when
Responsibility and accountability for investment selection and budgeting are assigned to a specific 
individual. Budget variances are identified and resolved. Formal costing analysis is performed, covering 
direct and indirect costs of existing operations, as well as proposed investments, considering all costs 
over a total life cycle. A proactive and standardized process for budgeting is used. The impact of shifting 
in development and operating costs from hardware and software to systems integration and IT human 
resources is recognized in the investment plans. Benefits and returns are calculated in financial and non-
financial terms.

5 Optimized when
Industry good practices are used to benchmark costs and identify approaches to increase the effectiveness 
of investments. Analysis of technological developments is used in the investment selection and budgeting 
process. The investment management process is continuously improved based on lessons learned from 
the analysis of actual investment performance. Investment decisions incorporate price/performance 
improvement trends. Funding alternatives are formally investigated and evaluated within the context of the 
organization’s existing capital structure, using formal evaluation methods. There is proactive identification 
of variances. An analysis of the long-term cost and benefits of the total life cycle is incorporated in the 
investment decisions.

Table 6.2 CobiT maturity levels for budgeting and investment evaluation practices (Source CobiT 4.1, ISACA)
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6.2.1	 Starting up the project
The first phase of the PRINCE2 methodology starts with a project mandate. The project mandate 
could be derived from the definition of the target situation, see 6.1.3 ‘where do we want to be’. The 
mandate can be a formal or informal document but this is not important as this initiation phase 
will clarify the mandate. The aim of this phase is to design the project management organization 
and to define a project brief, an initial document where the key aspects of the project are initially 
defined: its purpose, background, objectives, scope, exclusions and interfaces to other projects/
areas, deliverables, constraints, assumptions, preliminary risk assessment, customers and their 
expectations, acceptance criteria, an outline of the plan with timing, and budget.

For project organization, the following roles should be appointed:
•	 a project board
•	 a senior executive
•	 a project manager
•	 a project management team

The composition of the project board depends on the scenario (see 2.3). For example referring 
to Scenario 2, IT financial management for internal IT service providers, the project board 
members could be:
•	 the director of IT
•	 a senior manager in the financial department
•	 one or more of the customers of IT services
•	 a representative of IT services management

The senior executive is chosen from the members of the project board and he/she is the ultimate 
decision maker. Again, the choice will depend on the scenario. In our case, Scenario 2, the 
director of IT is a suitable choice as project executive.

The project manager assumes day-to-day responsibility of the project throughout all its stages 
(see below). He/she takes directions from the project board and applies project management 
practices and techniques. This means, for example, planning and checking the delivered products, 
defining and controlling (project) budget.

A complex project is usually performed by several resources, organized in teams, responsible for 
delivering the project products (deliverables) assigned to them. A team manager may be appointed 
to co-ordinate a group of resources in charge of the implementation of assigned products. In 
smaller projects, the leadership of teams can be taken directly by the project manager.

For very large and complex projects, the project board may also decide to assign project assurance 
activities, but not responsibility, to external or internal resources. 
For the project team, and especially the project manager, it is vital that members have a 
fundamental appreciation of both the organization’s business and of the IT services to enable 
them to understand the options available to management. They must also understand the 
principles of IT accounting.
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The project board makes all the relevant decisions, such as approving the start and closure of 
each project stage, providing ad hoc direction such as in the case of issues, approving exception 
plans that are proposed in the case of deviations of the project beyond agreed tolerance inherent 
to budget, timing, quality, etc.

According to PRINCE2, it is appropriate to split a relevant project into stages, the first one being 
the start-up phase, which we have just described. Figure 6.3 illustrates the possible stages of the 
project and some, although not all, inputs and outputs for each stage.

6.2.2	 Project initiation
In PRINCE2 this stage is known as Initiating a Project (IP). The main objective of this stage is to 
produce a document (Project Initiation Document, or PID) to be approved by the project board, 
along with a next stage plan. The document clearly defines the why, who, when and how of the 
project. This is produced in addition to the next stage plan and together they are submitted to 
the board for a decision on whether to authorize the project and proceed with the next stage of 
work. During this stage, the business case and the risks of the projects are carefully defined and 
analyzed. After this stage has been executed, the following aspects will have been clarified and 
approved:
•	 scope
•	 objectives
•	 defined method and approach to achieve the objectives
•	 expected deliverables
•	 exclusions and constraints
•	 costs (project and ongoing)
•	 expected benefits
•	 risks
•	 timescale
•	 breakdown into stages
•	 details for next stage to authorize
•	 project organization and responsibilities
•	 project management information (such as plans, tolerances, controls, etc.)

Figure 6.3 Possible stages of an IT financial management project
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When we refer to IT financial management projects, important guidelines for subsequent phases 
will be provided in this stage. The higher the level of guidance, the lower will be the risks later.
Some aspects that should be clarified are, for example:
•	 the initial scenario and situation
•	 the target scenario, situation and the expected benefits
•	 the approach to get there
•	 specific guidelines such as:

–	 charging perspective
–	 organization, roles and responsibilities for IT financial management
–	 architecture of IT services and scope to be considered
–	 practices to be improved and interfaces to the rest of the organization
–	 accounting systems to be used and implementation approach and effort
–	 if (and possibly which) cost apportioning model to be used
–	 pricing strategy
–	 financial cycles
–	 dimensions and periods to be managed (if not mandatory)
–	 reports and variables to be considered in analysis
–	 investment appraisal techniques to be used
–	 regulations to be compliant with

This does not mean that the design phase occurs at this stage. It is important here to understand 
the main alternatives for each design topic and, when possible, to define the chosen one or to 
identify those to be considered in the next steps. For example, for the accounting system, the 
approach could state the use and improvement of the existing Management Accounting System 
as the most appropriate alternative to support the target desired situation. This should imply 
the involvement of the administrator of such a system as a member of the project team. If 
alternatives, such as implementing a new Management Accounting System, were considered, this 
should be described at this stage, as well as when the final decision is expected and the definition 
of risks (possibly quantified) related to choosing one or the other.

For the reasons above, completing the first stages of the project (start-up and initiation) will 
require a detailed comprehension of the as-is situation from many points of view (people, process 
and technology). 

Obtaining the complete picture, setting objectives and understanding the costs, benefits and risks 
will be time consuming. It is reasonable to expect that this initial phase will take one to three 
months, depending on the size and complexity of the IT organization and the availability of 
data. Sometimes, required information and guidelines can be provided by a previously executed 
feasibility study, which may have been launched before the start-up phase of the current project. 
The availability of such a study will shorten the first phases of the project, depending on the 
scope, level of detail, quality and age of collected data and results.
At this stage, setting up a cost awareness campaign in the organization before project initiation 
has significant benefits in reducing any resistance to new practices and in helping customers and 
users to gain a fuller understanding of how they can affect costs. Short presentations should be 
given about how to identify costs and why costs must be controlled. The presentation must cover 
plans for cost recovery and the timescale over which it is intended to recover the identified costs. 
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If it is the policy of the organization to profit from IT, or indeed to plough back profit into IT, 
then some information about how the profits are to be used is also appropriate.

6.2.3	 Design stage
After the approval of the project by the project board, activities can quickly start. Design is 
typically the first phase where details about all aspects of IT financial management will be defined 
according to guidelines deriving from previous stages and further analysis. Products that are 
delivered in this stage are reported in Table 6.3 and they refer to the design topics described in 
6.5. The products are typically documents. 

Product Content

Organization, roles and responsibilities for IT 
financial management

This includes the job descriptions for each role and its 
positioning in the organizational structure (sometimes a new 
organizational structure is required and therefore defined 
and illustrated); it also includes the skills and competencies 
required for each.

Skill inventory and resource plan This includes the mapping of required skills and 
competencies for each role with those of candidates and a 
detailed plan to fill the gaps.

Service Catalog structure update The Service Catalog is generally an input, but the IT financial 
management project will probably add information to it (for 
example drivers and cost units for the apportioning of costs 
to other services). 

Practices and procedures design This product contains the detailed design of practices and of 
procedures. It also includes the definition of cycles (6.5.12) 
for each.

Systems requirements This contains the detailed requirements to be implemented 
to support the target IT financial management scenario and 
practices. This concerns the accounting systems and all 
other interfaced systems.

Accounting, cost models and depreciation 
management

This product contains the detailed models to be 
implemented for IT (accounting model, principles and 
rules for accounting, and cost mode, which type of costs 
to manage and description of how to do for each1). If 
depreciation is managed, it will also contain the required 
rules2. Finally this document includes all changes needed to 
the chart of accounts

Cost apportioning model The chosen cost apportioning model is developed in detail. 
This means identifying apportioning drivers and rules for 
each type of service and requires, as input, the Service 
Catalog.

Pricing model The pricing approach (transfer price vs. service tariffs) 
should have been decided as an input guideline. Here, the 
specific pricing rules are defined and detailed3.

1	� An example is the cost of personnel. The design document could establish that three profiles of employees are defined and 
that, for each, a standard unit cost is determined on the basis of the total annual costs divided per the number of resources 
of each category. The document could continue by establishing that the actual cost of services is determined using the 
standard cost multiplied working time deriving from a timesheet.

2	� For example, the depreciation rule for hardware could be a straight line method with fixed percentage in three years (See 
section 6.2.7).

3	� For example, a pricing rule might define that the price of a service is defined as the budget cost of the service divided by 
the forecasted quantity of its usage uplifted by 30 percent.

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



96 IT Financial Management: Best Practice

There are some important considerations to be made about the products of Table 6.3. First, 
many of them are related to each other and therefore they have to be synchronized and/or cross-
referenced. Alternatively they can be combined together in a single document (product). For 
example, reporting is strictly related to the cost model as cost categories appearing in reports can 
only be those supported by it.
Secondly, there can be reciprocal influence and impacts between IT financial management 
and other practices in the organization. For example, the passive cycle is strictly related to the 
accounting activities. When deciding which type of costs to manage, in particular as direct costs, 
it is important to understand if they are easily identifiable without affecting the passive cycle 
(management of orders and passive invoices).

6.2.4	 Implementation stage
This phase can start only when the products of the previous stage have been accepted and the 
project board has approved the corresponding next stage plan. The objective of this stage is to 
implement the designed IT financial management environment. This implies delivering several 
products, not all of them being documents. Table 6.4 briefly illustrates the typical products to 
be delivered.

Another important product of this stage, not reported in Table 6.4, may be simulation. 
Simulations refer in particular to the behavior of the designed cost and apportioning models. 
They are used to anticipate and evaluate the use of the new rules and methods and, sometimes, 
they can be applied to previous periods. Simulation enables comparison of the new results (such 
as budget or profit and loss statements) with to the previous results for the same period. As it can 
be difficult to perform simulation, because of the lack of information (such as usage of services) 
and the necessity to find it, it can be limited in scope. Depending on the cost objects chosen, 
simulation can be limited to some customers or IT services. 
The time necessary to implement IT accounting and charging depends on the tools and 
information already available; it can take six or more months, even with good tools and 
information readily available.

Product Content

Reporting and analysis This contains the design of each report (6.5.13) and also the 
requirements for the filtering criteria that can be used to 
launch them.

Investment appraisal methods This contains the detailed explanation of the investment 
appraisal methods with some examples of how to use them 
and references to the tools supporting them.

Performance indicators This product contains the identification and description 
of the main performance indicators used to evaluate the 
results of IT financial management.

Approach to roll-out This includes the definition of the approach to introduce the 
new IT financial management environment, by means of a 
roll-out plan and, possibly, a pilot.

Table 6.3 Possible products of the design stage
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6.2.5	 Pilot stage
If the implementation of the IT financial management involves important changes such as 
charging the customers or accounting per service, it is recommended to start with a pilot scheme. 
The pilot may be characterized by a reduction in scope (for example a limited subset of customers 
or services and/or a limited subset of activities, for example charging excluded) or a partial 
introduction of the new concepts (for example notional instead of real charging). Driving a pilot 
enables the project team to check the quality of design and implementation and the reaction of 
all the parties involved in the activities, especially the customers. This is a very important aspect 
but running a pilot may be not easy.

The typical timing to start a pilot is the beginning of a new financial period (but any time is 
theoretically possible). The new budget for the services in scope may be defined according to the 
new logics; later accounting and, eventually, charging activities will be activated. A first problem 
that may occur is that the accounting systems and the organization may be not able to manage 
two different approaches, the one previous and the one subsequent to the project. In such a case 
the decision to be taken is not easy, either managing and duplicating information on the two 

Product Content

Service Catalog content update The content of the Service Catalog, redesigned in the previous stage, is 
updated to reflect the new or changed information. 

Systems specifications This intermediate product has the requirements as input. Requirements 
are turned into detailed technical specifications of what has to be done 
to implement all the affected systems (e.g. General Accounting System).

Implemented systems Changes to the existing systems, such as the Management 
Accounting System, or new systems are implemented according to 
the specifications. An accurate test of the changed systems must be 
performed with detailed reporting of the results, which must pass the 
acceptance criteria previously defined. For more information, please 
refer to ITIL V3 Service Validation and Testing practice.

Training material For each role defined this product contains the training material about 
practices, methods, and tools to be used. 

Updated accounting manuals and 
accounting documentation4

Existing accounting manuals and documentation should be updated to 
align with the changes introduced by IT financial management. If not yet 
existing, an accounting manual should be introduced. Another typical 
document is the accounting policy.

Updated data New or updated charts of accounts, apportioning rules, etc.

Table 6.4 Possible products of the implementation stage

4	 It is not advisable to attempt to implement a system without proper and complete documentation. It is important to cover:
	 •	 how and when IT management and customer management will be informed of costs 
	 •	 how IT accounting data is to be collected 
	 •	 how the charging system works and what pricing structures are to be used 
	 •	 how budgets are monitored between bills 
	 •	 how accounts are to be settled 
	 •	 who is responsible for policing the IT accounting system and producing reports, bills, and so on 
	 •	 how and when auditing takes place 
	 •	 what contingency option(s) are in place 
	 •	 how errors in billing will be handled 
	 •	 what change control is applied to the IT accounting system. 

	 The analysis and design deliverables should be retained as detailed support documents.
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different systems or managing different scopes with each system (for example, pilot services with 
the new one, others with the older). The advantages of the first approach are that integrated and 
consolidated data are immediately available with no effort and that returning to the previous 
situation simply means stopping the pilot, with little or no effect on customers. The trade-off is 
the effort of running duplicated systems and probably activities (also depending on scope and on 
possible interfaces that can be built). 

On the other hand, managing two different systems for different scopes has the advantage of 
limiting the impact of the test in terms of effort but has the disadvantage that building integrated 
and consolidated views of financial data is time consuming, when not impossible, and that the 
organization will apply different behaviors for different scopes (which may lead to errors and 
confusion). In addition, while the first approach can be easily activated during the financial year 
(as nothing is replaced), the second one is much more simple to start at the beginning of a new 
financial year (this also means that it will last for the whole year). 

The two approaches can be also combined in a two-stage approach to the pilot: the first stage, 
during the financial year for a limited time frame, duplicates activities for a small scope; the 
second stage, at the beginning of a new financial year, runs the new approach for the whole IT 
services or a subset of them.

If affected, customers should be notified at the earliest possible stage about events that are likely 
to cause changes to their bills. It is important that customers are aware of any likely alterations.

6.2.6	 Roll-out stage
The experience and results of the pilot, if executed, gives important feedback to fine-tune the 
IT financial management project and complete the roll-out. Again, this stage starts after detailed 
planning and authorization from the project board.

A typical approach to introduce a new IT financial management system is a ‘big-bang’ (start of 
new activities for all the services together) at the beginning of a new financial year. This is quite a 
risky approach and, if charging is introduced for the first time, it is at least recommended to start 
for a period with notional charging. An alternative approach, starting with some IT services only 
and expanding them gradually, is possible. Because of the considerable additional effort of data 
consolidation and possible confusion deriving from the use of more than one accounting system 
at the same time, the time frame of a progressive roll-out should be kept as short as possible.

6.2.7	 Closure stage
Every project should come to a controlled close. In PRINCE2, this activity is to ensure that 
closure happens and covers the work carried out by the project manager to bring the project to 
a planned close (or bring to a premature closure if necessary). The work required during this 
activity is to provide the project board with sufficient information to obtain their confirmation 
that the project should close. Closing the project does not mean that IT financial management 
will stop evolving and that no further improvements will be needed. On the contrary, the final 
feedback from the project including pending issues or risks, work required, lessons learned, will 
be passed to service management and, if existing, to continual service improvement, as discussed 
in 6.1.6. In particular, the IT financial manager role will take responsibility for the evolution and 
improvement of the activities.
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From the project viewpoint, this stage will assess whether the objectives stated in the Project 
Initiation Document have been achieved and all expected products have been handed over and 
accepted. With the closure of the project, the specifically assigned resources are released and 
activities are left to be run autonomously in line with the service management practices, in 
particular with IT financial management, and related responsibilities.

6.3	 Continuous improvement

6.3.1	 Drivers for continuous improvement
The need for continual justifiable improvement has been already introduced and briefly discussed 
in this book. In section 6.1 0the implementing/improvement cycle has been described, focusing 
attention on the initial or major improvements (those typically managed as projects) of IT financial 
management. In this section we focus instead on smaller and continuous improvements.

The reasons for continuous improvements lie in lack of optimization and the need for changes. 
If the context never changed, it could be theoretically possible to reach an optimized target 
situation where no further enhancements are required. After a certain number of enhancements 
any further improvement would be demonstrated as not cost effective. For example, a cost model 
has been developed by service, so that IT understands them with a good percentage of direct 
costs (80 percent). The cost of specific software licenses (e.g. a Database Management System – 
DBMS) is still an indirect cost, being derived from the number of users of the services and not 
driven by the effective usage of the licenses. Getting to understand effective usage could mean 
introducing tools to monitor usage, producing ad hoc reporting and analysis. The costs associated 
with this enhancement could be significant so that the benefits for the majority of customers of 
more precise fees are outweighed by the new costs to be shared deriving from the introduction of 
the new technology and/or associated practices. Such a situation could be verified with a manual 
ad hoc analysis. In such a case, no further enhancements would be justified. 

However, nothing stays still. The external and internal context change continuously, with 
increasing rapidity. In the previous example, a new service might be introduced for a specific 
customer. This is a very intensive DBMS dependent service with a relevant number of users that 
leads to increased costs, which are indirectly apportioned to old customers. The cost of introducing 
technology and practices to better measure the use of the DBMS remains unchanged but it may be 
split among a larger number of customers and is a lower proportion of the overall costs of DBMS 
management. To keep old customers satisfied, the option to change the apportioning criteria may 
emerge as an appropriate solution and therefore a relevant improvement. The business case for 
the implementation of the change has evolved and has become favorable because the cost of the 
new system could be amortized over a larger number of customers.

This example demonstrates that significant changes, occurring to business and IT organization 
contexts, should always be investigated for their effects and the possible improvement 
opportunities that they enable. 
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Because of the failure of many business process (or simply process) reengineering projects, new 
approaches have been suggested and introduced to deal with change. Among them, Kaizen is a 
leading approach. Kaizen ( , Japanese for ‘continuous improvement’) is a Japanese philosophy 
that focuses on continuous improvement throughout all aspects of life. When applied to the 
workplace, Kaizen activities continually improve all functions of a business, from manufacturing 
to management and from the CEO to the assembly line workers. By improving standardized 
activities and processes, Kaizen aims to eliminate waste (see ‘lean’ manufacturing). Kaizen was 
first implemented in several Japanese businesses during the country’s recovery after World War 
II, including Toyota, and has since spread to businesses throughout the world.

Kaizen is based on some assumptions that are quite contrasting to those underlying business 
process engineering:
•	 change is like a river; you cannot step into the same river twice; the area of the river may be 

the same but it is always changing
• change is a social construction
• change is a subjective experience
• change can be influenced but rarely managed

With the Kaizen approach:
• large-scale projects are replaced by smaller experiments
• no improvement is too small
• improvement starts from existing processes
• the ‘doers’ are involved in the improvement of their own activities
• process improvement becomes a natural part of the daily tasks and culture
• improvement is obtained by means of iterative process activities, e.g. Kaizen Events

Some organizations, adopting continuous improvement and the Kaizen approach, have abandoned 
the traditional business process reengineering approach. However, many organizations strive 
to achieve improvements by combining continual and continuous improvement approaches, 
implementing some steps by mean of projects while trying to adopt the Kaizen approach and 
establish clear roles and responsibilities for continuous improvement.

6.3.2	 The ITIL approach for continuous (continual) improvement
The book Continual Service Improvement (CSI) of ITIL V3, describes a seven-step improvement 
process based on the Deming cycle and represented in Figure 6.4. This practice is introduced 
for IT service improvement; it is equally applicable to process improvement and, clearly, to IT 
financial management too.

It has to be remarked that the authors of ITIL have chosen the term ‘continual’ (which refers to a 
close and succession of things, rather than an absolute continuity) instead of ‘continuous’ (which 
denotes an interrupted flow) because ‘an IT organization will not be continuously improving 
itself seamlessly, but rather it will be cyclical in nature’. However, in practical terms, the approach 
described in the book seems to be well suited to support a continuous approach more than a 
continual one. For example, a stable organization with roles and responsibilities clearly defined 
is encouraged to do continuous monitoring, analysis and action in line with the Deming cycle 
(Plan–Do–Check–Act).
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Returning to the improvement cycle described in CSI, what should be remarked is the centrality 
of measures and targets as the basis for all improvements. The desired situation is defined and 
measures are identified to represent it. Progress is checked by means of these measures and actions 
are taken if results are not achieved.

Another basic concept of the improvement practice of CSI is the responsibilities for continuous 
improvement. In a service-oriented organization, responsibilities may lie at multiple levels. For 
example, global responsibility for overall improvement of IT services may be assigned to the 
continual service improvement manager, as suggested by ITIL V3. This role should work with 
others to manage improvements and, especially, service owners and practice owners. While the 
latter are responsible for specific domains of improvement, services and practices, the CSI manager 
should deal with cross-service and/or practice initiatives and coordinate overall improvement. 
Specific practice improvement responsibilities are normally assigned to practice owners, in our 
case typically to the IT financial manager or financial manager, depending on the scenario and 
as described in Chapter 5. It is common to find practice level responsibilities assigned, while it is 
still unusual to find overall roles as the one of CSI.

Linking goals to performance indicators and targets is a core activity for the owner of the 
improvement responsibility. The Balanced Scorecard, a technique developed by Kaplan 
and Norton in the mid-1990s, has demonstrated itself, over many years, to be an effective 
framework to support the definition of strategies and their implementation at any level. It works 
by establishing these relationships between goals and performance indicators. The Balanced 
Scorecards have typically been used to support the overall business strategy definition and 
implementation, although they can be successfully used in more restricted domains, such as IT 

Indentify
• Vision
• Strategy
• Tactical Goals
• Operational Goals

1. Define what you
should measure

7. Implement
corrective action

6. Present and use the
information, assessment
summary, action plans, etc.

2. Define what you
can measure

3. Gather the data
Who? How? When?
Integrity of data?

4. Process the data
Frequency? Format?
System? Accuracy?

5. Analyse the data
Relations? Trends?
According to plan?
Targets met?
Corrective action?

Goals

Figure 6.4 The seven-step improvement process (source OGC)
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or even specific practices (e.g. IT financial management). A Balanced Scorecard, applied to the 
IT financial management domain, would consider four perspectives:
•	 Financial – which should be the costs of IT financial management?
•	 Client – what do users (customers, proper users and managers) of IT financial management 

expect from it?
•	 Internal processes – what IT financial management should we excel at to satisfy 

stakeholders?
•	 Learning and growth – to achieve our vision, how do we sustain our ability to change and 

improve IT financial management? 

For each of these perspectives, goals should be defined as well as performance indicators and 
their targets, which demonstrate their achievement. Figure 6.5 represents a sample Balanced 
Scorecard for IT financial management, assuming Scenario 2. Each column represents one of the 
Balanced Scorecard dimensions and, for each, goals and performance indicators are described. A 
Balanced Scorecard, with defined targets, is an optimal result of the preliminary step described 
in Figure 6.4: identify vision, strategy, tactical and operational goals. It is an optimal input for 
the following seven steps.

As well as responsibilities for IT financial management practices (see Chapter 5) those for its 
continual improvement should be clearly assigned. Again, this may depend on the adopted 
scenario but in any case a referent should be clearly identified and appointed. He/she generally 
coincides with the practice owner, responsible for designing the practices and therefore their 

Optimize costs
• Overall costs of
   IT Financial
   Management
• Cost per project
   evaluated
• Cost per change
   evaluated
• Cost per periodic
   closure
• Cost per budget
   cycle
• Cost per forecast
• Etc...

Correctness of bills
• Number of
   credit notes
• Number of related
   incidents opened

Enhance compliance
• Delay to produce
   Budget
• Delay to produce
   periodic closures
• Delay to produce
   forecasts

Skills of employees
• # of training hours
   per Controller
• # of training hours
   per Budget owners
• # of controllers
   with specific
   certifications (e.g.
   ITIL, PRINCE2, ITIL
   v3 Service Offerings
   and Agreements)
• # of Budget Owners
   with specific
   certifications
   (e.g. ITIL, PRINCE2 )

Resources available
• # of Projects/
   Services per
   Controller
• # of Projects/
   Services per
   Budget Owner

Performances of
processes
• Number of 
   “unforced” delta
   management
   processes launched
• Number of
   unscheduled
   budget reviews
• Time to complete
   budget
• Time to complete
   closures
• Time to complete
   forecasts

Response times
• Time to evaluate
   projects
• Time to evaluate
   changes

Balance costs
• Level of granularity
   of costs managed

Financial Client Internal processes Learning and growth

Fairness of charges
• Percentage of
   direct costs
• Number of requests
   for change pending

Figure 6.5 Sample of Balanced Scorecard for IT financial management.
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continual improvement too. In Scenario 1, this was probably the CFO (Figure 5.1); in Scenario 
2, the IT financial manager (Figure 5.2) and, finally, in Scenario 3 the CFO again (Figure 5.3).

Among the responsibilities of the practice owner inherent to continual improvement, we find 
the following:
•	 defining the Key Performance Indicators (KPIs) to evaluate the effectiveness and efficiency of 

the practice
•	 reviewing KPIs and taking the required action following the analysis
•	 improving the effectiveness and efficiency of the practice
•	 reviewing any proposed enhancements to the practice
•	 providing input to the ongoing service improvement plan
•	 addressing any issues with the running of the practice

In service oriented and mature organizations, improvement is probably performed at all levels. A 
Service Improvement Plan (SIP), (that is, a formal plan to implement improvements to a practice 
or IT services) may be in place and practice owner(s) should assist in its preparation, management 
and maintenance. The overall management of improvements (all services, all practices) is usually 
assigned to the service level manager or to a specific dedicated role (for example, in ITIL V3 
this is the continual service improvement manager), depending on the maturity and size of 
the organization. A complete picture is given in Figure 6.6, where the relationships among 
improvement responsibilities are shown.

An overall Service Improvement Plan, about all practices and services, coordinates and controls 
all improvement efforts, assigning resources when needed based on objectives and priorities. This 
ensures that dependencies are correctly managed, for example an improvement in the quality of 
budgets depending on enhancement of the capacity plan, and priorities / resources optimized 
based on overall business objectives. Each service or practice owner will then be given objectives, 
opportunities, priorities and resources and will manage their own plan, which will include them 
and add all other achievable, compatible and detected enhancement opportunities. Results, as 

Figure 6.6 Relationships among improvement responsibilities and plans

Overall Service Improvement Plan

Objective
Opportunities

Priorities
Resources

Process
Owner

Service
Owner

CSI
Manager

Objective
Opportunities

Priorities
Resources

Result
New opportunities

Process Improvement
Plan(s)

Service Improvement
Plan(s)
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well as opportunities (those requiring funds or across services and/or practices), will be passed 
back to the owner of the overall plan for evaluation and the definition of new inputs.

6.4	 Organizational change management

Regardless of the type of improvement desired, continual versus continuous or both, organizational 
change management is a key point to be addressed. With this term, we do not refer to IT service 
management change management but to individual or organizational management of change. 
This has been proved to be a critical success factor for the implementation of any improvement 
project or initiative including, of course, those concerning IT financial management and 
previously described. In this and the following sections we will not concentrate on management 
of change for individuals although, in some cases, this can be an issue to be managed. For readers 
requiring more information on how to address this topic, the main models to be considered 
include: Unfreeze-Change-Refreeze (Kurt Lewin), the Kübler-Ross model (from Elizabeth Kubler-
Ross’s book, On Death and Dying), Formula for Change (Richard Beckhard and David Gleicher) 
and ADKAR (developed by Prosci).

Organizational change management includes processes and tools for managing the people side 
of the change at an organizational level. Organizational change management includes techniques 
for creating a change management strategy (readiness assessments), engaging senior managers 
as change leaders (sponsorship), building awareness of the need for change (communications), 
developing skills and knowledge to support the change (education and training), helping 
employees move through the transition (coaching by managers and supervisors), and methods to 
sustain the change (measurement systems, rewards and reinforcement). Organizational change 
management application in contexts where change is to be implemented improves the chances 
of achieving the desired results. Many of the components of organizational management, such 
as management of awareness, sponsorship, and communication, are embedded in some of the 
approaches previously described, especially Kaizen.

IT financial management is not just an IT discipline; it has strong relationships with business 
financial management. This reinforces the importance of organizational change management, as 
changes to IT financial management are often depending and/or influencing the business and 
vice versa.

6.4.1	 Awareness and acceptance
Awareness is a key component of organizational change management; it is one of the most 
important components and steps of the implementing/improvement cycle that has been described 
in section 6.1. Defining where we are and where we want to be are key components of awareness. 
Culture is fundamental to facilitating the change: knowledge about the IT service management 
discipline and, in particular, IT financial management makes it much easier. This is why, initially, 
training and learning, in all possible forms, are key elements of awareness. 

Awareness is mandatory for decision makers but it is useful at any other level of the organization 
that is involved in the change; and because continual improvement is never ending, managing 
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awareness is also a continual activity. The organization’s management should be continuously 
aware of progress made and of new targets to be achieved.

The key contents of awareness are generated by executing implementation projects and continual 
improvement activities. Managing awareness also depends very much on good communication, 
an aspect that we will examine more closely later.

Acceptance is another fundamental aspect of any IT service management initiative, including 
those that relate to IT financial management. Acceptance means different things depending on 
the level involved and perspective:
•	 For customers – approval of:

–	 providers’ interface roles and internally required ones
–	 charging system
–	 prices
–	 bills
–	 reporting
–	 escalation activities

•	 For users:
–	 providers’ interface roles and internally required roles
–	 charging mechanisms for requested services
–	 reporting about requested services
–	 level of support

•	 For the IT department:
–	 roles, activities and procedures to be executed
–	 tools to be used
–	 KPIs, reporting
–	 volumes of activities to be performed by the whole staff and individuals, for core tasks (e.g. 

budgeting, accounting) and complementary tasks (projects, risk management, etc.)
•	 For management:

–	 key design decisions (see 6.5)
–	 performances of activities
–	 customers’ and users’ satisfaction
–	 concerns that higher levels of maturity of IT financial management will lead to impersonal 

behaviors driven by a higher relevance of financial aspects

Achieving agreement and commitment of all stakeholders for all aspects is definitely not an easy 
task. After all, resistance is the primary reason why changes fail. Managing resistance should be 
a priority of top management and is a primary responsibility of the IT financial manager role. 
Different levels of resistance are possible, depending on the concerns of different stakeholders 
involved in the change:
•	 lack of understanding
•	 negative emotional response with no objective reasons
•	 lack of trust
•	 negative response based on objective reasons (ranging from small to relevant issues).
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Table 6.5 shows actions to respond to each level of resistance. Actions that are appropriate for 
mitigating higher levels of resistance are generally useful also for the levels below. Nevertheless, 
a careful evaluation of the overall situation in terms of resistance (who is resisting and why) is 
always recommended when a project or changes are introduced; countermeasures should be 
planned in line with the evaluation, avoiding the use of inappropriate actions (too ‘soft’ or too 
‘hard’ for the level of resistance to be managed). 

6.4.2	 Communication
In the previous section, communication has been cited as a very important key element for 
the success of any initiative aimed at introducing and/or improving IT financial management. 
We have seen that communication will help to improve awareness and to overcome resistance. 
Communication may be optimized by means of a communication plan with the aim of building 
and maintaining awareness, understanding, enthusiasm and support among key influential 
stakeholders for the introduction or improvement of IT financial management practices. 

When developing a communication plan, it is important to realize that effective communication 
is not just based on a one-way flow of information, and it covers more than just meetings. A 
communications plan must incorporate the ability to deal with responses and feedback from the 
target audiences.

A role should be identified to manage the communication plan, which means:
•	 designing and delivering communications to the different IT financial management roles, 

stakeholders such as other IT service management roles and identified target audiences
•	 identifying forums for customers’ and users’ feedback

Level of resistance Actions

Lack of understanding • � Explain the advantages and benefits of the new target situation for the 
organization; this should be done by adapting to different learning and 
communication styles

Negative emotional 
response with no objective 
reasons

• � Explain personal advantages and benefits when existing or neutral effect
• � Involve resisting people closely in the project or change if possible; people 

who feel they have helped plan the change will be more likely to help make 
the change, because they understand how and why it will occur

Lack of trust • � Use techniques for building trust (establish common ground, show that 
concerns are understood, use communication techniques)

•  Implement quick-wins and communicate results
•  Provide tailored training
•  Show that concerns are addressed
• � Achieve and publicly show top management commitment; employees will 

not support a change they feel is not fully supported by top management

Negative response based 
on objective reasons

• � Create tangible benefits for key roles in transformation (e.g. with rewards 
for achieved, measurable objectives) and/or for the whole team and/or 
organization (e.g. bonus for success)

• � Manage and identify appropriate ad hoc solutions for those specific 
situations where negative effects cannot be avoided (e.g. find a new role 
that is appropriate for resources losing their current role or no longer happy 
with it)

Table 6.5 Level of resistance and progressive countermeasures
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•	 receiving and delivering responses and feedback to the project manager and/or team 
members

This role may be played by a specific temporary or permanently dedicated function or team 
(usually dealing with change management issues) in the context of a project or by the IT financial 
management practice owner when change occurs in a continual improvement context.

Key activities for building a communication plan include:
•	 identifying stakeholders and target audiences
•	 identifying the interests and degree of interdependence amongst stakeholders
•	 developing communications strategies and tactics
•	 identifying communication methods and techniques
•	 developing the communications plan (a matrix of who, what, why, when, where and how)
•	 identifying the project milestones and related communications requirements.

When developing a communication plan, it is important to understand how corporate 
communication works and the rules governing it. For example, in some organizations there 
are strict guidelines on who can communicate with the business. In many cases, this could be 
possible only for the demand and/or service level management and/or business relationship 
management practices and roles. 

The final content of a communication plan is a list of communication actions, defining for 
each:
•	 the messenger of the communication
•	 the target audience
•	 content of the message
•	 method of communication (e.g. mail, meeting)
•	 date and frequency

Typical contents of messages are:
•	 program announcement
•	 start-up announcement
•	 achievement of goals
•	 status of activities
•	 announcements of completion of activities or of a project
•	 celebrating success

6.5	 Design topics

When implementing IT financial management, many decisions will be taken during the design 
phase. Some are common to the other IT service management practices (for example designing 
roles and responsibilities), but many are specifically for IT financial management. We will 
examine these decisions in the next sections.
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6.5.1	 Charging perspectives
One of the most important decisions to be taken is whether to charge for  the cost for supplying 
IT services. Charging is needed to recover costs but there can be different perspectives:
•	 Accounting center – Simply costing inputs with perhaps some element of budgeting. The 

benefit of this approach is that sound IT accounting focuses awareness on costs and enables 
investment decisions to be better founded, without the overheads of billing and bookkeeping. 
However, it is less likely to shape users’ behavior and does not give the IT organization the full 
ability to choose how to financially manage itself, for example in funding IT investments. 

•	 Recovery center – Costing outputs (services) and simply apportioning those costs. 
Organizations running as recovery centers are designed to account fully for all IT spend and 
recover it from the customers. These accounts include both cash and non-cash costs that, in 
effect, identify the full economic cost of running the business. The benefits of running as a 
recovery center (before charging is considered) include improved cost control over service 
provision, recognition of true costs by customers and consistency in approach by different 
organizations. 

•	 Profit center – The full range of separate accounting. A profit center is a method of managing 
the IT organization in which it has sufficient autonomy to operate as a separate business 
entity (as an independent unit or with business objectives set by the organization to which the 
service provider belongs). The key characteristics are that:
–	 deliverables or products are clearly identified and sold into a marketplace
–	 each product or service carries a price tag 

The above described perspectives are clearly related to the scenarios defined in section 2.3; Table 
6.6 shows these relationships. 

The decision about the charging perspective will drive many other decisions, such as those about 
activities but also roles and responsibilities. For example, the existence of pricing and charging 
activities is related to the decision about the charging perspective.
Notional charging is about making a journal entry in the corporate financial system for the use of 
IT services. When organizations are switching from one charging perspective to a new one, it can 
be wise to evaluate the impacts before applying it. With notional charging, the effects of applying 

Perspective / Scenario Scenario 1 IT financial 
management for internal 
IT departments

Scenario 2 IT financial 
management for internal 
IT service providers

Scenario 3 IT financial 
management for market 
IT service providers

Accounting center Generally adopted Unsuited5 Unsuited

Recovery center Usable, especially by 
organizations intending 
to move to Scenario 2

Generally adopted Unsuited

Profit center Unusual Usable, especially by 
organizations intending 
to move to Scenario 3

Suited6

Table 6.6 Relationship between charging perspectives and scenarios

5	� In this scenario, it is not enough to understand the costs of inputs; it is important to fully understand the cost of services 
which, as a minimum, are transferred to internal customers.

6	 In this scenario, organizations will need to make a profit, by selling IT services, in order to survive.
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the charging perspective are measured (and in some cases communicated to the customers) but 
no actual charges are applied. The ‘two book’ method can be applied to manage this situation. 
Costs are recorded into the corporate financial system (for example with IT as a cost center) while 
in a second book revenues are determined and recorded with no effect on financial statements. 
Other important decisions related to charging are about the recipients and what to charge. The 
options are to charge for the whole IT costs, specific IT costs by customer or specific IT costs 
by service. This decision affects the charging system and also the whole accounting system as 
deciding to charge by customer or by service requires a method to determine costs for each 
customer or service. In Scenario 2, it is recommended to charge at least by customer. Charging 
by IT service is appropriate too, and recommended for Scenario 3. This because in a competitive 
environment customers will want to know the price of services in order to take decisions and 
service providers will determine their costs in order to make their offers.

The decision is the charging perspective for IT, accounting, recovery or profit center, and all related 
details (notional charging, what to charge and the level of detail of charging).

6.5.2	 Organization
Organizational decisions are always among the most critical. They affect the roles, responsibilities 
and activities of many people. Decisions about the organization will also greatly depend on the 
scenario adopted for IT financial management. We will discuss each scenario separately.

IT financial management for internal IT departments
In this scenario a dedicated department is typically responsible for the financial management 
activities of the whole organization, including those of IT. Another frequent possibility is that 
the human resources department is responsible for IT. In the latter case, the following discussion 
is still applicable, by simply replacing the financial management department with the human 
resources department. This hypothetical organization is described in Figure 6.7.

In this context, some alternatives to assign the responsibilities of the typical IT financial 
management roles (discussed in Chapter 5) are reported in Table 6.7. 

Figure 6.7 Hypothesis of organizational model for Scenario 1

CEO

Sales Production Financial

Information
Technology

Accounting Treasury
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In larger IT organizations it may become convenient to specialize some positions to facilitate 
or perform some tasks of IT financial management activities such as, for example, assembling 
IT financial plans, budgets or forecasts, assisting in calculating the ROI of initiatives. These 
positions may be delegated to perform typical IT financial controller’s activities too. Altogether, 
these responsibilities and staff may be grouped with other administrative tasks (e.g. order and 
contract management or goods and services receipts). This may lead to the creation of a back-
office function in the IT department dedicated, among others, to support IT staff dealing with 
financial management practices and issues.

IT financial management for internal IT service providers
In this scenario, IT is probably a department supplying services to business units (ITIL V3 
describes it as a shared service unit) or other departments. The possible organizational situation is 
shown in Figure 6.8, where finance and administration correspond to the financial management 
department discussed previously.

The main decision to be taken by IT is whether to be independent, although integrated, or 
to rely on the financial management department’s staff and systems. In the second case, the 
responsibilities will probably be assigned in line with the previous scenario, see Table 6.7. In the 
first case, Table 6.8 briefly summarizes alternatives to assign responsibilities. The final choice 
depends on the level of specificity/independence and some hybrid solutions are possible. This is 
probably the most difficult situation, as the need for independence of IT has to balance the needs 
for integrated processes and information at the organization’s corporate level.

IT financial management for market IT service providers
In this scenario, supplying IT services is the core business activity. This can be the mission of 
an independent business unit or a stand-alone legal entity. The financial department is working 
for the business and there is no differentiation between financial management and IT financial 
management. The organizational model may look like the one shown in Figure 6.9.

An internal IT department may still exist, supplying the internal IT services necessary to support 
the core business (which is the supply of IT services) but we are not referring to it when speaking 
of IT financial management in this scenario. Where it exists, this IT internal unit will probably 
be managed in line with Scenario 1 or 2 previously described.

Finally, Table 6.9 shows how responsibilities may be assigned for this scenario.

Roles FM department IT manager IT staff IT line

IT financial 
manager

Suited Possible for large IT 
organizations

IT financial 
controller

Suited Only for small IT 
Organizations

Possible

IT budget owner For overall IT budget For partial IT budgets

IT budget approver Higher level of authorization IT level authorization

Table 6.7 Assignment of roles for Scenario 1
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Figure 6.8 Hypothesis of organizational model for Scenario 2 (Source OGC)

Roles Other functions IT manager IT staff IT line

IT financial manager Possible for small IT 
organization

Suited

IT financial controller Possible for small IT 
organizations

Suited

IT budget owner For overall IT budget For partial IT budgets

IT budget approver Higher level of 
authorization

IT level authorization

Roles Head of financial department Financial department staff Functions7

IT financial manager Suited

IT financial controller Suited

IT budget owner Suited

IT budget approver According to proxies

Table 6.8 Assignment of roles for Scenario 2

7	  Including the financial department.

Table 6.9 Assignment of roles for Scenario 3
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The decision is the organizational structure and assignment of the typical roles of IT financial 
management.

6.5.3	 IT services
We have previously examined some important decisions to be taken about the charging perspective 
(6.5.1). If the final decision is to manage IT services for charging/accounting purposes, the IT 
department and customers should be clear about which services are involved. For this reason, it is 
strongly recommended that Service Catalog management and service level management practices 
have been put in place.

In ITIL V3, a distinction is made between business and technical IT services (see Figure 6.10). 
Business services are those services that are experienced (and eventually paid for) by the customers 
while technical services are those needed to support and run the business services. For example, 
a business service might be the mail service. This service is experienced by the customers and 
is probably paid on the basis of the number of mail boxes (prices could be differentiated upon 
the different types and size of mail boxes). In this context, there can be several technical services 
supporting the business service:
•	 housing service, to provide facilities for the servers needed
•	 server management service, in charge of the operating system and related components, 

which should be always up and ready to run the mail application
•	 mail application management service, aimed at running and managing the mail application 

properly (incident, change, problem management, etc.)
•	 connectivity service, in charge of assuring safe connection to the central mail server from 

mail clients or web browsers.

All these services mentioned above are technical, as the customer is not interested in their 
existence, although they are mandatory to supply the mail service: the final business service.

When accounting/charging by service is required, there are no decisions to be taken about 
business services, in the sense that the business Service Catalog will exist and that it should be 
possible to account for costs and, probably, charge for all IT services defined in it. Instead, a 
decision may arise about technical services. The IT organization could want to know the costs 
of these services too. Finally, the absorption of the costs of these services by the business services 
contributes to determine the full cost of the latter. Figure 6.11 shows how the cost of the mail 
box service can be determined based on the costs of the supporting technical services. Assuming 

Figure 6.9 Hypothesis of organizational model for Scenario 3.
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Hosting
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a server is able to manage a certain number of mail boxes, with the described model the full cost 
per mail box can be determined.

Figure 6.10 The business Service Catalog and the technical Service Catalog (source OGC)

Figure 6.11 Cost of business services calculated on the basis of costs of technical services
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The cost of the business service could be determined without referring to specific technical 
services, by apportioning the costs of IT to the business service. For example, the total cost of 
hardware maintenance should be known (for all servers). If one of 100 servers is used to provide 
the mail service, one percent of hardware maintenance costs could be apportioned to the mail 
service. Considering the other types of costs, the same reasoning can be applied to apportion 
costs to the business services.

Although costs can be apportioned to business services, there are several reasons for using and 
calculating the costs of intermediate technical services:
•	 the costs of technical services can be benchmarked with the market
•	 it can support a decision to outsource the service, and it gives the flexibility and level of detail 

that would be required to outsource it
•	 analysis to determine where opportunities for cost savings are becoming easier
•	 performance can be better linked to costs (each technical service will probably have some 

specific OLAs).

The whole IT activity can be decomposed in a set of services (business and technical), so the 
whole IT costs can be managed through this set of services. This approach will be more fully 
examined later in section 6.5.10.

Starting from the architecture of IT services (which is an input for the design of IT financial 
management, deriving from IT services portfolio management and service catalog management 
activities) the decision is about for which services to perform financial management activities (e.g. 
budgeting, accounting).

6.5.4	 Activities
Activities for IT financial management have been described and discussed in Chapter 4. A 
theoretical model may be used as a reference but adaptations or more significant changes will 
probably be necessary in real environments. The existence and/or shape of activities depend on 
the scenario considered and on some other design decisions, such as those related to charging (see 
6.5.1.) or pricing (see 6.5.11). For example, the decision to charge, or not, will determine the 
existence of the charging activity (see 4.4.1). Overall aspects to define are:
•	 execution of a specific activities
•	 frequency of execution (for example periodic closures, forecasting, etc.)
•	 execution of activities
•	 responsibilities.

Other aspects may be defined by means of procedures that detail:
•	 how to perform activities
•	 supporting tools
•	 structure and contents of input and output
•	 actors (who does the work).

The decision is the execution and the detailed design of activities (and procedures) for IT financial 
management.
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6.5.5	 General Accounting System versus Management Accounting System
The accounting systems is one of the core elements of financial management and therefore of 
IT financial management too. We can identify two major accounting systems. The first is the 
General Accounting System, also known as Financial Accounting System, which can be composed 
of several other sub-systems, such as the customers or Suppliers’ Accounting Systems; the second 
is the Management Accounting System (MAS). By ‘system’, as we will see, we do not mean only 
specific software tools, although each is typically supported by at least one of them.

General Accounting System
This is the set of accounting records that are used to log the facts with administrative relevance, 
when they occur. The relevant facts are those: 
•	 referring to the relationship between the organization, as a legal entity, and other parties 

(clients, suppliers, employees, banks, etc.)
•	 having monetary value recognized by administrative documents (invoices, bank credit 

transfers, salaries, etc.).

The main objective of the General Accounting System is to support the preparation of the 
company accounts (annual or periodic) where the capital and the operating result of the 
organization are determined. The system is designed for decision makers who are not directly 
involved in the daily management of the organization. These users of the information are often 
external to the organization.

The General Accounting System has several recipients: contributors of capital, creditors, banks, 
employees, auditors, government and tax offices, and the organization’s managers interfacing 
with all previously cited recipients. The financial data prepared for this purpose are governed 
by national regulations, such as the Generally Accepted Accounting Principles (GAAP) in the 
US, which provide consistency in the accounting data used for reporting purposes from one 
organization to another. This means that the accounting data used to compute the cost of goods, 
inventory values, and other financial accounting information used for external reporting must be 
prepared in accordance with these regulations, which vary from country to country. Topics such 
as products, services, and projects are generally not core information managed by the General 
Accounting System.

Management Accounting System
This is the set of records, integrating those provided by the General Accounting System, needed 
to supply the requested information about the facts of economic relevance for the organization. 
The aim of the Management Accounting System is to record, apportioning, grouping, analyzing 
and demonstrating costs and revenues according to the needs of organization’s management or 
authorized requesters. This is the system that is more affected by the scenarios described for IT 
financial management. It may be the case that the Management Accounting System designed 
to support the general business needs is not able to support those of IT financial management 
(especially when we consider Scenario 2). In such a case a specific Management Accounting 
System  for IT could be designed and implemented.
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Topics such as products, services, and projects are managed. So, for example, the Management 
Accounting System is able to provide information such as the costs, revenues and, therefore, 
profits of a specific service, including an IT service.

Typical output of the system, in the form of reports and analysis, are:
•	 balance sheets and reporting for fiscal and legal aims and auditors
•	 valuations of inventory of products and goods in progress
•	 comparison of line of business, products, services results
•	 comparisons of budgets and balance and analysis of delta
•	 calculation of performance and financial indexes and related analysis
•	 determination of periodic economic results.

The Management Accounting System can support a cost model, see 6.2.6, which will determine 
how well it can analyze data. In contrast to the General Accounting System, information managed 
by a Management Accounting System does not need to comply with national regulations, such as 
GAAP. Management is free to set its own definitions and rules although it should be possible to 
determine and explain different results obtained by using different accounting systems.

Relationships between accounting systems
There are different possible relationships between the two accounting systems. We will synthesize 
them in three types:
•	 Independent – In the independent type, the two systems have autonomous life (for example, 

they run on separate platforms, such as an accounting software for the General Accounting 
System and a set of spreadsheet files for the Management Accounting System). The 
reconciliation of data is performed by the General Accounting System by means of reports 
and of cross-checking.

•	 Based on accounting and separated – In this type, data from the Management Accounting 
System are processed with a specific chart of accounts with the same software system used 
by the General Accounting System. Reconciliation of data is performed by means of the 
accounting system and specific linkage accounts.

•	 Based on accounting and integrated – In this type, data from the Management Accounting 
Systems are processed with a unique chart of accounts and the same software system used by 
the General Accounting System.

Decisions about the accounting system
At least one General Accounting System exists in every organization and this system, with the set 
of its related activities, accounting rules and software, is managed by the financial department. 
All the facts with administrative relevance about IT are managed through this system. IT has 
minimal or no autonomy at all to define the principles and/or rules for it. Note that the output 
from the General Accounting System is of limited interest for IT; information managed at this 
level has little managerial relevance for IT. However, in Scenario 3, IT financial management for 
market IT service providers, the General Accounting System gives more relevant information to 
IT (the business) as it is focused on its needs.

Management, including IT, is more interested in the Management Accounting System to provide 
support for decision-making. Such a system is often present at the corporate level and managed 
by the financial department. IT is one of the functions of the organization and follows the 
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principles, rules and activities defined by the financial department. The issue that might arise is 
that this system is built to control the relevant economic facts and perspectives of the business 
and that it might not feed all the information and details needed by the IT department. In such 
a case, the IT department has two options: asking the financial department to improve and adapt 
the Management Accounting System to fit its needs or building an internal and independent 
Management Accounting System. We will briefly outline the factors associated with a choice of 
option below.

Factors suggesting the use of the existing Management Accounting System of the financial 
department:
•	 economies of scale (tools, activities, staff ) and investments
•	 easier integration of information (fewer systems to interface)
•	 quality of data (fewer sources to cross-check)
•	 minor ambiguity and confusion (fewer sources for reporting).

Factors suggesting the build of an MAS dedicated to IT needs:
•	 creation of specific competencies
•	 need for dedicated specific activities and tools
•	 availability of more valuable information for IT management.

These factors cannot be examined out of the context of the organization and of the IT scenario. 
Table 6.10 shows the influence that these variables have in the final choice of the Management 
Accounting System for IT.

Financial 
department 
(FD) accounting 
systems 
relationships 
(GAS and MAS)

IT financial management 
for internal  
IT departments
IT has limited specific 
needs compared to what 
FD can offer with its 
systems

IT financial management for internal  
IT service providers
IT has significant specific needs 
compared to what FD can offer with its 
systems

IT financial management 
for market IT service 
providers
financial systems and 
IT financial systems are 
the same

Independent IT will opt for the FD’s 
MAS; nevertheless (e.g. 
MAS based on Excel), 
it could be extended to 
cover IT specific needs by 
FD or IT

IT and/or FD will probably build a 
specific dedicated independent MAS for 
IT; FD will require to input data in both 
MAS and to cross- check data

MAS and GAS of FD are 
dedicated and fit with IT 
needs

Based on 
accounting and 
separated

IT will opt for the FD’s 
systems

Either FD adapts GAS/MAS to 
accommodate IT needs (this is normally 
a significant effort due to specificities) 
or IT and/or FD builds a specific 
dedicated independent MAS; FD will 
require to input data in both MAS and to 
cross-check data

MAS and GAS of FD are 
dedicated and fit with IT 
needs

Based on 
accounting and 
integrated

IT will opt for the FD’s 
systems

Either FD adapts GAS/MAS to 
accommodate IT needs (this is normally 
a significant effort due to specificities) 
or IT and/or FD builds a specific 
dedicated independent MAS; FD will 
require to input data in both MAS and to 
cross-check data

MAS and GAS of FD are 
dedicated and fit with IT 
needs

Table 6.10 Options for the IT Management Accounting System
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The decision is: which Management Accounting System fits the IT department’s needs best, giving 
optimal value on investments?

6.5.6	 Cash versus accruals based accounting systems
The simplest accounting system is the cash basis accounting system. Revenues and expenses are 
recognized as follows:
•	 revenue is recognized when cash is received
•	 expense is recognized when cash is paid.

In an accruals-based accounting system, revenues are recognized when earned and expenses are 
recognized when incurred (for example when a service is provided or a product is delivered). 
Under local regulations, such as GAAP, there may be specific provisions for recognizing revenues 
and expenses; for example:
•	 revenue is recognized when both of the following conditions are met

–	 revenue is earned (when products are delivered or services are provided)
–	 revenue is realized (means the money flow has occurred)

•	 expense is recognized in the period in which related revenue is recognized (this is the matching 
principle).

Accrual accounting is more accurate in terms of net income because it matches income with the 
expenses incurred to produce it. It is also more realistic for measuring business performance. A 
business can be in serious difficulties and still generate a positive cash basis income for several 
years by building accounts payable (accruing but not paying expenses), selling assets, and not 
replacing capital assets as they wear out. A business may be free to choose which method works 
best for it under certain constraints. For example, in the US companies with a turnover over 
5 million dollars, or that keep an inventory of items to sell, are required by the IRS to use the 
accrual accounting method. These provisions depending on tax and government authority of 
each country and may change over time. Adopting one method or the other typically has an 
impact on taxation.

It is not the objective of this book to provide a method to choose the most appropriate accounting 
system, but Figure 6.11 summarizes the most likely benefits and disadvantages of both systems. 
Large organizations adopt sophisticated software and are able to manage both cash and accrual 
based accounting systems (and therefore statements) with unique accounting entries. 

When adopting an accrual based accounting system, adjusting entries are performed. These are 
accounting journal entries that convert an organization’s accounting records to the accrual basis 
of accounting. To demonstrate the need for adjusting entries, take the example of an amount that 
has already been recorded in the organization’s accounting records, but the amount is for more 
than the current accounting period. Let us assume that on December 1, 2008 the company paid a 
supplier 24,000 euros for the provision of software maintenance fees. Maintenance fees cover the 
period from December 1, 2008 through November 30, 2008. The 24.000 euros transaction was 
recorded in the accounting records on December 1, but the amount represents twelve months of 
coverage and expense. By December 31, one month of the maintenance fee has expired. Hence 
the income statement for December should report just one month of software maintenance cost 
of 2.000 euros (24.000 divided by 12 months) in the account for software maintenance fees. 
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The balance sheet dated December 31 should report the cost of eleven months of the software 
maintenance fees that has not yet been used up in the asset account for software prepaid software 
maintenance fees. Since it is unlikely that the 24.000 euros transaction on December 1 was 
recorded this way, an adjusting entry will be needed at December 31, 2007 to make the income 
statement and balance sheet report this accurately. 

There are two scenarios where adjusting journal entries are needed before the financial statements 
are issued:
1.	 Nothing has been entered in the accounting records for certain expenses or revenues, but 

those expenses and/or revenues did occur and must be included in the current period’s income 
statement and balance sheet.

Figure 6.11 Benefits and disadvantages of cash-based and accrual-based accounting systems

Cash accounting Accrual accounting

Benefits • �Easy, simple to prepare, understand and 
interpret

• Costs less
• �Much tighter control on spending
• �Does not have adjustments (provision 

for doubtful debts) therefore not 
subjective

• �Provides measures of economic goods 
and services consumed, transformed and 
earned

• �Improved accountability for fixed assets
• �Full cost of gov’t activity is taken into 

account in pricing decisions
• �Yields an income figure
• �Yields a measure of capital
• �Cannot be easily manipulated
• �Permits recording of stock of goods 

maintained
• �Provides adequate distinction between 

capital and revenue expenditure
• �Gives a full financial picture
• �Raise the level of transparency and 

accountability of government
• �Fulfills the stewardship function of public 

sector organisations

Disadvantages • �Does not distinguish between capital 
and income

• �Because no assets or liabilities are 
recorded, no measure of worth, no 
measure of capital

• �Since income is the increase in capital 
there is no measure of income 

• �Excess of receipts over payments not 
income because receipts might include 
capital receipts.

• �Excess of payments over receipts not 
loss because payments may include 
acquisitions of assets (capital)

• �No opportunity to compare income with 
capital to yield a return on capital as a 
measure of business performance

• �No opportunity to use income figure in 
any way as a comparative measure of 
performance

• �Subjectivity – may be used to distort the 
true picture

• �Demand high admin and accounting costs
• �Financial control problem – an invoice 

need only be received
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2.	 Something has already been entered in the accounting records, but the amount needs to be 
divided up between two or more accounting periods.

Adjusting entries almost always involves a balance sheet account (Interest Payable, Prepaid 
Software Maintenance Fees, Accounts Receivable, etc.) and a profit and loss statement account 
(Interest Expense, Software Maintenance Fees Expense, Service Revenues, etc.).

There are two major types of adjusting entries:
1.	 Accruals, for revenues and expenses that are recognized before the related financial transaction 

occurs.
2.	 Deferrals, for revenues and expenses that are recognized after the related financial transaction 

occurs.

Figure 6.12 shows examples of adjustment entries classified according to these two major types.

Typical IT accrued items for which adjusting entries may be made include:
•	 salaries
•	 past-due expenses
•	 unbilled revenue (the customer has started using the services provided and/or delivered 

products but has not paid yet).

Some deferred IT items for which adjusting entries may be made include:
•	 prepaid maintenance fees
•	 prepaid rent
•	 prepaid insurances
•	 depreciation
•	 unearned revenue (for example the customer is charged an amount before the service is 

activated).

The decision to be taken is whether the accounting system should be cash or accrual based. The 
decision is generally made by the financial department (which only in Scenario 3 coincides with 
IT financial management). A cash-based accounting system for the whole organization is probably 
only a viable solution for small organizations, depending on the regulations in force locally. In 
larger organizations the decision could be triggered when developing a specific Management 
Accounting System for IT needs only (such a situation may arise in Scenario 1 or 2).

Figure 6.12 Example of adjustment entries

Financial  
transaction

Account

Anticipated
Financial transaction (e.g. cash flow) 
occurs in a period before the one 
recorded  in P&L, balance sheet

Postponed
Financial transaction (e.g. cash flow) 
occurs in a period after the one recorded  
in P&L, balance sheet

Revenue Deferred revenue; deferred credit; 
deferred liability; deferred income; 
prepaid income; unearned revenue; 
unearned income

Accrued earnings; accrued income; 
accrued revenue; accrued asset

Cost Deferred asset; deferred expenditure; 
deferred charge

Accrued cost; accrued charge; accrued 
expenses; accrued liabilities
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The decision is: which accounting system to implement when the IT department is developing its 
own, cash based or accrual based?

6.5.7	 Single-entry versus double-entry accounting systems
Single-entry bookkeeping makes a single entry in accounts for each transaction. This is sufficient 
to produce a profit and loss statement. Such an accounting system is valuable to smaller businesses, 
as it requires little or no bookkeeping or accounting knowledge. 

The double-entry system derives its name from each transaction being recorded in at least two 
accounts. In particular, each transaction results in at least one account being debited and at least 
one account being credited, with the total debits of the transaction equal to the total credits. 
Some examples are helpful to understand. A sale is made that creates a record of income for the 
business. The double entry is the fact that the organization that bought the goods now owes the 
value of that sales invoice to the business. The double-entry system records the sales income and 
also the debt due from the customer or the debtor. On the other side, if a purchase is made that 
creates a record of expense for the business, the double entry will also create a record of credit 
due to the supplier, or creditor. With accounting software the two records are entered with a 
single activity. 

The greatest value of double entry bookkeeping to a business is its ability to show in numerical 
terms the profitability of the business to generate improved financial performance and management 
while also producing a statement of assets and liabilities. Producing a balance sheet is generally a 
compulsory requirement for most organizations, depending on local regulations, and always for 
large organizations. This is one of the reasons why this system has become the standard one for 
General Accounting Systems.

Nevertheless, building a double-entry system may be an expensive task and requires specific 
accounting software, while a single-entry system can be managed simply with a spreadsheet. 
In Scenario 1 and sometimes in Scenario 2, when the decision has been taken to develop a 
specific Management Accounting System for IT needs and producing a balance sheet is not a 
requirement, the single-entry system may be a realistic option to evaluate.

The decision is: which bookkeeping system to implement when IT is developing its own, single-
entry or double-entry?

6.5.8	 Cost model
Cost stands for the sacrifice of resources. The price we pay measures the sacrifice we must make 
to acquire them. Whether we pay cash or use another asset, whether we pay now or later, the cost 
of the item acquired is represented by what we forego as a result and will be assigned to a specific 
accounting period. These resources are spent to acquire goods and services and specifically, in the 
IT service management context, they can be considered investments in service assets that increase 
business performance, as described in Figure 6.14.
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To calculate the costs of IT service provision, it is necessary to design a framework in which all 
known costs can be recorded and allocated to provide the different desired views of costs. This 
is called a cost model. Examples of required views of costs are by cost center, by organizational 
function, by customer, by service, by location, or by project. It is possible to support more than 
one view at a time but the trade-off is normally the complexity of data entry and/or calculations, 
as we will see later.

Each element of cost, for example staff ’s activity, hardware purchase, location contracts, etc. are 
classified according to various aspects of the cost model, required to provide information. The 
chosen cost model is supported by the Management Accounting System.

Classification according to typology
It is useful to categorize costs to ensure that they are correctly identified and managed. This 
categorization should be consistent and easily understandable. For the aim of producing an IT 
cost model, a possible minimal categorization of costs is the following:
•	 hardware costs 
•	 software costs 
•	 people costs 
•	 accommodation costs 
•	 external services costs 
•	 transfer costs.

The categories are often referred to as cost types (e.g. in ITIL).

Figure 6.13 How investments in IT service assets increase customers’ business performance (source ITIL V3 Service Strategy, 
OGC)
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Hardware and software costs are related to the purchase of goods and services. People costs are 
related to activities performed by internal resources. These costs can be simply managed in terms 
of number of assigned resources but, in Scenario 2 and especially in Scenario 3, they will probably 
be measured by means of time management processes and software. In this case, activities will 
probably be more detailed at project, service or even at process level (for example, incident 
management). Acquiring information at a more detailed level helps to reduce the volume of 
indirect costs but, again, it can become a very expensive task (for example, incident management 
costs may be directly related to the specific services).

External service costs need further explanation. It is now common to buy services from external 
parties (external services) that are a mixture of cost types, for example an outsourced service for 
providing application development that includes use of servers and middleware software. It may 
be difficult to break down this cost into each of the first four categories, as it is likely to contain 
elements that are indivisible or that the supplier will not wish to detail. It is easier and more usual 
to categorize this as an external service cost.

Finally, transfer costs are those representing goods and services that are sold from one part of an 
organization to the other. Transfer costs may be for:
•	 hardware (an IT organization buying PCs on behalf of a business customer)
•	 software (licenses centrally purchased in order to take advantage of economies of scale and 

transferred to each business unit based on usage)
•	 people (the HR overhead levied by the corporate HR department)
•	 accommodation (a charge made by the Facilities Management department).

Cost types are frequently exposed in reporting and they could be further articulated. For example, 
hardware costs could be divided into server costs, router costs, storage costs, etc. A sophisticated 
approach could be managing a hierarchy of cost types. Nevertheless, care should be taken so 
that the complexity and relative cost of managing classification of information does not become 
overwhelming. Further decomposition should be considered if information needs are evident and 
verified. ITIL suggests a hierarchy of three levels: cost types, cost elements and cost units. Cost 
types are the highest level of category to which costs are assigned in budgeting and accounting 
(typically, those previously listed). Cost elements are the middle level of category to which costs 
are assigned in budgeting and accounting (for cost type ‘people’, payroll, staff benefits, expenses, 
training, overtime etc. are examples of cost elements). Cost units are the lowest level of category 
to which costs are assigned. Cost units are usually things that can be easily counted (e.g. staff 
numbers, software licenses) or things easily measured (e.g. CPU usage, electricity consumed). 
Cost units are included within cost elements. For example a cost element of ‘expenses’ could 
include cost units of hotels, transport, meals etc.

Direct versus indirect costs
Any cost that can be unambiguously related to a cost object is a direct cost of it. Conversely, those 
costs that cannot be unambiguously related to a cost object are indirect costs. If, for example, 
our analysis concerns cost centers, we would consider as direct all those costs that can be directly 
related to a specific cost center. Indirect costs would be those costs that are not clearly attributable 
to a specific cost center. If the desired result is to consider all costs apportioned to cost centers or 
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services, it is necessary to find a method to apportion all costs to them. We will discuss how this 
can be done in further details in section 6.5.10, dealing with apportioning.

Direct or indirect costs do not depend on the type of cost but on the ability to relate it to the cost 
object. For example, if an IT service uses a dedicated infrastructure for a customer, the costs of it 
will be direct when related to the service. Conversely, if a service provider makes use of a common 
infrastructure, such as a mainframe or a storage area network, to supply different services it will 
be more difficult to establish direct costs for a specific customer and, probably, they will be 
managed as indirect cost and later apportioned to customers.

When evaluating the costs of a service or customer (cost object), the situation is much clearer 
when the majority or totality of costs are direct. However, when the majority of costs are indirect 
the assigned quota depends on the rules used to apportion them to the cost object. These rules 
may vary from time to time or depending on usage. For example, consider an IT service and its 
incident management process: the costs of people working on incidents can be either allocated 
directly, by means of timesheets and unit costs of resources, or indirectly apportioned, by means 
of the percentage of incidents occurring in the specific service when compared to the total 
number of incidents managed by incident management staff. Direct allocation of costs is always 
preferable, when possible, as it gives more accurate and reliable information (for example, the 
number of incidents may not reflect their relevance and related working time).

One difficulty is that costs may be directly related to one cost object and indirectly related 
to another. This is a common situation. Managing different types of cost objects may quickly 
increase the complexity or reduce the quota of costs that can be managed as direct (so finally 
the reliability of costs); this is a critical decision to be taken. In the previous example, if people 
solving incidents belong to a specific cost center, the allocation of their cost to it is direct while 
apportioning to IT service, as we have seen, may be indirect.

Capital costs versus operational costs
Capital expenditures, or Capex, are expenditures incurred when a business acquires or improves 
long terms assets that create future benefits (benefits in more than one year). Capex is therefore 
investment in the business as assets are expected to contribute to it. Because of their use, 
assets become obsolete over time and therefore are depreciated so that their value eventually 
disappears.

For tax purposes, capital expenditures are costs that cannot be deducted in the year in which they 
are paid or incurred, and must be capitalized. In this context, the general (but not exhaustive) 
rule to identify these costs is that if the asset acquired or improved has a useful life longer than 
the taxable year, the cost must be capitalized. The capital expenditure costs are then amortized 
or depreciated (see also 6.5.9) over a predetermined period of time. The period identified by tax 
authorities may be different from the actual useful life of assets. For example, for PCs the useful 
life is often considered to be three years but in many countries depreciation, for taxation aims, is 
calculated over five years.

An operating expense (operating expenditure, operational expense, operational expenditure) or 
Opex is an ongoing cost for running a product, business, or system. If we consider an IT service, 
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Capex would be the cost of designing and implementing it while Opex would be the cost of 
running it.

The important effect of capitalizing is that the full cost of purchasing or improving the asset does 
not affect the profit and loss statement, thus affecting the profitability of the period when it is 
performed, but is recorded in the balance sheet. Only a depreciation quota of the asset is recorded 
and affects the profit and loss statement for each period. In general, capitalizing expenses is 
beneficial, as organizations acquiring new assets with a long-term lifespan can spread out the cost 
over a specified period of time. Organizations take expenses that they incur today and deduct 
them over the long term without an immediate negative impact on revenues. 

Identification of Capex and depreciation methods are generally defined by country laws and tax 
regulations. This is to avoid the possibility of managing the operating results of an organization 
inappropriately. If an organization were to capitalize regular operating expenses, it would 
artificially boost its operating profit and loss statements and appear to be a more profitable 
company. Because an organization cannot hide its expenses forever, such a practice would, of 
course, fail in the long run.

Each country may have different approaches. Sometimes an organization might have to use 
different depreciation systems in order to satisfy different accounting models (for example one 
satisfying national regulations and one satisfying foreign regulations applicable to the holding 
company to which the organization belongs). Depreciation is a very complex subject and is 
normally one of the most relevant elements used to influence the operating results of a company. 
To understand this issue, just consider a simple cost unit, for example a server. It is normally 
considered a capital cost and therefore subject to depreciation. Nevertheless, this may depend 
upon the amount needed to buy the server: in some countries it may be established that, under 
a certain amount, the same type of cost (for example our server) should be managed as an 
operational cost. Furthermore, the same cost unit may be purchased with different financial 
options, such as lease or rent. Again, regulations will normally state that this cost should be 
managed as operational, and therefore without depreciation. 

Even more complicated is the management of projects. A server can be bought separately or, for 
example, as an element of a very large project. Let us suppose that we want to provide a new CRM 
system. In this case the cost element will not be managed as a capital expenditure on its own but 
will be managed as the capital expenditure part of the whole project. Depreciation will start when 
the CRM system goes live for all the costs included in the project. Until then, all the costs related 
to the CRM system will be managed as assets, therefore affecting the company’s balance sheet, 
but will not influence the operating result (profit and loss statement). Only after the go-live of 
the project, depreciation will start for the whole costs of the project and the corresponding value 
will be evident in the profit and loss statement, finally affecting operating results.

In Scenario 1 and 2 financial policies, including all depreciation aspects, are defined by the 
financial department or by the holding for the whole organization. We could say that these 
are out of scope for IT financial management. In Scenario 3, where IT financial management 
corresponds to the organization’s overall financial management, they are clearly in scope. 
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Nevertheless, this subject requires deep understanding of accounting mechanisms and rules and 
it is influenced by local regulations; therefore it will not be described further in this book.

For the reasons discussed above, classification of costs as capital or operational may not always 
be easy and may vary depending on the existence of a project, the amount of the investment, 
the chosen method for funding and local regulations. As a result, even if relevant to determine 
the profit and loss statement, the distinction between Capex and Opex may not be especially 
important for the IT department. We explain this statement with an example. The IT department 
has budgeted for all the costs relating to the previously mentioned CRM system. Independently 
of whether a server is depreciated immediately or later, after buying it for the project, what 
is relevant for the IT department is that the cost of the server is aligned with its budget and 
occurs in the target accrual period. This is the core aspect that the IT department focuses on in 
Scenario 1 and 2. In Scenario 3 the other aspects (depreciation, leverage of financial options) 
play a relevant role too. In Scenario 1, and often in Scenario 2, the IT department focuses on the 
definition and control of costs and the financial department provides the rules to be followed to 
manage them as Opex or Capex or the financial option to be used (e.g. buy, lease, rent).

This highlights the differences between the scenarios. Financial policies will always influence 
the behavior of IT management even in Scenarios 1 and 2. For example, we might assume the 
following situation: an old information system has very expensive maintenance costs that could be 
reduced by buying a new server with a lower maintenance fee. Maintenance costs are operational 
costs while buying the new server is usually a capital expenditure. This option, buying the server 
outright, does not match the financial policies because of its high negative impact on cash flow. 
The best solution is in this situation is to acquire the server by means of a rental service, thus 
transferring the cost from capital to operational expenditure. All parties’ needs are satisfied: the 
IT department has reduced ongoing costs and the financial department has achieved its aim of 
reducing Capex. Unfortunately, financial policies do not always have neutral impacts. In some 
cases the need for capitalizing costs may lead to inferior performance. For example, in order to 
capitalize, an organization may decide that no ‘stand-alone’ consulting services can be acquired (as 
these would be operational costs) but only products that can be capitalized, such as implemented 
systems. This may lead the IT department to reduce or do without external consulting services 
for the analysis and design of the solution before software purchase (as these consulting services 
may be difficult to justify for the aim of capitalizing). If there is a lack of internal knowledge, 
the purchasing decision (driven by financial constraints) could lead to ineffective decisions that 
have highly negative consequences for the project and for business performance because of the 
inappropriate choice and/or implementation of the target solution.

The following list gives typical examples of the cost elements, often classified into capital 
expenditure and operational expenditure:

Capital expenditure
•	 computer and network equipment
•	 software packages
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Operational expenditure
•	 staff costs
•	 maintenance of computer hardware and software
•	 consultancy services, rental fees for equipment
•	 software license fees
•	 accommodation costs
•	 administration expenditures
•	 electricity, water, gas, rates
•	 disaster recovery
•	 consumables

To simplify things for IT staff responsible for the data entry of cost elements while performing 
IT financial management activities (such as budgeting, accounting), it is usual to refine the 
classification of cost types and to link them directly to the use of the correct depreciation rules 
transparently. So, for example, ‘hardware’ costs could be articulated in ‘purchased hardware’ 
and ‘leased or rented hardware’. Classifying a cost element in one category or the other would 
automatically and transparently define the use of a specific depreciation rule (including the 
‘no depreciation’ rule). In the same way, other information could be defined in order to track 
depreciation in a transparent way, such as the project to which a cost element is related. In such 
cases, IT staff may not know if capitalizing is managed on a ‘per cost element’ basis or on a ‘per 
project’ basis, for a specific project. This could be determined and managed by a few specialized 
resources in the financial or IT department.

Fixed costs versus variable costs
This is another typical way of classifying costs. Costs that do not change even when resource 
usage varies are referred to as fixed costs. The maintenance license costs of a software package 
are an example of fixed cost. Variable costs are those that vary with some factor, such as usage 
or time. An example of a variable cost could be storage, which increases with the number of 
managed records such as invoices or orders.

One characteristic of variable costs is that they are less predictable than fixed costs, as they are 
influenced by decisions made by the organization (e.g. the IT budget owner, project managers, 
cost center managers, etc.) or by service customers. From a funding point of view, this also means 
that cash flows of variable costs are more difficult to plan and can prevent proper operations if 
inadequately managed. It is very important to link variable costs to patterns of business activity. 
Fixed costs, on the other hand, are much easier to manage and plan. They tend to be less 
negotiable during the planning and budgeting cycles, because they often represent commitments 
that have already been made.

Sometimes it is necessary to view a cost as having a fixed element and a variable element. For 
example, storage will require a central unit and controllers that may be considered fixed costs. 
Disk drives that can be plugged into the storage unit are to be considered as variable costs. The 
cost of storage can be considered as made of a fixed part plus a variable part dependent on the 
space required. This remains true until the maximum limit of capacity of the storage unit is 
reached (for example the unit might accept a number of drives up to 2 terabytes of space). After 
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that limit, the storage unit would be replaced and both fixed and variable costs of storage may 
vary.

The classification of fixed costs versus variable costs is mainly used for investment appraisal and 
purchase decisions. For example, a decision about which type of storage unit to buy might be 
based on the estimated use of disk space. Knowing variable costs is a valuable information when 
taking decisions about pricing and offers as revenues should cover at least variable costs

Approach to validation of the cost model
It is now easy to understand that cost models can be very complex. It is important to validate 
cost models practically by means of simulating and checking results with real data before the 
full implementation of the Management Accounting System that supports the models. This can 
be done manually with the help of spreadsheets, but the data necessary to identify costs is not 
always readily available in most IT organizations. For example, it may be necessary to know, 
for each customer, the proportionate use of resources that are not currently accounted for, e.g. 
staff, accommodation, hardware, and software. Ideally, monitoring of resource usage should be 
automatic, using one or more software tools but some data is likely to be collected from paper 
records and reports or from stand-alone systems.

To validate the cost model, it is important to calculate and check the identified costs more than 
once. The model should be checked by performing a full balance check, including apportioning 
of costs if needed. This check should be made for all the cost objects, such as customers or 
services, to verify that the totals are equal and partial data look reasonable. In practice, this may 
be a time consuming activity, because of the lack of data and proper tools. The effort can be 
limited to a reduced scope, such as a small set of IT services (see also 6.3.5). 

The decision is about the characteristics of the cost model: which cost types to consider, which are 
the direct/indirect costs, which are capital/operational costs, and how costs have to be managed.

6.5.9	 Depreciation
Depreciation is the measure of the wearing out, consumption or other reduction in the useful 
economic life of a fixed asset, whether from use, time or obsolescence due to technological or 
other environmental changes (e.g. regulations). Depreciation applies only to costs classified as 
capital expenditure. Depreciation should be calculated in order to charge a fair proportion of 
cost or valuation of the asset to each IT accounting period (typically the year) expected to benefit 
from its use. 

The assessment of depreciation, and its allocation to IT accounting periods, involves the 
consideration of three factors:
•	 the actual cost (or valuation) of the asset
•	 the length of the asset’s expected useful economic life to the business of the organization, 

having due regard to the likelihood of obsolescence
•	 the estimated residual value of the asset at the end of its useful economic life in the business 

of the organization.
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The useful economic life of an asset may be:
•	 pre-determined, as in the case of a lease
•	 dependent on its physical deterioration through use or passage of time
•	 reduced by economic or technological obsolescence.

When determining the profit and loss sheet in line with national fiscal regulations, the economic 
life of assets is generally pre-determined.

The depreciation methods used should be those that are most appropriate when considering the 
types of assets and their usage in the business. The finance department should provide guidance 
on this, in line with the country laws and regulations that must be applied. This is true for 
Scenarios 1 and 2, while in Scenario 3 this aspect is also part of IT financial management.

The most common methods of assessing depreciation are:
•	 Straight-line method – Where an equal amount is written off the value of the asset each year. 

Usually a fixed percentage of purchase cost, this results in the item having zero net book value 
after a pre-set number of years (although it may continue to be used). 

•	 Reducing balance method – Where a set percentage of the capital cost is written off the net 
book value each year. Often this is 40 percent in the first year, 30 percent in the second year 
and 30 percent in the last year. 

•	 By usage – Where depreciation is written down according to the extent of usage during a 
period. It is usual to estimate the total useful ‘life’ of a device and to calculate the proportion 
of this ‘life’ that has been ‘used’ during the year. For example, a laser printer may be estimated 
to have a useful ‘life’ of 5,000,000 pages. If the average usage is 1,000,000 pages in a year, it 
can be depreciated by 20 percent in that year. 

A typical problem of depreciation occurs when an asset becomes obsolete or is no longer used 
before it has been fully depreciated. This may happen, for example, because the economic life 
is defined by law, and because laws do not differentiate enough based on the type of assets (for 
example the economic life of a PC may be shorter than economic life of a server). The economic 
life of a PC may be defined as five years but its technical obsolescence may arise much earlier. 
In such a case, the decision to replace it could lead to specific bookkeeping entries determining 
a capital loss (a cost in the profit and loss statement corresponding to the net book value of the 
replaced asset). The contrary may also happen – that is, a fully depreciated asset (net book value 
equal to zero) may continue to be operationally used. As previously noted, the asset should not 
be removed from the Configuration Management System until actually discarded.

Calculating depreciation is a complex activity, which a General Accounting System and 
Management Accounting System should be able to perform. The methods and rules to be used 
to determine the profit and loss statement for fiscal duties can be different from those chosen 
by the organization to determine its balance sheet and profit and loss statement to evaluate 
its business performances. The General Accounting System would normally support different 
calculation methods for different aims. The Management Accounting System is not always 
required to be able to manage depreciation; when specifically developed for IT purposes and 
needs it could manage simplified rules for depreciation – or no rules at all, although this is 
probably not recommended. In Scenarios 1 and 2, the IT Management Accounting System may 
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be different from the Management Accounting System of the financial department and may use 
very simple depreciation rules, such as the straight-line method.

The decision is the depreciation model to be used for each type of cost.

6.5.10	Cost apportioning model
Viewing IT financial data exclusively according to the cost types (see 6.5.8) classification or by 
the views provided by accounting reporting is generally not sufficient for the aim of forecasting, 
controlling and taking decisions about IT matters.

As a minimum, organizations in Scenarios 2 and 3 will need to view IT financial data according 
to different perspectives, such as customers, projects, and services. This perspective should align 
with those required by the financial department, typically about organizational functions, cost 
centers, products, line of business, etc.. The activity of assigning a share of the costs (which is 
applicable also to revenues) is called apportioning. In this activity, a cost object is any endpoint 
to which a cost is assigned, for example, a service, a department or a customer. A cost pool is a 
collection of costs that we want to assign to the cost object. The cost items belonging to a specific 
cost type as discussed in 6.5.8, such as hardware or software, are examples of cost pools. Finally 
the cost apportioning rule is the method or activity used to assign the cost in the cost pool to 
the cost object. A typical cost apportioning rule of IT is, for example, to apportion the cost of 
mainframe to customers based on CPU utilization.

Clearly, raw financial facts (data) cannot be classified according to all the possible and desired 
perspectives. let us take the example of an invoice. When recorded, the whole document or its 
single rows may be classified according to various perspectives, such as cost centers. Classifying 
the same document according to another perspective, for example a service, may be complex 
and time consuming. For example, if the document refers to the purchase of servers and its rows 
report three servers, the cost center might be the IT department purchasing them but the servers 
could be dedicated to supply different IT services. A convenient situation is when each server 
is dedicated to a specific service; in this case it could be simple, although time consuming, to 
enter three records, one for each server, related to the corresponding service and common cost 
center in the accounting system. By doing so, we have performed a direct imputation of costs 
to cost centers and to IT services. With many multiple perspectives, the number of registrations 
to be performed could quickly become overwhelming and it becomes necessary to choose only 
some of them. All other perspectives should be calculated by means of apportioning, although 
apportioning is a much less precise method if compared with direct assignment.

Choosing the perspectives to be managed directly is not a simple decision, as the perspectives 
that are useful for IT management could be in competition with those required by the financial 
department. This situation is typical of organizations in Scenario 2, where it may be difficult 
to convince the financial department to replace cost centers with services. In this case, the ideal 
situation occurs when the financial department can organize the IT services structure using the 
cost centers structure (as a part of it). If this does not happen, the IT department would have two 
options: agreeing to manage IT services by means of indirect costs and apportioning or building 
a specific Management Accounting System (see 6.5.5), where IT services are a core managed 
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perspective with direct imputation of costs. In Scenario 1, the need for a dedicated Management 
Accounting System will be weak; apportioning costs to IT services or customers will probably be 
sufficient. In Scenario 3, the organization’s accounting systems will be built around the needs of 
IT service management; IT services will be a core element of it with the possibility of charging 
costs directly to them. When the perspectives to be used for direct charges of costs (and revenues) 
have been defined, all other views of financial data would be determined by use of apportioning 
techniques, which we will analyze below.

Although apportioning may be applicable for revenues, it is used much more for costs and in this 
context it is known as cost apportioning. This is also because revenues are more simply assigned 
to the chosen perspectives, because of their nature – for example, a customer or a service where 
the billing activity directly generates records directly related to them.

The cost objects relevant for IT are traditionally cost centers, departments and customers. For 
service oriented companies, which adopt IT service management practices such as ITIL, and 
for those selling IT services in the market, the importance of knowing the cost by service is 
fundamental.

Cost apportioning has evolved from the aims of product costing and many different systems have 
been developed that are appropriate for a specific type of production. For example, in the custom 
boat sector, the costing system computes costs for the individual units (or small group of them), 

Cost objects IT financial management for 
internal IT departments

IT financial management for 
internal IT service providers

IT financial management for 
market IT service providers

Cost centers Financial department 
requires this perspective 
(also used to manage cost of 
projects); normally costs are 
collected as direct.

Financial department 
requires this perspective 
(also used to manage cost of 
projects); normally costs are 
collected as direct.

This view is probably still 
required and costs may be 
collected as direct.

Departments Financial department 
requires this perspective; 
normally costs of department 
are built as aggregation of 
cost centers and therefore 
they are collected as direct.

Financial department 
requires this perspective; 
normally costs of department 
are built as aggregation of 
cost centers and therefore 
they are collected as direct.

This view is probably still 
required and is generally 
built as aggregation of cost 
centers; an appropriate 
alternative is to determine 
the costs of departments by 
aggregation of services they 
own.

Customers IT department may wish to 
know costs by customer; 
apportioning is frequent.

IT department needs this 
data, which can be built by 
means of apportioning of the 
costs of business services to 
customers.

Organization needs this 
data, which can be built by 
means of apportioning the 
costs of business services to 
customers.

Services Unusual. Mature service oriented 
organizations will feel the 
need for this perspective at 
least through apportioning, 
determining, as a minimum, 
the cost of business services.

Organization needs this data 
for pricing and decision-
making; collecting costs 
directly is preferable because 
more precise. If not possible, 
apportioning would be used 
as a minimum.

Table 6.11 Use of most relevant cost objects in scenarios
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called jobs. In the paint factories the units of productions are identical, so the costing systems costs 
only large batches. Cost accountants use job costing and process costing to describe these two 
extremes. Many organizations use a hybrid of job and process costing, called operation costing, 
where an operation is a standardized method of making a product that is performed repeatedly 
in production. The cost is composed of a process costing for the common characteristics of 
products and of job costing for the specificities. This is typical of the automotive industry, for 
example. Activity-based costing is a two-stage-product costing method that assigns costs first to 
activities and then to the products, based on each product’s use of activities, where an activity is 
a discrete task that an organization undertakes to make or deliver a product or service. 

Organizations that manage services are the target of this book, although in the IT market 
some organizations are still focused on delivering products (hardware or software). These latter 
organizations will find the typical product costing models of the industrial world adequate for 
their purposes. Organizations involved in delivering IT services would find these models too 
simple and would be likely to build specific models starting from these basic industrial models.

The adopted costing model will depend on several factors. Table 6.11 shows some possible 
options that we will analyze further below.

IT financial management for internal IT departments
The focus on costs is driven by the financial department, which defines cost objects and the 
required analysis according to the organization’s core business needs. Cost centers are used to 
evaluate the performance of managers; the use of accounting for performance evaluation is often 
called responsibility accounting. This system classifies organizations’ units (such as departments, 
functions, regions, stores) into centers based on the decision authority delegated to the center’s 
manager. There are five types of centers: cost centers, discretionary cost centers, revenue centers, 
profit centers and investment centers.

Managers of cost centers are responsible for an activity for which a well defined relationship exists 
between inputs and outputs. Plant managers are a typical example of owners of cost centers. 
When managers are held responsible for costs but the input-output relationship is not well 
specified, a discretionary cost center is established. This is the typical case for IT departments 
in this scenario. Managers of revenue centers are responsible for selling products (this is typical 
of Scenario 3), while managers of profit centers are held accountable for profits and therefore 
manage both revenues and costs. Managers of investment centers have responsibility for profit 
and investment in assets. Investment centers are generally assigned to IT departments as well.

Figure 6.15 shows how costs are typically managed. Hardware and software maintenance 
contracts are typically assigned to the manager responsible for them as well as the cost of people 
they manage. Purchase of hardware and software, as well as of services, and use of resources 
(people) to implement a specific project are directly assigned to an investment center.

Cost centers are often grouped in hierarchical structures which enables, for example, a view of 
costs by department.
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A view of costs by customers may be required, to be able to transfer costs. This is often required 
by the business and organized by the financial department, although sometimes the initiator can 
be the IT department. Cost centers may be used for this purpose, for example creating specific 
cost centers for each customer.

Figure 6.15 describes how determination of full cost by customer is possible using cost centers 
and apportioning of costs. In this example, the IT cost center Sales has been defined as the 
recipient for all the direct costs of the customer (the sales department of the organization, in this 
example). There could be more than one cost center dedicated to the customer (for example one 
for infrastructures and one for applications). Costs from other cost centers, such as networking, 
can be apportioned using specific drivers. Choosing the most appropriate driver is an important 
decision as there are nearly always several options. An appropriate driver should be one that is:
•	 easily measurable
•	 easy to understand
•	 fair
•	 non confidential
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Figure 6.14 Allocation of costs to cost centers

Figure 6.15 Determining full cost by customer using cost centers and apportioning
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•	 enabling the implementation of an appropriate and cost effective measurement system for the 
driver

In our example, networking costs could be apportioned based on the number of users of the 
sales department or on bandwidth consumption (if this is measured). Some projects may be 
dedicated, for example the implementation of a new CRM system for sales agents, but often costs 
of projects are shared among many customers, for example the implementation of a new ERP 
(Enterprise resource planning) system. This is the case reported in Figure 6.15  and, again, the 
driver to apportion the costs of the project could be the number of users of the sales department 
or it could be an absolute percentage deriving from considerations about the relative importance 
of functionalities of the ERP system used by the sales department.

If drivers to apportion all costs of IT department to sales cannot be found for all the cost centers, 
there will be some unabsorbed overheads. These additional costs should be apportioned if we 
want to determine the full cost by customer. A commonly used method is to multiply the total 
of the direct and indirect costs for the cost center by a calculated percentage, which is based on 
the ratio of the total unabsorbed costs to the total absorbed costs. The uplift amount can be 
calculated with the following equation, which is very simple:

A high percentage of indirect costs and uplift means greater uncertainty about the full cost 
of the cost object – the IT sales department in our example. There should be an IT financial 
management policy that sets upper limits to control the risks related to this uncertainty.

IT financial management for internal IT service providers
The focus on costs is still driven by the financial department but the IT department starts to have 
specific needs too. Cost center management as described for the previous scenario will probably 
be still in place, as well as management by customer if the business requires it. However, in this 
scenario, management of IT services is likely to be an emerging need too. Attention will be 
initially focused on business services (see 6.5.3). In practice, the approach may be similar to the 
one illustrated to determine the full cost by customer and described in Figure 6.17. 

The number of services can be considerably larger than the number of customers and this may 
add complexity (this is especially true for organizations in Scenario 2, dealing with a captive 
market). The view by customer can be derived from the view by service by grouping services (this 
is easy when services are dedicated to specific customers). This is probably the most common 
case, although it can be possible that some business services are supplied to more than one 
customer (this mainly depends on the definition of a specific service and the related Service 
Catalog structure). In such cases, the costs of the shared services should be apportioned to 
customers with specific drivers.

At this point, the cost center approach and apportioning may not be sufficient any more. The 
IT department might not have enough information (for example the cost of managing a specific 
category of servers is not clear and useful for management), or it might want to determine the 

X% uplift = x 100
Unabsorbed Costs

All costs – Unabsorbed Costs
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costs of the technical services as well as the business services center. Although the relationship 
with the financial department has been successfully managed up to this point, probably retrieving 
information from the Managerial Accounting System, it will no longer be possible to merge 
the IT department’s requirements with those of the financial department. A service oriented 
organization would need to organize responsibilities and budget around the concept of service, 
which would emerge as the main cost object to focus on. The Managerial Accounting System of 
the financial department might not be able to include the new cost object or to manage more 
than one cost object at a time, which could lead to higher costs to manage information (for 
example order entry or invoice recording).

In the next scenario, we will present an advanced approach for managing IT costs by service. 
Such a solution could be taken into consideration in this scenario too, but with more difficulties, 
as the IT department would probably need to implement a specific Managerial Accounting 
System. 

IT financial management for market IT service providers
Although it is possible to find IT service providers controlling their costs by means of one of the 
methods suggested for the previous scenarios, this situation provides the opportunity to make 
a step ahead toward becoming a service-oriented organization. A service can be seen as a center 
of responsibility, costs and, generally, profit. Financial management is focused on IT as the core 
business of the organization and is therefore able to adopt the most appropriate solutions to 
provide the required information to management. In this scenario, the service should achieve 
the relevance of a product in the industrial domain. Figure 6.18 describes how the full cost of 
services (both business and technical) can be calculated. Instead of cost centers, service centers 
are the core cost objects managed. Service centers are normally related to IT services but they are 
also appropriate for managing projects. Costs are directly allocated to service centers, whenever 
possible. For example, the cost of locations or electricity can be directly assigned to a housing 

Figure 6.17 Determining full cost by service using cost centers and apportioning
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service, the cost of purchasing a server to server management service, the cost of management 
office applications to PC applications management service, etc. Service architecture is developed 
at such a level to ensure that every cost has a service to which it can be directly assigned. Staff 
activities can also be related to services. For example activities performed by the HR department 
can be considered as a specific service, HR Service, which includes activities such as resource 
recruitment, payment of wages, etc.

The full cost of business services can be determined by means of apportioning. For example, the 
service cost of fleet management can be entirely apportioned to workstation service but housing 
is apportioned to server management on the basis of a driver, such as the space occupied by the 
server or the number and type of servers. Any unabsorbed costs for the business services can be 
managed, once again, with the uplift method previously described.

Apportioning metrics and associated costs
Regardless of the scenario, cost apportioning metrics have to be defined. Recipients (cost center, 
customer or service) have to be aware, understand and accept the metric. The metric depends on 
the specific recipients considered. Typical metrics are:
•	 absolute percentage – a fixed percentage of costs is apportioned to the recipient
•	 number of users – typical for application services but very frequent also for systems
•	 CPU usage
•	 number of components – PCs, servers, routers, etc.
•	 storage usage
•	 bandwidth utilization
•	 activity – number of service requests, incidents, changes, releases, etc.
•	 hours of work.

Figure 6.18 Managing all costs through services
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Most of the metrics are based on volumes and a specific activity should be in place to regularly 
determine actual values (at least before closures and charging are performed). Reviews of all used 
metrics should be regularly performed to check their effectiveness and their efficiency compared 
with possible new emerging or suggested metrics.

The total cost apportioned to a recipient is generally determined by the actual value of the driver 
multiplied by its associated cost. There are different methods to calculate this cost. Generally 
a period is taken into consideration and the cost associated with the driver for the period is 
determined by dividing the total cost of the period by the quantity of the driver. For example, 
if the cost of the service server management in a month has been 60,000 euros to manage 300 
servers, the cost per server will be 200 euros.

When systems change, underlying costs also change. For example, after defining the unit cost 
of the driver, a new server might be bought and added. Because of economies of scale, the new 
values might change very little when recalculating the unit cost associated with the driver for the 
following period (in this case less than 300 euros per server). Depending on the purpose and rules 
of the Management Accounting System, there are several ways to report the cost: average and 
standard are the most frequent.

With average cost, the unit cost is calculated for each period and the result used. The main 
disadvantage of this method for the recipient is that the cost is not only related to the specific use 
of the resources but also to the overall usage. Let us take the situation that in a specific period the 
recipient uses fewer servers. If this happens for other recipients too, the total cost is divided by a 
smaller number of servers. In such a case, the recipient could pay more for less servers because the 
unit cost would be higher. The advantage of this method is that the total cost is always considered 
if cost recovery is a target. To apply this method successfully, it is recommended that demand 
management is set up and properly working, thus optimally regulating the request of capacity 
and avoiding excessive fluctuations.

With the standard cost method, the unit cost is defined by estimating the costs of the resources 
necessary to meet an estimated capacity. The calculated unit cost is used for a certain number of 
periods regardless of the changes occurring to the components of the service. From time to time, 
if the objective is exact cost recovery, it will be necessary to manage adjustments. This can be 
done by specific positive or negative allocations of costs, which should be monitored by means 
of KPIs (for example the percentage of adjusted costs compared with total costs charged). When 
adjustments are made, the unit cost may be kept unchanged or newly defined. This method is 
appropriate when prices need to be defined in the Service Catalog.

The decision is the choice of cost objects and the design of the cost apportioning model to be used for 
them.

6.5.11	 Pricing
After the core decision about the charging perspective has been taken (see 6.5.1) the pricing 
question may arise. In Scenario 1, IT financial management for internal IT departments, IT is 
usually considered as an accounting center and there is generally no charging to business units or 
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to customers. In Scenario 2, IT financial management for internal IT service providers, IT will 
probably be considered as a recovery center and the transfer price mechanism is likely to be used 
to determine the amount to charge for each customer. In Scenario 3, IT financial management 
for market IT service providers, the IT service organization will sell its services for a specific price, 
defined for each service. In this scenario, a market price approach reflecting the value of services 
is appropriate. 

The transfer price is the value or amount recorded in an organization’s accounting records when 
one business unit, in our case the IT department, sells (transfers) goods or services to another 
business unit. In Scenario 2, if we assume that the final objective is cost recovery, the transfer 
price is easy to define: the outlay cost. It can be more difficult to decide on how to split the costs 
among customers when this is required. A driver needs to be defined; typical options are:
the number of users of IT services in the customer organization
the number of employees in the customer organization
the turnover of the customer organization.

For further information on this subject, see section 6.5.10 where a detailed description has been 
provided. Effectively, the transfer price is all about apportioning costs.

In Scenario 3, the market and the performance (often profitability) targets will be the main drivers 
to define tariffs for services. The price-quality strategy, together with the theory of demand curve 
and price sensitivity of customers (Kotler), market pricing, is generally used in this scenario. 
Some common service offer models are:
•	 Tiered subscription – For shared services (among many customers), where a set of different 

discrete levels of warranty and/or utility is offered (for example bronze, silver and gold levels) 
for specific prices.

•	 Metered usage – Where a price per unit for a shared service (among many customers) is 
determined, usually depending on the customer’s demand.

•	 Ad-hoc configurations – Where the customer’s dedicated infrastructures and applications are 
managed.

•	 Value based – Where the customer is paying for the perceived value of services.

Table 6.12 shows which pricing method is applicable for each service offer model. There are a 
number of cost-plus pricing models. The basic form is:

Price = cost + x percent

The mark-up (x percent) is set by the organization as a standard target return, comparable with 
returns on other business investments. The use of the cost plus method should be carefully applied 
as it may drive the organization away from market behavior. In particular, if the organization is 
not performing optimally, the desired mark-up may be not compatible with the prices offered 
by competitors.

ITIL version 3 has focused attention on the two main drivers creating value to the customers’ of 
IT services: utility (or fit for purpose) and warranty (or fit for use). Analyzing (see Figure 6.19) 
the way by which value is created for customers and enabling IT services to provide it, justifies 
higher prices for these services, independently from market behavior. Value based price, what the 
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customer is willing to pay for the recognized value of services, is another option for pricing that 
is applicable in Scenarios 2 and 3.

Organizations in Scenario 2 may also opt for the mechanisms described for Scenario 3. These 
mechanisms often manage ad hoc configurations, so the cost plus method is frequently appropriate 
for them. In this case, the mark-up percentage may be defined to encourage the use of strategic 
applications or technologies. For example, if a mainframe platform has high maintenance costs 
and needs to be replaced, the mark-up percentage can be determined to influence the customer’s 
behavior.

The decision is the pricing mechanism when charging is required (transfer price versus market 
price) and the definition of tariffs or rules to define the amounts to charge.

6.5.12	Cycles
Many of the activities described previously in Chapter 4 have specific frequencies (cycles). Their 
periodicity should be defined; this can be derived, to a great extent, from the financial cycles of 
the business (this is true, in particular, for Scenarios 1 and 2).

Figure 6.19 The mechanism to create value for customers (source ITIL V3, OGC)
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Table 6.12 Models of service offer and pricing options for organizations adopting Scenario 3
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The decision is the frequency of each IT service management activity.

6.5.13	Reporting
One of the key decisions concerns the reports financial management should be providing. Several 
aspects should be considered: perspectives and time (periods to which analysis and reporting 
will refer), sources of data (the type of documents to which analysis and reporting will refer), 
models to be used (accounting, cost, cost apportioning), maximum level of detail of data (this 
will influence the level of detail of analysis and reporting), contents and lay-out of reports. We 
will analyse all these aspects in further detail. 

In this book we have concentrated our attention on reporting directed to internal management, 
aimed at supporting decision making, planning and controlling of the business. Organizations 
in Scenario 3 and independent legal entities in Scenario 2 also have to deal with reporting for 
external stakeholders in addition to internal management, such as investors, banks, government 
bodies, etc. This is a required perspective that has not been considered in this book and is typically 
supported by financial management.

Time perspectives and periods
Financial data may refer to the past or to the future. When we consider the past, we normally 
refer to balance (or actual) values. The past can be divided in periods, such as months, quarters, 
semesters or years. The decision to be taken is which periods we want to analyze and manage. 

Activity Typical frequency

Planning Each business cycle, for example every three years. In some cases, planning cycles 
can be rolling with annual reviews.

Budgeting Budgeting is typically an annual activity. Reviews of budget can be performed 
during the year (for example each semester or quarter).

Accounting The accounting cycles are typically monthly. Frequency can also depend on the 
probability and value of deviation from target performance (budget) and on 
how activities are funded. For Scenario 2 with low criticality and autonomous 
Management Accounting System, accounting cycles can be trimesters or quarters. 
For Scenario 3, accounting cycles will be monthly at minimum, but shorter 
frequencies are not unusual.

Forecasting Forecasting also depends on criticality (probability and absolute value of potential 
deviations from budgets) and funding mechanisms. The forecasting cycle depends 
on the availability of actual data so maximum frequency is the same as accounting 
cycles. Because forecasting is a time-consuming activity for the management 
and key roles of IT service management, its frequency can be less often than 
accounting, especially for Scenario 2. For example, it is not unusual to have 
monthly accounting cycles and forecasting each quarter.

Investment evaluation This activity is generally performed together with budgeting cycles and also every 
time a new investment arises.

Reporting The frequency of reporting varies with each report. Some derive from the above-
mentioned activities. So, for example, the budget profit and loss statement is 
produced at each budgeting activity. Some reports may be independent from 
those activities and have specific frequencies (sometimes they may be produced 
on request).

Table 6.13 Typical frequencies for IT financial management activities
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For many reports, such as the organization’s profit and loss or balance sheet statements, this 
decision may be taken by the financial department; the decision will also depend on the scenario 
considered.

Managing periods may appear strange, at first sight, for someone not acquainted with financial 
management. With a good software tool available, it may appear very simple to extract data 
within a desired time range and to run reports on them. In financial management, however, 
this may be not so simple for several reasons. First, data relative to the selected period may be 
incomplete because the underlying supporting activities have not yet been completed. There is 
another important reason, which is typical of financial management, which is that some required 
operations (such as calculation of depreciation and accruals) cannot be managed (or are not 
conveniently managed) on a record by record and/or daily basis, but are achieved or optimized if 
managed at a specific point in time. These instances occur after the end of the period we want to 
report and, when all activities are performed, this period (and its data) can be considered closed 
and ready to be used for reporting and analysis. Therefore, the time periods to be considered for 
financial analysis are an important decision to be taken. An example of typical periodicity for a 
profit and loss statement report is a month or a year. Nevertheless, a defined rule for periodicity 
should not become an excuse to deny useful requests of information.

For the future we might consider different perspectives or dimensions, each corresponding to a 
specific set of figures. Typical dimensions are planning, budgeting and forecasting. The planning 
dimension is used to support long-range business previews, exploring the financial impact related 
to the business plans. It normally contains data at a high level, lacking details, and is related to a 
long time frame (three or five years, for example). Internally, this long time frame can be divided 
in sub-periods, such as for example the year or semester. The second dimension, budgeting, used 
to set the objectives of the organization for the financial year defined in the company charter. 
It usually has more detail than normal planning, but not always, corresponding to the one of 
balance data. Again, it can be divided into smaller periods, such as months, quarters, etc. Finally, 
forecasting, the third dimension, is used to is used to estimate the expected financial results for 
a target period and may be performed several times with specified frequency or based on needs. 
The forecasted time frame may correspond to the overall planning time frame, the financial year, 
a specific month, etc. Forecasts often have the same level of detail as budget. 

Decisions about which time perspectives and periods to manage are very important as accounting 
systems will have to acquire and manage data in line with these decisions. Changing decisions is 
not recommended as it can be very difficult to rebuild the financial history for the new required 
perspectives and/or periods, if data has not been managed and stored at a sufficient level of detail.

Deciding on short financial periods (e.g. a month or less) enables better control and therefore 
the reduction of risks. This has to be balanced with the costs of assuring that these periods are 
managed (consider the difference of budgeting by year and by month, where each period needs 
specific input and closures). The final decision depends on the absolute relevance of the budget 
and on environmental risks. Scenario 3, IT financial management for market IT service providers, 
requires tighter control as revenues, depending on the market, are more risky than in other 
scenarios and determine the organization’s ability to survive. The decision about time dimensions 
and periods also drives the frequency of execution of the IT financial management activities.
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For the purpose of this book, we will consider the following perspectives, each characterized 
by its specific (competence) periods: planned, budgeted, actual, and forecasted. The General 
Accounting System is typically concerned with the actual perspective while the Management 
Accounting Systems is concerned with all of them.

Types of documents
Financial records may refer to different types of documents. Typically they are, for the passive 
side: order requests, orders, invoices, and payments. For the active side: confirmed offers, orders, 
invoices, and payments. Often, the same report may refer to different data, for example revenues 
based on orders or invoices. Table 6.14 lists the typical dimensions deriving from the documents 
that we might consider when operating analysis and reporting. 

Not all dimensions are managed equally by accounting systems. General Accounting Systems 
are used to deal with Ordered, Invoiced and Paid. Management Accounting Systems are used to 
deal with all of them, although this depends on the type of Management Accounting System. 
For example, if the Management Accounting System is not strongly related to the General 
Accounting System (see 6.5.3) it will be uncommon to find the Paid (and in many cases Invoiced) 
dimensions managed.

Accounting models
The economically relevant facts are recorded in the accounting systems, for example invoices or 
payments. Accounting systems process these data to determine information and reports in line 
with accounting models (an accounting system may support more than one of these at the same 
time). Each accounting model is a set of principles (for example a defined chart of accounts) and 
rules that are be applied to the facts (for example for which facts an account shall be used). So 
for example when considering a balance sheet statement, starting from the same raw facts, the 
results can be significantly different if we consider and apply the accounting model required to 
fulfil GAAP requirements or if we apply IFRS (International Financial Reporting Standards). 
Any organization, for example, will use a specific accounting model to determine the operating 
results and, in particular, the profit and loss and the balance sheet statements.

Among accounting models, particular attention should be paid to those adopted by the General 
Accounting System (at least one compliant with national fiscal regulations) and those adopted 
by the Management Accounting System (at least one chosen by the organization’s management 
to determine and analyze operating results). Reconciliation of data reported by different systems 
adopting different accounting models, when necessary, might be a complex and time consuming 
task.

Reporting dimensions Passive documents Active documents

Committed Requests for Purchase Confirmed offers

Ordered Orders Orders

Invoiced Invoices Invoices

Paid Payments Payments

Table 6.14 Financial dimensions based on type of documents
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The accounting models often include which type of documents should be considered. The analysis 
of the structure and the definition of the contents of an accounting model is a complex topic, 
which is out of scope for the purposes of this book. It is important to remember that reporting, 
when performing calculation on data, should be coherent with the applicable accounting model. 
Performing calculations is more typical of MAS (for example when based on spreadsheets) than 
of General Accounting System, where reporting often simply reads and formats pre-calculated 
data.

Types of report
We will now examine the most used financial reports: the balance sheet statement, the profit and 
loss statement and the cashflow statement.

Together, these statements give a picture of the organization’s operations and financial position. 
Some of these can be applied to the whole organization, a department or function (such as IT), 
a cost center, a customer, a product or service, etc.

Balance sheet 
This represents a ‘snapshot’ of the financial position of an evaluated company. The balance sheet 
is generally produced at the end of each financial year but it can be at other times to meet the 
needs of stakeholders, investors, authorities (such as exchange). It is normally generated for the 
whole organization and reflects daily changes (such as changes in inventories, fixed assets or bank 
loans). The balance sheet is composed of two parts: assets and liabilities (see also Figure 6.20). 
Assets are ‘items’ that the organization owns and they are listed in order of ‘liquidity’ (the length 
of time it takes to convert them to cash). Liabilities represent the claims that various groups have 
against the company value, listed in the order in which they must be paid. The amounts shown in 
the balance sheet are called book values as they represent the amounts recorded by bookkeepers 
when assets are purchased or liabilities are incurred. The market value of a company can be very 
different from its book value. This is normally due to the effect of ‘intangible’ assets, which are 
assets that book keeping cannot record such as reputation or brand value. The balance sheet 
can refer to the actual or budget position; it is less usual to prepare a balance sheet forecast. The 
balance sheet is normally prepared for a whole company but, in certain cases, it can be prepared 
for business units or departments too (this may happen, for example, when a line of business 
and its departments are sold). Finally, the balance sheet statement is normally produced by the 
General Accounting System.

IT is usually a significant component of both assets and liabilities as IT investments and 
maintenance costs can be relevant. Of course, this depends on the business industry and on the 
value that management gives to IT. In every case, IT is part of the value and liabilities of the 
organization and this has to be managed in each of the scenarios that we have initially examined. 
In Scenarios 1 and 2, the financial department involves the IT department in the same way as any 
other of its functions/departments to produce the organization’s balance sheet. In Scenario 2, it 
could happen that a specific balance sheet for the IT service organization is required. In Scenario 
3, the balance sheet of the IT service organization corresponds to the company’s balance sheet 
and is therefore mandatory.
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Profit and loss statement
The profit and loss statement (P&L) measures performance and can refer to the whole organization, 
a department or function (such as IT), a cost center, a customer, a product or service, etc..

Unlike the balance sheet, which is a ‘snapshot’ at a certain instant, the profit and loss statement 
reflects results for a specific period. The profit and loss statement may be organized in many 
different ways and with different levels of detail, depending on the cost and accounting models 
used (and their related principles), the purpose (for example evaluation of the organization’s 
performance versus evaluation of an IT service) and also the style and culture of managers who 
require it.

A typical profit and loss statement is organized with the following sections:
a.	 sales (or revenues)
b.	 operating costs excluding depreciations and amortization
c.	 EBITDA (Earnings Before Interest, Taxes, Depreciation and Amortization) = a – b
d.	 depreciation
e.	 amortization8

f.	 EBIT (Earnings Before Interest and Taxes, or operating income) = c – d – e
g.	 interests
h.	EBT (Earnings Before Taxes) = f – g
i.	 taxes
j.	 net income before preferred dividends = h – i
k.	 preferred dividends
l.	 net income = j – k
m.	common dividends
n.	 addition to retained earnings

This is a comprehensive high-level profit and loss statement structure that can be adapted to 
specific purposes. For example, the sections before EBITDA can be developed to provide evidence 
of gross margin (an example is reported in Table 6.15) or contribution margin (an example is 
reported in Table 6.16).

Figure 6.20 Assets and liabilities of a balance sheet.

Current Assets

Plant, Property
and Equipment

Other Assets

Current Liabilities

Long-Term Debt=

ASSETS LIABILITIES

Stockholders’ Equity

8	� In accounting, amortization refers to the expense of the acquisition cost minus the residual value of intangible assets 
(often intellectual property such as patents and trademarks or copyrights) in a systematic manner over their estimated 
useful economic lives so as to reflect their consumption, expiry, obsolescence or other decline in value as a result of use 
or the passage of time. Under International Financial Reporting Standards, guidance on accounting for the amortization of 
intangible assets is contained in International Accounting Standard 38, intangible assets. Under the United States’ Gener-
ally Accepted Accounting Principles (GAAP), the primary guidance is contained in the statement of financial accounting 
standards No. 142, goodwill and other intangible assets.
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There is no reason to restrict managers to the above details and approach and, typically, profit 
and loss statements will cover many aspects: those required by the accounting principles and 
those required by management for decision-making. Figure 6.21 shows an example of a profit 
and loss statement developed for the purpose of monitoring a specific IT service, a mail service, 
appropriate to the management style of the organization.

Cash flow statement
The amount of cash available to an organization is influenced by several factors, as net income 
can be used in a variety of ways, such as to pay dividends, to increase inventories, to finance 
account receivables, to invest in fixed assets, to reduce debt, etc. The statement of cash flow 
summarizes any changes in an organization’s cash position. The statement separates activities 
into three categories:
1.	 operating activities (net income, depreciation, etc.)
2.	 investing activities (investments in or sales of fixed assets)
3.	 financing activities (selling investments or issuing debt, stock operations, etc.)

The cash flow statement is derived from the profit & loss statement and the balance sheet. 
Net earnings from the profit & loss statement is the figure from which the information on 
the cash flow statement is deduced. As for the balance sheet, the net cash flow in the cash flow 
statement from one year to the next should equal the increase or decrease of cash between the 
two consecutive balance sheets that apply to the period that the cash flow statement covers (for 
example, if you are calculating a cash flow for the year 2009, the balance sheets from the years 
2008 and 2009 should be used).

This statement is generally of interest for IT service organizations in Scenario 3.

Structure, contents and layout of reporting
Decisions about the previous aspects will define which data, with which rules and in what time 
frames will be available to support financial management. The dream of any IT manager, which 

Revenue		  90.000,00 euros

	 Variable IT service delivery costs	 46.000,00 euros

	 Fixed IT service delivery costs	 12.000,00 euros

Gross margin	 32.000,00 euros

	 Variable marketing and administrative costs	 8.000,00 euros

	 Fixed marketing and administrative costs	 14.000,00 euros

Operating profit (EBITDA)	 10.000,00 euros

Table 6.15 Profit and loss statement evidencing gross margin

Revenue		  90.000,00 euros

	 Variable IT service delivery costs	 46.000,00 euros

	 Variable marketing and administrative costs	 8.000,00 euros

Contribution margin	 36.000,00 euros

	 Fixed IT service delivery costs	 12.000,00 euros

	 Fixed marketing and administrative costs	 14.000,00 euros

Operating profit (EBITDA)	 10.000,00 euros

Table 6.16 Profit and loss statement evidencing contribution margin
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business intelligence tries to transform into reality, is to allow users to be free to create their 
own analysis/reporting based on consistent data and calculation rules. In each case, a structured 
predefined set of reports should always exist, to support the activities, decisions and deliverables 
of IT financial management as well. One of the core products of financial management is its set 
of reports and analysis.

Defining the set of reports to be produced is one of the key decisions of financial management 
planning. Typical elements to be defined, for each report, are:
•	 name of the report
•	 type (e.g. profit and loss)
•	 owner (in charge of its definition and improvement)
•	 short description
•	 purpose
•	 perspectives included (e.g. balance, budget)
•	 time periods to which the report may refer (e.g. month, year)
•	 time frequency for which the report can be requested
•	 authorized requester
•	 filtering criteria available (for example, list of projects or projects by client, range of periods 

included)
•	 distribution list (to whom the report is available or distributed)
•	 models to be used (accounting, cost, cost apportioning)
•	 source systems (e.g. General Accounting System, Management Accounting System or others)

Figure 6.21 Example of simple profit and loss statement for an IT service

Profit & loss statement for Mail Service 
Period January 2008

Value (euros)

Revenues
  Customer A
  Customer B
  Customer C

100.000,00
50.000,00
35.000,00
20.000,00

Costs
  Hardware:
    Rental
    Maintenance
  Software:
    Purchase
    Maintenance
  Activities:
    Internal resources
    External services
  Telecommunications:
    WAN connection
  Other costs:
    Travels
    Others (disaster recovery)

92.000,00
12.000,00
10.000,00
2.000,00

10.000,00
0,00

10.000,00
60.000,00
60.000,00

0,00
5.000,00
5.000,00
5.000,00
1.500,00
3.500,00

Operating profit (EBITDA) 8.000,00

  Depreciation:
    Hardware
    Software

8.000,00
4.000,00
4.000,00

Operating profit (EBIT) 0,00
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•	 detailed description of content
–	 description of sections
–	 layout style (possibly with reference to unified, agreed templates)
–	 for each section
	 if table (content of rows, content of columns)
	 if graphic (type of graphic, content of series)

Financial reports typically show actual figures against budget, for the recent period (e.g. last 
month) and also year to date, with comparisons against the previous year. Forecasts for the full 
year totals are also compared to the budget and previous years. Summary reports are provided to 
each budget owner and to those responsible for cost objects (e.g. cost centers, services, customers). 
Detailed reports showing all transactions for the period are also provided so that any unexpected 
variances can be investigated and mis-postings more easily identified. 

The decision is about the reports to be produced and their characteristics (frequency, contents, etc..).

6.5.14	IT accounting and charging continuity aspects
It is possible that, in the event of a major disaster, the IT service continuity plan is to stop 
delivering IT accounting and charging service entirely. If this is not the case, then IT accounting 
and charging must be tested as part of the disaster recovery testing.
The IT service continuity plan should reflect the organization’s use of IT accounting and charging. 
Simply holding paper copies of spreadsheets and bills does not provide sufficient contingency in 
the event of, say, a spreadsheet corruption. The dependency of the organization on IT accounting 
and charging varies with the type of organization (increasing from Scenario 1 to 3).

IT financial management should determine which reports and plans are indispensable to the 
organization and ensure that they can be produced in the event of a major incident affecting 
the IT accounting or charging systems. The contingency arrangement for IT accounting and 
charging must be regularly reviewed.
The impact of a disaster is minimized by keeping off-site back-up of all required data and by 
maintaining standby or spare equipment to run the IT accounting and charging systems, but the 
data sources on which they rely may not be available in the event of a disaster. Another important 
aspect to take care of is the availability of resources with the proper profiles and qualifications in 
IT financial management.

The decision is which approach is most suitable to ensure IT financial management continuity in 
case of disaster.

An optimal approach to be evaluated is considering IT financial management as a service, 
therefore including it in the IT service continuity scope of interest.

6.5.15	Investment appraisal techniques
Investment appraisal has long been recognized as an essential prerequisite to sound financial 
management, both in the public and private sectors. The importance of investment appraisal has 
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grown in recent years as an aid to decision-making in its broadest sense, as a means of identifying 
efficiency savings and controlling investment expenditure to maximum effectiveness.

There is often a trade-off between capital investment and running cost expenditure: i.e. between 
maximising effectiveness in the long-term and the risk of failing to achieve short-term goals. 
Capital investment decisions are essentially longer-term decisions, and thus it is more difficult 
to hold management responsible and accountable for such decisions. However, because the 
performance of a manager is often measured on the efficient and effective use of allocated 
resources within a budget period (of one year), there are only limited ways of holding managers 
responsible for investment decisions: this is why sound investment appraisal procedures are 
essential to an organization.

From the viewpoint of the business manager, IT investment and the supply of IT services are the 
same as any other planned expenditure or allocation of resource in that it is measured in terms 
of its contribution to the effective, efficient and economic achievement of business goals. It must 
enable the business to determine whether, for example, the returns would be better from a new 
IT system or from increased advertising.

Investment appraisal activities have been described in Chapter 4. Besides the activities, decisions 
should be taken about which technique is most suitable to be used for investment appraisal. In 
the following sections, we will examine some of the most frequently used techniques:
•	 Return On Investment (ROI)
•	 Total Cost of Ownership (TCO)
•	 Net Present Value (NPV)
•	 payback
•	 Internal Rate of Return (IRR)
•	 cost-benefit analysis
•	 anchor values

Now, we will try to give a quick guide on how to choose the most appropriate method among 
those described. 

Return On Investment (ROI)
ROI is based on the assumptions that costs and benefits of IT can be expressed and measured 
in terms of cash. ROI may be applied to a whole organization, department (for example IT) 
or a specific project/investment. When it is applied to a whole organization, the time horizon 
is typically a year and we speak of Return On Invested Capital (ROIC), which is computed as 
follows:

When applied to a project/investment, the time horizon may be several years and it is computed 
as follows:

ROIC (%) =
Net Operating Profit After Taxes (NOPAT)

Operating Capital

ROI (%) =
Profit

investment
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Profit is calculated as revenues (real income or the prevention of costs9 or loss of revenues) less 
investments (capital, one-off, and operational, ongoing). For convenience, the ROI of a project/
investment should be greater than those of competing projects/investments, if resources are 
limited, or the cost rate of investing the same amount of money for the same period, if resources 
are unlimited.

Total Cost of Ownership (TCO)
The Total Cost of Ownership has been initially developed by Gartner Group in 1987. TCO is 
applied to a specific category of items which, in IT domain, may be either hardware, software or 
combination of both (e.g. technologies). For example, TCO may be calculated for desktop PCs, 
laptops, PDAs, smartphones, printers, virtualization software, ERPs, etc.

TCO is the full cost of buying and managing the specific item over its whole lifecycle. This 
includes all type of costs. For example, for a PC this should include: purchase cost, HW 
maintenance cost, software purchase and its related maintenance cost, administration activities, 
user and IT training, disposal costs, incident and change management costs.

TCO is calculated for the different available alternatives. Continuing with the example of laptop 
PCs, alternatives could be letting user free to manage it against locking the device and managing 
it centrally. TCO for this two approaches or intermediate levels between the extremes may be 
calculated and be the basis for decision making.

Net Present Value (NPV)
This method also assumes that benefits and costs can be expressed in terms of cash. Net Present 
Value (NPV) relies on Discounted Cash Flows (DCF) technique. NPV is computed as follows:

In this formula CF is the net cash flow (positive or negative outflows) at period n and r is the cost 
of capital. Finally n is the project/investment’s life. Figure 6.22 illustrates the calculation of NPV 
for a four-year project with 10 percent as the cost of capital.

NPV = CF0

CF1 CF2

(1 + r)2

CFn

(1 + r)n(1 + r)1
+ + + ...... +

ROI (%) =
profit

NPV = CF0

CF1 CF2

0 1 2 3 4

Cash flows

68,30 euros

–78,82k eurosNPV

330,58 euros

225,39 euros

454,55k euros

–1.000k euros 500k euros 400k euros 300k euros 100k euros

(1 + r)2

CFn

(1 + r)n(1 + r)1
+ + + ...... +

investment

ROIC (%) =
Net Operating Profit After Taxes (NOPAT)

Operating Capital

Figure 6.22 Example of NPV calculation

9	� Cost avoidance is deemed a benefit and is often categorized as either Hard Dollar or Soft Dollar avoidance. Hard Dol-
lar avoidance enables the organization to avoid a cost that would otherwise be certain (e.g. investing in a system for 
regulatory compliance enables it to avoid penalties or restrictions of trade). Soft Dollar avoidance has less certainty about 
affecting the bottom line and the organization has options to work around incurring the cost (e.g. implementing a new air 
conditioning system will be likely to decrease illness by 5 percent and therefore increase productivity accordingly).
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The chosen capital cost (or discount rate) is critical and is generally determined by the cost of 
capital for the organization, the level of inflation and the level of risk (higher if more risky). The 
investment, to be beneficial, should have an NPV greater than zero. In some cases, projects/
investments are performed to achieve results with little or no ability to determine positive related 
cash flows. When this situation occurs, comparison made using the NPV method will select a 
project/investment with higher value (less negative). Although NPV depends on discount rate 
and, therefore, may vary depending on it, it is the most reliable and least questioned measure of 
investment return.

Payback period
This is the amount of time that a project/investment takes to recover the original investment. In 
its simplest form, it is computed as follows:

Figure 6.23 illustrates the calculation of payback for the project previously considered for NPV 
calculation.

A variant of payback period is discounted payback period, which is similar except that the 
expected cash flows are discounted by the cost of capital. Figure 6.24 illustrates the computation 
of a discounted payback period compared to the previous (not discounted).

The major problem of payback, even in its discounted version, is that it ignores what happens 
after the payback point. Projects/investments with high initial net cash flows could be predicted 
as a good investment decision but this might not be true in a longer timeframe. 

Internal Rate of Return (IRR)
This is the discount rate that will discount a cash flow to give a Net Present Value of zero. IRR is 
the rate that forces the NPV to equal 0:

Payback = Year before full recovery  +
Unrecovered cost at end of recovery year

Cash flow during recovery year

0 1 2 3 4

Net Cash Flows

Cumulative NCF

–1.000k euros 500k euros 400k euros 300k euros 100k euros

–1.000k euros –500k euros

300

100
Payback = 2 + = 2,33 years

–100k euros 200k euros 300k euros

Figure 6.23 Example of payback period calculation

CF0

CF1 CF2

(1 + IRR)2

CFn

(1 + IRR)n(1 + IRR)1
+ + + ...... + = 0
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IRR cannot be calculated by means of a formula, so a trial and error approach is applied. IRR is 
difficult and time consuming to determine without a financial calculator. As an example project 
with its NPV and payback period, IRR is equal to 14.5 percent. If the cost of capital is 10 percent, 
the project seems to be a worthwhile investment and should be accepted, unless resources are not 
available. Because NPV and IRR are based on the same formula, the two methods will always 
lead to the same decisions. This occurs because if NPV is positive, IRR must exceed r (cost of 
capital).

Cost-benefit analysis
In cost-benefit analysis the approach is to use money as a metric. Transforming benefits and 
cost into money is an appealing but difficult task. This approach is always time consuming 
and requires expertise. The benefits of a project/investment that can be translated into money 
generally are:
•	 productivity (for example increments of the output of employees, generating a total greater 

output)
•	 throughput (reduction of staff by incrementing productivity while keeping output volumes)
•	 reduced inventory
•	 faster turnaround of operations (which can lead to better utilization of resources, reducing 

overtime, etc.)
•	 quality of service (which can lead, for example, to higher prices or lower costs to manage 

defects)
•	 intangibles (benefits that can be only measured by asking people to give them a value).

Once benefits have been expressed into money, one of the previous methods can be applied 
to calculate ROI, NPV, payback or IRR. Cost-benefit analysis can be considered a synergistic 
approach.

Anchor values
Anchor values is another approach that can be used for IT investment evaluation. A set of metrics 
is defined and used to measure the impact of IT expenditure. Productivity or similar measures 
are used, for example:
•	 transactions per employee
•	 turnover per employee

0 1 2 3 4

Net Cash Flows

Discounted NCF (10%)

–1.000k euros 500k euros 400k euros 300k euros 100k euros

–1.000k euros 455k euros

225

214
Payback =  2  + =  2,95 years

331k euros 225k euros 68k euros

Cum. discounted NCF (10%) –1.000k euros –545k euros –214k euros 11k euros 79k euros

Figure 6.24 Example of discounted payback calculation
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•	 incidence of IT costs on turnover
•	 market share
•	 sales per employee.

Anchor values have the big advantage that they can be used to measure intangible benefits and 
can be linked to the final performance of the business. Another advantage is that they can often 
be used to compare the organization’s performance with that of other organizations.

Choosing the most appropriate investment appraisal method
First, it is important to consider what has to be evaluated. When the objective is to measure the 
performances of an organization, a department or function, ROIC and anchor values can be 
used. ROIC is most suitable when a transfer price or, preferably, a market price is applicable. 
This is typical of Scenario 3 and sometimes of Scenario 2. When the target is to evaluate the 
performance of an investment, academics prefer NPV (Brigham & Ehrhardt, 2005), while many 
executives prefer IRR (probably because they find it more relevant to evaluate investments in 
terms of percentage rates of returns than money). Table 6.17 summarizes possible choices. 

The drivers for investments are also important. If the investment is mandatory (for example 
because of obsolescence, as for Year 2000 and euro projects), evaluation is less relevant, although 
recommended. If the drivers are cost savings, cost avoidance or revenue generation, ROI, NPV, 
IRR or payback will be the preferred methods. If the driver is the improvement of decision 
support, customer satisfaction measurement is often the most effective approach. When the 
drivers are service enhancement or strategy, besides customer satisfaction, anchor values is the 
most suitable evaluation method.

Regardless of the method used, the quality of the evaluation depends on a thorough and complete 
assessment of benefits and costs. Some specific steps should be performed to achieve reliable 
results (Bannister, 2004):
•	 the reason for the investment should be spelled out
•	 all costs, initial and ongoing, direct and hidden, should be identified
•	 all benefits should be identified

Method Target of evaluation:
IT service organization

Target of evaluation:
IT investments

Scenario 1: IT financial 
management for internal IT 
departments

Not frequent,
anchor values is preferable 

although the relationship between 
the organization’s performance 

and IT may be questioned

NPV, discounted NPV, IRR

Scenario 2: IT financial 
management for internal IT service 
providers

If the IT department is charging for 
its services: ROIC

If not, anchor values

NPV, discounted NPV, IRR

Scenario 3: IT financial 
management for market IT service 
providers

ROIC NPV, discounted NPV, IRR

Table 6.17 Preferred appraisal method based on scenario and target evaluated
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•	 the timing for each cost and benefit should be projected
•	 where the reason is mandatory, justifying the investment may not be required
•	 where applicable, additional revenue, cost avoidance and cost savings should be identified
•	 where there are intangible benefits, these should be quantified (by users, for example)
•	 when all the above steps have been performed the evaluation method can be chosen and 

applied

Regardless of the method, it is also important to note that for many reasons the reliability of the 
assumptions made in the analysis is almost always called into question. (Financial resources are 
often limited and competing projects will make strong cases for investment.) It is advisable to 
make conservative estimates that are aligned with the organization’s tolerance for risk. 

6.5.16	Regulatory compliance
IT financial management is the IT service management practice that is most affected by regulatory 
issues. Regulations can apply to different targets: the whole organization, the IT department and 
employees.

We have already mentioned that GAAP, IRFS, corporate or management’s established principles 
may apply to General Accounting Systems and Management Accounting Systems. This is true 
for all types of IT service organization, regardless of the scenario they adopt (see 2.3).

When considering the IT service organization, some regulations may also derive from the best 
practices or standards adopted – for example, ISO 9000 or ISO/IEC 20000. In particular the 
latter ISO standard has recommendations, both ’shall’ (mandatory) and ‘should’ (desirable), 
applicable to budgeting and accounting for IT.

At a professional level, ethical issues may arise. Design of cost systems is about the assignment 
of costs to activities, services, projects and departments; this may affect prices, reimbursement, 
payments, etc. With some limitations, the accountant’s choices may affect company performance 
as well as their own evaluation. In an attempt to positively influence the accounting profession, 
many of its professional organizations such as the Institute of Management Accountants (IMA), 
Institute of Internal Auditors (IIA) and the American Institute of Certified Public Accountants 
(AICPA) have developed codes of ethics to which their members are expected to adhere. 

6.6	 Challenges, possible problems, critical success factors 
and risks

Risk is defined as uncertainty of outcome, whether positive opportunity or negative threat. 
Managing risk is generally considered important, although many organizations do not perform 
risk management with a visible, repeatable and systematic approach. In the context of risk 
management, problems can be defined here as the underlying causes generating uncertainty of 
outcome – in other words, risks.

A consistent and generic framework for risk management is described in Figure 6.25. This is the 
approach suggested by M_o_R, Management of Risk methodology from OGC.
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Depending on the size of the organization, its maturity in IT financial management practices, 
the target scenario and many other factors there can be several problems while implementing 
or improving IT financial management. Risk management, defined as the task of ensuring that 
organizations make cost effective use of risk handling activities, is recommended for projects and 
programs to minimize the possibility of failing to achieve desired outcomes and targets.

In the following part of this section, we will analyze the most common problems generating risks 
while implementing or improving IT financial management. Properly managing these problems 
is the challenge and therefore the critical success factor of any implementation.

One of the typical and most critical problems is faced by organizations in Scenario 2. The 
temptation to re-use existing tools, activities and skills may be very strong and lead to considering 
the service dimension simply as a new reporting topic. Financially managing IT services cannot 
be simply done by means of apportioning Indirect Costs. It requires a new approach, where an 
appropriate proportion of cost is directly assigned to IT services; this can be incompatible with 
the pre-existing arrangement and its supporting systems. Organizations should recognize this 

Identify the
risks

Identify probable
risk owners

Embed and review

Define a
framework

Gain assurances
about effectiveness

Implement
responses Evaluate the risks

Set acceptable
levels of risks

(tolerancey/‘appetite’)

Identify suitable
responses to risk

Risk analysisRisk management

Figure 6.25 Generic framework for risk management (M_o_R, OGC)
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potential problem as soon as possible and should analyze carefully the risks related to keeping 
the existing approach.

Another problem derives from the length of the project, which will take a long period of time 
(from six to twelve months) to be completed. During this period it will be necessary to keep 
senior management commitment and attention high; this is normally the task of the project 
board. Attention and commitment should also be raised at lower levels of the organization by 
all those affected and involved in the new activities. Staff should understand the importance of 
recording timesheets on schedule or of being precise with data entry and should be collaborative. 
At operational level, the effort of running financial management functions could increase, but 
this would be balanced by savings deriving from valuable and reliable reporting or from better 
decision-making. These benefits are experienced mainly by management and therefore the 
introduction of the new IT financial management functions can be unpopular. To limit possible 
problems and impacts and to maximize the level of support it is important to start the awareness 
campaign from the beginning of the project (see 6.3.2), to continuously monitor staff opinion 
and to intensify communication when needed. “Quick fixes” are effective, such as premiums for 
employees or, at least, allocating key roles in the project.

Skill of resources is perhaps the most important topic. It is not easy to find the right mix of 
skills, which should include both financial management matters and IT knowledge. It is usual to 
find experienced accountants with little knowledge of IT or IT resources with no knowledge of 
financial topics. Finding suitable resources is usually the biggest challenge for project and process 
related roles, and the main reason for failure or unsatisfactory results. The project team should 
not only be competent but also properly empowered by top management. Assembling the wrong 
people or missing empowerment will have a negative influence on the quality of results and 
generate relevant problems such as:
•	 IT accounting and charging that is over-complex or ineffective
•	 IT accounting and charging activities that are so elaborate that the cost of the system exceeds 

the value of the information produced.

Impact in terms of effort is another problem that is often underestimated. Managing information 
about a detailed cost model of IT may require additional effort compared to the situation in place 
before its introduction. Effort related to the project is normally considered and evaluated but 
impact on the roles responsible for running the day-to-day activities and, most of all, on those 
peripherally affected (such as roles managing passive cycle activities) is often under estimated. 
An example that has been mentioned before is the impact on passive order entry. The definition 
of the cost model may complicate the structure of the orders and create additional lines to be 
managed. This impact of this should be carefully evaluated and discussed with the purchasing 
department.

Another issue may reside in tooling. Because of initial lack of knowledge or budget pressure, it 
is often believed that the existing tool(s) supporting financial management will fit and support 
IT financial management as well. This is possible, of course, but it does not always happen 
depending on the rigidity of the existing software. Advanced and newer solutions will enable 
different arrangement of information and needs (such as apportioning) but, typically, older 
accounting software or closely integrated solutions, such as ERP systems, will probably have 
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difficulties. This issue should be investigated as soon as possible. Another typical problem about 
tooling comes when discussing the benefits of IT financial management, such as those promised 
by investments analysis for better decision-making. Many of these benefits become possible as far 
as tools properly support the underlying processes. Charging is another typical area of issues when 
it is based on prices and the resources used. In this case tools should be available, typically in the 
domain of monitoring, flexible enough and interfaced with the charging module to provide all 
the required information. Often this does not happen and further investments become necessary. 
Chapter 8 will explore the tooling topic in more detail.

Finally, an overall underestimation of IT financial management complexity and related difficulties 
is a frequent error. It is often considered one of the easiest service management practices to 
implement. After all, organizations have been doing budgets and accounting, including IT 
aspects, for many years and they often consider what they have to be sufficient. This is likely to 
be true for Scenario 1, but when moving to Scenario 2 or 3, IT financial management should 
be considered as a totally new practice and careful attention should be given to it. Failure to 
understand the increasing difficulty and specific requirements of new scenarios is likely to lead to 
allocation of insufficient budget and underestimates of the effort necessary to achieve them and, 
as a consequence, into project failure.

Besides the general problems related to the project, previously described, there are other possible 
problems:
•	 Some relevant practices, such as planning, Service Catalog or capacity management, may be 

not mature enough and supplying the needed information. For example, for organizations 
attempting to implement Scenario 2, if the Service Catalog is not well designed or widespread, 
defining the correct apportioning model and reporting may become very difficult and the 
results will probably be unsatisfactory.

•	 Senior business managers may not recognize the benefits of IT accounting and charging and 
may resent the administrative overheads and the workload of related activities.

•	 The IT organization may not be able to respond to changes in users’ demands once costs 
become an influence.

•	 The monitoring tools that provide resource usage information may be inaccurate, irrelevant 
or cost too much to develop and maintain.

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



157

7	 Managing finances

7.1	 Operational management

Day-to-day operations of IT financial management are clearly focused on the execution of the 
reference activities described in Chapter 4. In addition, there are ‘routine’ activities that are not 
easily referenced or described by means of processes. In this chapter we will give an overview of 
all the activities performed by IT financial management from an operational perspective. 

7.1.1	 Daily/weekly activities
There is a number of activities, related to IT financial management, that need to be performed 
or are used to be triggered daily. We will examine each of them.

Supporting correct recording of data
We have already remarked that passive cycle activities are responsible for recording economically 
relevant facts, for example orders, reception of goods and services, passive invoices. We have not 
considered these activities as part of IT financial management; however, key roles of IT financial 
management are often involved in these tasks, mainly with a supporting and consulting remit. 
Staff performing these activities may need help to enter records properly that are related to IT 
aspects, such as the example of cost centers or the choice of depreciation rule. The controllers 
are usually IT financial management staff responsible for supporting those who should perform 
the activities.

Entering records is often a tedious activity and players of passive cycle activities tend to be late 
and/or ‘quick’ in performing this task. It is recommended to keep the progress and quality of 
these activities under control. This may be done by means of weekly reports, which give hints to 
IT financial management staff to enter records promptly and correct mistakes.

Supporting demand, change and delta management activity execution
IT service management best practices recommend that any change should be evaluated for its 
financial impact. This may affect IT financial management staff. Staff involved in evaluation 
of the costs associated with changes may require the support of IT financial management staff 
(e.g. IT financial controllers) to complete their evaluation. If changes lead to additional costs, it 
is also necessary to check if there are resources (budget) available for them. Again, IT financial 
management staff may support this task, if required. If the budget is not sufficient, the delta 
management activity (see 4.2.4) should be invoked. IT financial management staff will have a 
leading role in its execution.

Similar activities derive from the demand management function. Here too some customers’ 
requests may need to be evaluated and later lead to delta management execution.
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Performing evaluation of investments 
This is another typical daily task of IT financial management staff, in particular involving (IT) 
financial controllers. Support for the activity or much more extensive involvement also depends 
on the level of expertise of resources in charge of the proposals of investment.

Ad hoc analysis and reporting
It has been remarked that one of the drivers for the adoption of IT financial management is 
better information to support management’s decision making processes. This will mean that 
management will look at IT financial management as a valuable source of information about 
financial topics when normal reporting is not sufficient. Requests coming from management or 
authorized personnel will sometimes lead to analysis and ad hoc reporting.

Opening Requests for Change
As part of continual improvement, another activity may be opening Requests For Change to 
modify IT financial management practices and/or systems. Typical examples are those needed to 
update the structure of cost centers, master data of services and projects and, less frequently, cost 
or cost apportioning models.

Meetings
Meetings are a frequent activity at all levels of IT financial management staff. The IT financial 
manager is likely to be involved in Change Advisory Board (CAB) meetings, while controllers 
will probably be invited to periodic review meetings of projects and/or services. Weekly staff 
meetings are also typical to update on news and to communicate and agree on priorities for IT 
financial management.

7.1.2	 Monthly activities
There are other activities, related to IT financial management, that need to be performed or are 
used to be triggered on a monthly basis.

Periodic closures
Monthly is a typical and appropriate frequency for periodic closures, which have been previously 
discussed as an activity. The typical activities performed are to:
•	 collect data, perform preliminary checks and rectify if necessary
•	 run cost apportioning system (if present), calculation of depreciation and accruals
•	 produce reports
•	 check that costs are in line with predictions and explain any variances
•	 activate delta management activities if necessary
•	 produce and circulate all agreed reports (e.g. balance sheet, profit and loss statement)

Charge customers
The charging activity depends on agreements with customers, especially for Scenario 3; however 
a monthly frequency is typical for this activity. Activities to be performed have been discussed in 
section 4.4.1. The following is a summary of the main tasks to be completed:
•	 gather information to enable charging (consumptions of the charging drivers)
•	 charge customers (prepare documentation and/or invoices)
•	 check and distribute charging documentation

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



Roles of IT financial management 159

•	 prepare reports
•	 analyze data and explain deviations against targets
•	 distribute reports and analysis

7.1.3	 Quarterly/semi-annual activities

Periodic forecasting
Frequency of forecasting activities depends on each organization, in particular on their culture, 
policies, and size and on the budget relevance. Typical frequencies for forecasting are quarterly 
or every trimester but, in some cases, the activity could be even monthly (this is appropriate 
for organizations in Scenario 3). Preparing forecasts requires having reliable balance data and, 
therefore, these activities generally follow those of a periodic closure (see 7.1.2). Activities to be 
performed are:
•	 check balance data
•	 analyze and predict trends
•	 prepare forecasts
•	 distribute reports.

Budget review
Budget review is performed at least once a year. Reviewing the budget requires reliable balance 
data and, therefore, this activity follows a periodic closure (see 7.1.2). Activities to be executed 
are:
•	 acquire updated objectives and constraints
•	 prepare initial information and reports (budget, balance, available forecasts)
•	 perform budget review
•	 calculate depreciations, accruals, run apportioning and reporting
•	 approve reviewed budget
•	 distribute reports

The elapsed time of these activities depends on the size of the organization and the relevance 
of the budget. It generally takes several weeks to review and gain agreement (and sign-off ) for a 
budget.

7.1.4	 Annually

Budgeting
The budgeting activity is a typical annual activity. It is performed some months before the start 
of the upcoming financial year. Activities to be performed are:
•	 acquire objectives and constraints
•	 prepare initial information and reports (planning data for the year to budget, previous year 

budget, current balance, available estimations to complete current year)
•	 prepare budget estimations for next year
•	 calculate depreciations, accruals, run apportioning and reporting
•	 approve budget
•	 distribute reports
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Iterations and reviews are possible. The budget involves the whole organization and aggregations 
of more detailed level of budgets will be performed. For these reasons, it generally takes several 
weeks to review and gain agreement (and sign-off ) for a budget. 

Annual closure
Annual closure is very similar to periodic closures (see 7.1.2). Very often execution of the last 
periodic closure and of annual closure are integrated in a single activity. The activities are similar 
to those reported for monthly closures:
•	 collect data, perform preliminary checks and rectify if necessary
•	 run cost apportioning system, calculation of depreciation and accruals
•	 produce reporting
•	 check that costs are in line with predictions and explain any variances
•	 activate delta management activities if necessary
•	 produce and circulate all agreed reporting (e.g. balance sheet, profit and loss statement)

Annual closure reporting is typically more complete and detailed than reporting of periodic 
closures.

Planning
Organizations’ strategic or industrial plans are generally prepared every three to five years. 
Activities to be executed may be similar to those of the budgeting activity with the differences 
that the forecast period includes several budget periods and that the level of detail of data is lower. 
This means that appropriate effort is needed. To keep alignment with the evolving marketplace/
customer requirements plans should be frequently updated, at least annually or when major 
events or profit warnings require it.

7.2	 Controls

The purpose of controls is to demonstrate that:
•	 formal practices and procedures are followed
•	 activity maturity has reached the planned level
•	 IT financial management is delivering the expected benefits (it is efficient, effective and cost-

justified)

The post-implementation review and subsequent periodic reviews of IT financial management 
practices and systems should check these they are working effectively. Responsible management 
should also periodically review the system and identify and correct deficiencies. The 
implementation and execution of a continual improvement approach should be part of the 
controls and reviews. 

Formal controls may be performed by internal staff or by external auditors. However, management 
should not rely solely on formal checks but should verify that practices and systems run properly 
and policies are respected. Independent controls such as audits (see also 7.5.2) should confirm 
this from time to time.
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Frequency of formal internal controls depends on many aspects: maturity of IT financial 
management, existing issues, criticality of IT for the business, frequency of internal audits, etc. 
Formal external audits should be performed at least annually. Internal reviews should be performed 
quarterly or, at least, every semester. Where possible, reviews should be synchronized with those 
of service level management and capacity management so that it is possible to understand quickly 
where the problems lie when issues are found affecting the important interfaces between IT 
financial management and these practices.

7.2.1	 Detailed controls for budgeting
Controls should confirm that:
•	 budgets are provided for all activities/aspects and are developed according to models 

(accounting, cost, cost apportioning models)
•	 senior managers (across the organization and within IT services) and staff are satisfied with the 

reports produced
•	 budgets are reviewed as scheduled
•	 differences between actual and budgeted costs and/or revenues are promptly identified and 

managed according to policies and practices

7.2.2	 Detailed controls for accounting
Controls should check that:
costs are accurately accounted each month and at the end of the year.
•	 all costs (hardware, software, people, accommodation and transfer), including unexpected 

costs, are accounted for according to the cost model
•	 apportioning, depreciations and accruals are correctly performed
•	 senior managers (across the organization and within IT services) and staff are satisfied with the 

reports produced
•	 the accounting system is understood, customers and staff are satisfied with how it operates.
•	 interfaces to configuration management, capacity management and service level management 

are effective and provide the necessary workload information
•	 the CMDB (Configuration Management Database ) provides needed information for decision 

making related to financial management (e.g. all configurations items of a specific service are 
correctly identified and their status updated)

•	 change management and problem management procedures are strictly followed

When a check of deviations is not performed by means of forecasts but by means of the budget 
(that is, the budget is articulated into periods at a sufficient level of detail to enable identification 
of deviations, e.g. a budget for the whole year and for each month) the following checks are also 
recommended:
•	 deviations between actual spend and budget are clearly and easily identified
•	 where there are deviations, actions are taken according to defined practices and procedures

7.2.3	 Detailed controls for forecasting
Controls should check that:
•	 costs and revenues are accurately forecasted when scheduled
•	 apportioning, depreciations and accruals are correctly performed
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•	 senior managers (across the organization and within IT services) and staff are satisfied with the 
reports produced

•	 interfaces with capacity management and service level management are working and provide 
the necessary information

•	 deviations between balance plus forecast data and budgets are clearly and easily identified
•	 where there are deviations, actions are taken according to defined practices and procedures

7.2.4	 Detailed controls for pricing
Controls should check that:
•	 the effect on charges is considered fair by customers
•	 price lists are available and prices are correctly defined (aligned to market conditions in 

Scenario 3), communicated and any changes to the charges or price lists are implemented 
within target timescales

•	 if included in the Service Catalog, prices are up to date

7.2.5	 Detailed controls for charging
Controls should check that:
•	 bills are simple, clear, accurate and issued on time
•	 income is collected on time
•	 customers are neither under-charged nor overcharged for their IT services
•	 the price list is correctly defined (and aligned to market conditions in Scenario 3)
•	 discrepancies in charges are identified quickly and resolved with customers
•	 senior managers (across the organization and within IT services) and staff are satisfied with the 

reports produced
•	 cost recovery plans are on target (cost recovery provides a barometer of how well prices have 

been set in relation to predicted costs of IT usage)
•	 interfaces to capacity management and service level management are effective

7.2.6	 Controls for audit
An audit will usually examine and test most of the previously mentioned controls. As a minimum, 
it should:
•	 check that regular reviews are carried out regularly and non-conformances followed up
•	 randomly select bills to test for clarity, accuracy and timeliness
•	 examine cost recovery projections and revenue to assess the accuracy of the system
•	 ensure that audit trails are provided
•	 ensure that revenues are collected and properly accounted for
•	 check that all documentation is accurate, up-to-date and complete

Examples of audit evidences that are collected and checked are the following:
•	 relevant policies
•	 practices and procedures
•	 responsibility and authority matrices
•	 cost types and definition
•	 cost model
•	 cost apportioning model
•	 reports

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



Roles of IT financial management 163

•	 financial decisions based on financial reports
•	 actions from review meetings that demonstrate effective management
•	 financial analysis of changes
•	 approval for changes based on impact assessment of costs of services
•	 communication of price lists

7.3	 Metrics for IT financial management

7.3.1	 Why are metrics needed?
There are many reasons to measure. ITIL V3 Continual Service Improvement identifies four 
reasons. Although they were mainly intended for IT services improvement globally, they 
are equally applicable to specific practice improvement too and, therefore, to IT financial 
management. These reasons are:
•	 to validate – monitoring and measuring to validate previous decisions
•	 to direct – monitoring and measuring to set direction for activities in order to meet set 

targets. It is the most prevalent reason for monitoring and measuring
•	 to justify – monitoring and measuring to justify, with factual evidence or proof, that a course 

of action is required
•	 to intervene – monitoring and measuring to identify a point of intervention including 

subsequent changes and corrective actions

Brooks, Van Bon and Verheijen have identified another set of valuable reasons:
•	 metrics provide the instrumentation necessary to control an organization
•	 metrics make it easier to concentrate on important matters
•	 well presented metrics make it easy to spot danger in time to correct it
•	 metrics can improve morale in an organization
•	 metrics can stimulate healthy competition between process owners
•	 metrics help to align IT with business goals.

As an example to show how metrics can provide the instrumentation to control IT financial 
management, in section 6.3.2 we have seen the use of KPIs in a Balanced Scorecard to give 
meaningful comprehension of the situation and of how well the objectives are being achieved.

7.3.2	 Who should be responsible and who should use metrics
Since metrics are designed to allow an organization to control, it is important that somebody is 
responsible for each metric. This means controlling the status and trend of a metric and taking 
action when necessary.

We can distinguish between metrics related to the financial performance of the services provided 
(their costs, revenues) and metrics related to the performance of the IT financial management 
function and processes. IT service management managers should be owners of the metrics related 
to service performances. Service owners (accountable for a specific service, as introduced in ITIL 
V3 Continual Service Improvement) are usually the most appropriate owners for metrics specific 
to services (at least in Scenario 1 and 2, while in Scenario 3 the situation can be much more 
articulated, e.g. for the presence of a sales force). The metrics for overall IT costs and revenues are 

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



164 IT Financial Management: Best Practice

typically owned by the IT manager while IT financial management performance related metrics 
should be owned by the roles identified in chapter 5, in particular the IT financial manager and 
IT financial controllers. However, especially for Scenario 1, in some cases owners can also be 
identified in the financial department (e.g. controllers).

Metrics have no value if they are not actually used. The owner is not the only individual interested 
in them and there should be proper communication according to the different needs of recipients: 
IT management, process and service managers and staff.

IT management (management in Scenario 3) strives to align IT with business needs and takes 
decisions. Metrics should support these tasks: they should be clear (understanding should be 
immediate), comprehensive (the level of detail should be appropriate to the recipient’s needs; 
management is generally interested in high level KPIs although providing drill-down navigation 
of figures is recommended), relevant (only KPIs which are of interest to the recipients should be 
provided), timely (warnings and alerts should be communicated as soon as they occur; anticipated 
trends analysis should provide early warnings) and reliable (information should be accurate). 
Managers in IT service management will usually receive a mix of metrics – that is, metrics about 
the financial performance of services together with metrics about SLAs. A Balanced Scorecard 
helps to provide management control.

Service and process managers should, as a minimum, receive the metrics they own. They will want 
to receive an explanation of what has already occurred and to take corrective action if required; 
they should be strongly committed in order to anticipate trends and make proactive decisions. 
The IT financial manager is one of these managers and he/she is likely to be the owner of many 
of the specific metrics identified in section 7.3. Again, metrics should be clear, comprehensive, 
relevant, timely and reliable. A specific Balanced Scorecard for the IT financial management 
function, such as the one illustrated in 6.3.2, is a good example of the use of metrics.

All other members of the IT department need to understand what the process metrics, KPIs and 
SLAs are, especially those applying to their own area of activity. Staff should be aware of their 
meaning and of their trend and should actively contribute to improvements. In some cases, this 
can be achieved by linking metrics to rewards against the achievement of target results.

7.3.3	 Which metrics?
In this section, we will explore in detail some typical metrics for IT financial management 
activities, which can be used in the internal perspective of a Balanced Scorecard. Although 
metrics have been tuned and designed for the activities described in Chapter 4, many can be 
used in any context. Metrics will be illustrated on a per activity basis (see Chapter 4, in particular 
Figure 4.1, for the reference model).

For each metric, the following information will be detailed:
•	 name – name of KPI
•	 description – a description of the KPI
•	 basis for computation – this describes the scope of the KPI 
•	 frequency of usage – this information gives the typical frequency of utilization (when the 

KPI is calculated and reported)
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•	 polarity – this information gives the appropriate trend (positive vs. negative) when 
applicable

•	 comments – any further useful information about the KPI under examination

The information is organized in a table for each metric. The tables with blue backgrounds show 
metrics that measure efficiency; the tables with red backgrounds show metrics that measure 
effectiveness of the practices.

7.3.4	 Metrics for IT financial management implementation
These metrics give evidence of the status of adoption of IT financial management practices.

Name Number of services/projects managed

Description This is the absolute number of services/projects managed with IT financial 
management practices.

Basis for computation Projects and services that have been active during the observation period.

Formula Count of the number of services/projects managed according to IT financial 
management services.

Polarity Positive

Name Percentage of services/projects managed

Description This is the percentage of services/projects managed with IT financial management 
practices.

Basis for computation Projects and services that have been active during the observation period.

Formula
(# Services/Projects managed according to ITFM processes) × 100
                (# Service/Projects)

Polarity Positive

7.3.5	 Investment evaluation

Name Number of investment evaluations

Description This is the number of evaluations performed.

Basis for computation Annual budget or n months rolling.

Formula # of investment evaluations performed

Polarity Positive.

Name Percentage of services/projects evaluated

Description This KPI gives evidence of the percentage of new or significantly changed services/
projects formally evaluated.

Basis for computation Annual budget or n months rolling.

Formula (# of new or changed/projects evaluated through process × 100
        (# of new or changed services/projects)

Polarity Positive.
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Name Activity costs percentage

Description This measures the costs of the investment evaluation activity, compared to the 
value evaluation required. 

Basis for computation Annual budget or n months rolling.

Formula     Costs of all evalutions performed       × 100
Costs of all services/projects evaluated

Polarity Negative (diminishing).

Name Average evaluation lead time

Description This is the time needed to perform an evaluation (from request to official results 
available).

Basis for computation All the evaluations performed in the annual budget or n months rolling.

Formula Σ (Time of availability of results – time of request) 
         # of evaluations performed

Polarity Negative (diminishing).

Name Percentage of post evaluations

Description This measures the number of new/changed services/projects with a post 
implementation review (PIR). The post implementation review does not necessarily 
include an evaluation of returns of investments.

Basis for computation All new or significantly changed services/projects closed in an annual budget or n 
months rolling.

Formula (# of new or significantly changed services/projects with PIR) × 100
    (# of new or significantly changed services/projects)

Polarity Positive.

Comment This KPI may be modified to use other investment evaluation techniques  
(e.g. Internal Rate of Return).

Name Accuracy of evaluations

Description This measures the accuracy of performed evaluations in terms of ratio between the 
returns beforehand and afterwards 

Basis for computation All evaluated services/projects closed relative to annual budget or n months 
rolling.

Formula Sum of effective ROI × 100
Sum of planned ROI

Polarity Positive.

Comment This KPI may be modified to use other investment evaluation techniques  
(e.g. Internal Rate of Return).

Name Percentage of success

Description This measures the percentage of evaluated services/projects that are achieving the 
target, which could be the forecasted ROI or IRR. 

Basis for computation All evaluated services/projects closed relative to annual budget or n months 
rolling.

Formula # of evaluated services/projects achieving target × 100
        # of evaluated services/projects

Polarity Positive.

Comment This KPI may be modified to use other investment evaluation techniques  
(e.g. Internal Rate of Return). Care should be taken as positive performances of 
some services/projects may compensate negatively for others (a possible solution 
is to ignore positive results).
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7.3.6	 Metrics for budgeting

Annual budget

Name Percentage of budget managed

Description This is the percentage of the overall IT organization budget managed according to 
IT financial management practices.

Basis for computation All initiatives (projects and services) included in the annual budget.

Formula Budget of Services/Projects managed according to ITFM processes × 100
              (Budget of Services/Projects)

Polarity Positive

Name Percentage of budgets on time

Description This is the percentage of budgets of services/projects that have been defined by 
the given initial deadline. This measures the project manager’s or service owner’s 
performances.

Basis for computation All services/projects included in budget and managed according to IT financial 
management practices.

Formula (# of services/projects budgeted on time) × 100
        (# of services/projects)

Polarity Positive.

Name Number of reviews

Description This is the number of unplanned budget reviews performed.

Basis for computation Duration of budget year.

Formula Number of unplanned reviews performed.

Polarity Negative (diminishing).

Name Initial variance

Description This is the percentage deviation between the first suggested budget and the 
approved budget. It gives evidence of the quality of input data and guidelines.

Basis for computation All costs included in budgets (initial and/or approved).

Formula (Initial Suggested Budget – Approved Budget ) × 100
            (Approved Budget)

Polarity Negative (diminishing).

Comment This KPI should be applied separately to costs and revenues. When relevant 
events occur, deriving from the context (such as change of economics trends) or 
unforeseen circumstances (such as new rules in GAAP applications or capitalizing 
policies), this KPI may become no longer applicable, because the variance no 
longer indicates the quality of the activity.

Name Approval cycles

Description This is the number of cycles performed to approve the budget  
(internal to IT management).

Basis for computation Time from official budget start to final approval.

Formula Number of approval cycles executed.

Polarity Negative (diminishing).
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Name Delay in budget presentation

Description This is the delay (days) between the scheduled date of budget presentation for 
approval and actual presentation date. This measure is an important aspect of 
effectiveness of the activity.

Basis for computation Annual budget activity.

Formula Date of actual budget presentation – Scheduled date of budget presentation.

Polarity Negative (diminishing). When relevant events occur, deriving from the context  
(such as change of economics trends) or unforeseen circumstances (such as new 
rules in GAAP applications or capitalizing policies), this KPI may become not 
applicable, because the variance is no longer indicating the quality of the activity.

Name Percentage of costs apportioned automatically

Description This measures the percentage of costs that are automatically apportioned to 
services/projects.

Basis for computation Services/projects budgeted in an annual budget.

Formula (budgeted costs automatically apportioned to services/projects) × 100
      (budgeted costs apportioned to services/projects)

Polarity Positive.

Name Acitivity costs percentage

Description This measures the costs of the budgeting activity, compared to those of the 
managed budget. This is an important aspect of efficiency.

Basis for computation Annual budget.

Formula Costs of annual budgeting process × 100
Costs included in approved budget 

Polarity Negative (diminishing).

Name Final variance

Description This is the percentage deviation between the initial annual budget and the final 
balance. It gives evidence of the predictive capacity and accuracy of the budgeting 
activity. This measure is an important aspect of effectiveness of the activity.

Basis for computation All costs with competence in the annual budget.

Formula (Budgeted costs – Balance of costs) × 100
        (Budgeted costs)

Polarity Negative (diminishing).

Comment This KPI should be applied separately to costs and revenues. When some relevant 
events occur, deriving from the context (such as change of economics trends) or 
unforeseen circumstances (such as new rules in GAAP applications or capitalizing 
policies), this KPI may become not applicable, because the variance is no longer 
indicating the quality of the activity.

Name Number of deltas generated

Description This is the number of occurrences of delta management activity (see section 4.2.4 
for details) generated during forecasting.

Basis for computation Time from official forecast start to end of activity.

Formula # of delta management activity instances generated (an instance is generated for 
each forecasted service/project out of tolerance).

Polarity Negative (diminishing).

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



Roles of IT financial management 169

Name Percentage of forecasts with deltas

Description This is the percentage of forecasting activities affected by the need of managing at 
least one delta (project and/or service with forecasts deviated from budget and out 
of tolerance). 

Basis for computation Annual budget period or n months rolling.

Formula (# of forecasts affected by deltas to be managed) × 100
              (# of forecasts)

Polarity Negative (diminishing).

Name Percentage of costs managed by deltas

Description This shows the amount of costs managed by exception compared to the initial 
budget.

Basis for computation Annual budget period.

Formula Sum of all costs approved by delta management process instances × 100
              Costs included in approved budget

Polarity Negative (diminishing).

Name Budgeted unit cost of services

Description This measures the cost of each service per unit of consumption when this is 
applicable.

Basis for computation Each service where unit cost can be calculated.

Formula     (budgeted costs of service)     × 100
(budgeted delivered units of service)

Polarity Negative (diminishing).

Name Variance of costs of projects/services

Description This measures the difference between the actual and budgeted costs of services/
projects.

Basis for computation Services/projects budgeted and accounted at each closure period.

Formula     (actual costs of services/projects)   × 100
(budgeted costs of services/projects)

Polarity Negative (diminishing).

Comment This KPI may be applied to each service/project separately. The budget should 
enable the budgeted costs at the closure period to be determined. If this is not 
available the actual costs of services/projects can be substituted by actual costs of 
services/projects plus their forecasted costs to completion.

Name Percentage of direct costs

Description This measures the costs that are directly allocated to services/projects.

Basis for computation Services/projects budgeted in an annual budget.

Formula (costs directly allocated to services/projects) × 100
     (budgeted costs of services/projects)

Polarity Positive.
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Budget review
Metrics described for the annual budget may be applied to budget reviews too:
•	 approval cycles (review)
•	 delay in budget (review) presentation
•	 activity costs (review) percentage
•	 final variance (reviews performed at the same time in each budget cycle, for example first 

quarter, should be compared to verify trends)
•	 number of deltas generated (reviews performed at the same time in each budget cycle, for 

example first quarter, should be compared to verify trends) after review.

7.3.7	 Metrics for planning
Metrics for planning are very similar to metrics for budgeting where the basis for computation 
changes (planning period instead of budget period, etc.). The following are typical KPIs that 
may be used:
•	 percentage of planned costs managed
•	 initial variance
•	 approval cycles
•	 delay in plans presentation
•	 percentage of costs apportioned automatically
•	 activity costs percentage
•	 final variance
•	 number of deltas generated
•	 percentage of planned costs managed by deltas
•	 planned unit cost of services
•	 variance of costs of projects/services
•	 percentage of direct costs

In addition, a specific KPI for planning may be the following.

Name Frequency of review of cost (and/or apportioning) model

Description This is the elapsed time between a change of cost (and/or apportioning) model and 
the next review.

Basis for computation Planning period.

Formula Number of day between end and start of planning period × 100
Number of reviews of Cost (and/or Apportioning) Model

Polarity Negative (diminishing).

7.3.8	 Metrics for periodic forecasting

Name Percentage of services/projects managed

Description This is the percentage of services/projects for which the forecast activity is active 
among those managed with IT financial management practices.

Basis for computation Projects and services that are managed with IT financial management practices.

Formula (# Services/Projects managed forecasted) × 100
          (# Services/Projects)

Polarity Positive.
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Name Percentage of forecasts on time

Description This is the percentage of services/projects forecasts prepared by the due date. This 
measures the project manager’s or service owner’s performances.

Basis for computation Annual budget period or n months rolling.

Formula   (# Services/Projects forecasts on time)  × 100
(# Services/Projects forecasts prepared)

Polarity Negative (diminishing).

Name Forecast reporting delay

Description This is the delay (days) between the due date for forecast reporting and the actual 
date.

Basis for computation Time from official forecast start to end of activity.

Formula Date of actual forecast reporting presentation – Scheduled date of forecast 
reporting presentation.

Polarity Negative (diminishing).

Name Activity costs percentage

Description This measures the costs of the forecasting activity, compared to those of the 
managed budget. This is an important aspect of activity efficiency.

Basis for computation Annual budget.

Formula Sum of all costs related to forecast process instances × 100
        Costs included in approved budget

Polarity Negative (diminishing).

Name Percentage of costs apportioned automatically

Description This measures the percentage of costs that are automatically apportioned to 
services/projects.

Basis for computation Forecast.

Formula (forecasted costs automatically apportioned to services/projects) × 100
      (forecasted costs apportioned to services/projects)

Polarity Positive.

7.3.9	 Metrics for delta management

Name Number of requests from passive cycle

Description This measures the number of requests for delta management (corresponding to 
instances of the activity) generated by the passive cycle (when the required budget 
is not available).

Basis for computation Annual budget period or n months rolling.

Formula # of requests for delta management raised.

Polarity Negative (diminishing).
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Name Percentage of requests approved

Description This measures the percentage of requests for delta management (corresponding 
to instances of the activity) with a positive result (approval for delta requested) 
compared to the total number of requests.

Basis for computation Annual budget period or n months rolling.

Formula # of requests with final approval × 100
   Total # of requests processed

Polarity Positive.

Name Delta management lead time

Description This measures the average time required to manage deltas.

Basis for computation Annual budget period or n months rolling.

Formula     Σ (Time of approval – time of request)
# of instances of delta management process

Polarity Negative (diminishing).

Name Activity costs percentage

Description This measures the costs of the delta management activity, compared to those of 
the managed budget. This is an important aspect of activity efficiency.

Basis for computation Annual budget.

Formula Sum of all costs related to delta management process instances × 100
              Costs included in approved budget

Polarity Negative (diminishing).

7.3.10	Metrics for periodic closures

Name Percentage of timesheets on time

Description This measures the percentage of timesheets (the records of time spent to perform 
activities declared by staff and external resources in providing services and 
executing projects) that are completed by the due date. This count can be based on 
people for each period.

Basis for computation Annual budget or n months rolling or period.

Formula  # of timesheet completed on time × 100
      # of timesheet completed

Polarity Positive.

Name Percentage of services/projects on time

Description This measures the percentage of services and/or projects that have costs loaded 
and verified by the due date. This count may be performed for each period.

Basis for computation Period.

Formula # of services/projects completed on time × 100
      # of services/projects managed

Polarity Positive.
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Name Periodic closures reporting delay

Description This is the delay (days) between the due date for accounting reporting and the 
actual date.

Basis for computation Time from official periodic closure start to end of activity.

Formula Date of actual accounting reporting presentation – Scheduled date of accounting 
reporting presentation (Periodic closure).

Polarity Negative (diminishing).

Name Activity costs percentage

Description This measures the costs of the accounting (periodic closure) activity, compared to 
those of the managed budget. This is an important aspect of activity efficiency.

Basis for computation Annual budget.

Formula  Sum of all costs related to periodic closures × 100
      Costs included in approved budget

Polarity Negative (diminishing).

Name Percentage of costs apportioned automatically

Description This measures the percentage of costs that are automatically apportioned to 
services/projects. 

Basis for computation Services/projects managed at each periodic closure.

Formula (accounted costs automatically apportioned to services/projects) × 100
        (accounted costs apportioned to services/projects)

Polarity Positive.

7.3.11	 Metrics for annual closures

Name Annual closures reporting delay

Description This is the delay (days) between the due date for accounting reporting and the 
actual date.

Basis for computation Time from official periodic closure start to end of activity (annual closure).

Formula Date of actual accounting reporting presentation – Scheduled date of accounting 
reporting presentation.

Polarity Negative (diminishing).

Name Activity costs percentage

Description This measures the costs of the accounting (annual closure) activity, compared to 
those of the managed budget. This is an important aspect of activity efficiency.

Basis for computation Annual budget.

Formula  Sum of all costs related to annual closure × 100
    Costs included in approved budget

Polarity Negative (diminishing).
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Name Percentage of costs apportioned automatically

Description This measures the percentage of costs that are automatically apportioned to 
services/projects. 

Basis for computation Services/projects managed at each annual closure.

Formula (accounted costs automatically apportioned to services/projects) × 100
      (accounted costs appotioned to services/projects)

Polarity Positive.

7.3.12	Customer charging

Name Activity cost

Description This measures the costs of the charging activity. This is an important aspect of 
activity efficiency.

Basis for computation Annual budget or n months rolling.

Formula Sum of costs of charging activity.

Polarity Negative (diminishing).

Name Number of disputes (claims) for charging reasons

Description This gives evidence of any problems with the charging activity. 

Basis for computation Annual budget or n months rolling or for each execution of charging activity.

Formula # of disputes (claims) raised by customers regarding charging.

Polarity Negative (diminishing).

Comment Depending on the meaning of dispute and claim for organizations, two KPIs could 
be managed.

Name Disputed value percentage

Description This measures the relevance of disputed charges by customers. 

Basis for computation Annual budget or n months rolling.

Formula Value of claims raised × 100
  Values of charges

Polarity Negative (diminishing).

7.3.13	Additional metrics and final considerations

Additional metrics
An obvious measure that IT financial management practices are defined properly may be the 
perceptions of stakeholders (customers, users, management, etc.). This can be measured by 
means of satisfaction surveys. Surveys can cover important aspects such as:
•	 charges, where applied, are seen to be fair
•	 the IT organization is provided with the expected income/level of profits.

Additional KPIs are suitable for continual improvement activities, such as:
•	 timeliness of audits
•	 number and timeliness of review meetings
•	 the number (and severity) of changes required by the IT accounting system
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•	 the number of changes made to the charging algorithm (where appropriate)
•	 other KPIs are suitable, depending on the actual scope of IT financial management practices

Examples of KPIs related to practices and activities not included in the reference model are:
•	 number of requests of ad hoc reports and analysis
•	 timeliness to prepare ad hoc reports and analysis
•	 number of inventory checks performed
•	 timeliness of inventory checks
•	 number of adjustments to be performed after inventory
•	 value of adjustments to be performed after inventory

Ad hoc reports and financial analysis become necessary when available outputs (those designed 
and implemented as part of the financial management set) are not supplying the required 
information. Standard reports cannot fulfill all needs and therefore a certain amount of requests 
is to be expected. However, requests for new reports are time consuming and often place extra 
work pressures on IT staff when they are urgent. If this situation becomes frequent it may be a 
symptom of several issues: the standard reporting has been poorly designed, reporting tools are 
not flexible and/or user-friendly enough and, finally, requests are not properly evaluated and 
filtered (for example because they are considered effortless or because no knowledge is available 
about their associated costs). Such a situation needs to be analyzed and a solution found. If the 
problem relates to poor design or problems with tools) and time is needed to identify a definitive 
solution, a temporary mitigation action can be to ask for payment for requests (either notional or 
real charging) while the reporting system is being improved. This is likely to be the only solution 
when the problem relates to difficulties of requesters in clearly stating their information needs or 
to the fact that no cost/benefit evaluation is performed when raising requests. 

Final considerations
In the previous sections we have described a significant number of metrics and KPIs for IT 
financial management practices. Some may not be suitable for all organizations, for example 
if some of the activities are not performed (e.g. charging). Many may not be applicable when 
certain events occur, deriving from the business context (such as change of economic trends) 
or unforeseen circumstances (such as new rules in GAAP applications or capitalizing policies). 
Implementing and maintaining each of the above measures is generally a relevant effort: each 
measure should be analyzed in the context of the target organization and its definition tuned 
accordingly. For example, for approval cycles (KPI), it will be necessary to clearly define the 
official start time and the official final approval time.

After analysis, it will be necessary to define how to calculate KPIs. Automation is generally the 
best option but this implies an initial effort to design, implement, customize or configure a 
solution and related investments. In order to compute KPIs, changes to accounting and, more 
generally, IT service management support tools may be needed. For example, the budgeting 
system could be updated with a new functionality to record the start and end dates of each 
budgeting cycle.

When the reporting and all other support systems are in place, they will need to be maintained. 
This happens because of the changes normally affecting all practices and systems. For example, 
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it will be necessary to update the lists of recipients of reports. Or, a change in the number of 
managed statuses of projects and services could lead to the need for updating the calculation rules 
of KPIs (simply because they would use status transitions to determine dates). It is frequent to see 
errors in reporting because changes have not been analyzed and managed for impact.

In conclusion, it is mandatory to introduce KPIs to control and improve IT financial management, 
but there is a significant associated cost that is rapidly increasing with the number and complexity 
of adopted metrics. Organizations should have a clear understanding of the trade-off; they should 
implement only those metrics that are really needed and aligned with the scope, maturity and 
objectives of IT financial management.
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8	 Tooling

8.1	 Requirements for IT financial management tools

Except for small IT service organizations, it is not practical to attempt IT accounting without 
suitable applications or software tools. Automated solutions range from the use of legacy systems, 
which often support financial practices, to customized applications; the choice of solution 
depends on the complexity and size of the organization. 

In the next sections, we will list some major requirements for automated solutions. Requirements 
will be organized and presented in relation to supported practices. Some general and cross-platform 
requirements should be added but have not been analyzed here: for example requirements for 
supplier, technical architecture, localization, etc.

8.1.1	 Requirements to support accounting
The main requirements for automation to support accounting activities are:
•	 management of the company calendar (e.g. fiscal years different from calendar year)
•	 management of ledgers
•	 support of the chosen cost model
•	 user friendly data entry (especially to enter common records)
•	 management of apportioning (support of cost apportioning model) and, when necessary, 

interface with the systems feeding balance data of apportioning drivers (e.g. the number of 
users)

•	 automatic calculation of capitalizing, amortization, depreciations, accruals
•	 interfaces with the financial department’s general ledger and purchasing systems
•	 ability to freeze periods
•	 interface with budgeting in order to input data

The possible options to supply these functionalities are:
•	 using the system in use by the financial department
•	 building a new system that is specific to the IT department and interfacing it with the general 

ledger of the financial department.

8.1.2	 Requirements to support budgeting and planning
In addition to the suggested requirements to support accounting activities, the main requirements 
for automation to support budgeting and planning activities are:
•	 interfaces to load data series to support budgeting and planning (e.g. the balance for the 

previous year)
•	 ability to budget revenues as well as costs
•	 user friendly data entry features to manage budget per accrual period (e.g. distribution of a 

total value per period based on seasonality derived from the previous year)
•	 support of simulations (e.g. what happens if unit costs change or automatically simulate a 

reduction of costs by x percent)
•	 ability to aggregate and freeze the budget
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•	 management of several budgets (e.g. to support reviews or to compare options) for the same 
period

•	 comparisons between different budgets
•	 support of budgeting and planning activity workflows (e.g. preparing a service budget of 

direct costs within deadline) and notifications

In some organizations, the budgeting activity is still extensively supported by a spreadsheet. Not 
all ERP or accounting systems are fulfilling the requirements listed above, in particular user-
friendliness and simulation. In some cases, the financial department has developed a budgeting 
solution based on specialized packages or custom applications. The IT department may adopt 
these solutions or opt for its own solution, which will need to be interfaced with the financial 
department’s solution.

8.1.3	 Requirements to support forecasting and delta management
The main requirements for automation to support forecasting and delta management activities 
are:
•	 interfaces with the general ledger, purchasing, pricing, charging and/or budgeting/planning 

system in order to load all the required data (budgets, actual)
•	 interface with the accounting module to feed balance data
•	 user-friendly support of forecast determination (for example automatic suggestions based on 

balance, budget and/or trends)
•	 workflow to manage authorizations of deviations from forecast (the approved amounts should 

be varied in the purchasing system automatically)
•	 ability to aggregate and freeze forecasts

Forecasting is often supported by the same automation solution that supports budgeting 
activities.

8.1.4	 Requirements to support charging
The main requirements for automation to support charging activity are:
•	 management of contracts, at a minimum providing the information needed to issue bills  

(e.g. tariffs, frequency and method of payment)
•	 management of required charging rules (e.g. computation of charging based on fixed prices or 

based on quantities and tariffs)
•	 interface with systems feeding balance data of charging drivers (e.g. the number of users)
•	 manual and/or batch charges computation
•	 management and automatic warning based on thresholds (e.g. the maximum agreed utilization 

of resources has been passed)
•	 issuing of invoices and credit/debit notes
•	 finalization of provisory issues and credit/debit notes and interfaces with the general ledger to 

record them
•	 management of attached documentation to justify bills to customers
•	 interfaces with accounting, budgeting and forecasting systems to transfer data about charges 

issued

Copyright protected. Use is for Single Users only via a VHP Approved License. 
For information and printed versions please see www.vanharen.net



Roles of IT financial management 179

Tools needed to feed charging drivers are not usually found in the domain of IT financial 
management. More often, they belong to the domain that monitors service management support 
applications (such as tools for availability management, capacity management and incident 
management).

8.1.5	 Requirements to support pricing
The main requirements for automation to support pricing activity are:
•	 management of a price list according to supported commercial rules (e.g. quantity discounts, 

specific price lists for customers)
•	 ability to print the price list for commercial use or to publish prices (e.g. into web portals).
•	 tracking of changes
•	 workflow to manage authorizations of new or changed prices
•	 interfaces with budgeting, forecasting and charging systems

8.1.6	 Requirements for reporting
Reporting is a central element of any financial management system. The reporting system should 
be able to provide all the defined reports (see 6.5.13 for a list) and it should be flexible enough to 
accommodate future needs. Possible requirements for a reporting system are:
•	 ability to interface different sources of data (e.g. separated accounting and/or budgeting 

systems)
•	 ability to manage a dedicated data warehouse where required information is copied for 

reporting aims (e.g. to allow detailed analysis with no impact on performance)
•	 ability to design the required set of reports, to define their recipients, the frequency of report 

generation, related filtering options (range of dates to consider, IT services to include, etc.) 
and rights of access to data (e.g. the IT service owner will access a specific set of reports and, 
within them, only information about the assigned services).

•	 support of tabular layouts as well as of graphic layouts for data presentation
•	 possibility to freeze and distribute reports (e.g. by mail or web access) and the data contained 

in reports
•	 scheduling batch execution and provision of reporting
•	 ability to provide controlled navigation of reports (e.g. drill-down of information)
•	 ability to provide controlled design functionality of new reports to authorized users

8.2	 Architecture and options for IT financial management 
tools

There are several possible scenarios for the IT financial management system architecture. The 
choice of architecture and the relationship established between the Management Accounting 
System and General Accounting System are correlated. We will consider planning, budgeting, 
forecasting, reporting modules, each supporting the corresponding activity, as components of the 
Management Accounting System and we will describe some typical architectures.

The simplest option and architecture is described in Figure 8.1, where an integrated financial 
management system deals with both IT and non-IT aspects. This could be part of a wider ERP 
system, which could also include some of the modules that have been shown as external in Figure 
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8.2 (e.g. purchasing). If this is the case, the relationship between the General Accounting System 
and Management Accounting System will probably be of the type ‘based on accounting and 
integrated’ or ‘based on accounting and separated’ (see section 6.5.5 for details). The reporting 
module is likely to be used to produce all reporting, independently from the source module of 
information. This architecture is more frequent in Scenario 1, when IT financial management 
is part of financial management and pricing and charging modules have not been implemented, 
and Scenario 3, where financial management is IT financial management.

Planning Reporting

ChargingPricingAccounting

Data Integration Layer

Budgeting
Forecasting

Integrated Financial Management System

MAS

GAS

Purchasing Project
Management

Other
Modules

Figure 8.1 Integrated financial management system

Figure 8.2 Modular IT financial management system
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A more complex architecture is shown in Figure 8.2. In this case we have more independent 
systems: an accounting package supports the General Accounting System and pricing/charging 
modules. A customized application supports the Management Accounting System. The level of 
sophistication of this latter application may vary from a simple set of inter-related spreadsheets to 
a very complete set of carefully designed functionalities. Again, some additional modules may be 
provided by the accounting system (e.g. purchasing), which could evolve in an ERP system. The 
reporting module will usually be dedicated to the Management Accounting System but all other 
modules will at least have an autonomous predefined set of reports. This architecture is possible 
for all scenarios but it is most frequent in Scenario 2.

8.3	 How to evaluate and select a tool

The use of tools to support financial management practices is almost mandatory if the organization 
is not very small. As we have seen in the previous section, it is possible that more than one tool is 
used to support all the activities. The general aspects to be considered when choosing tools are:
•	 compatibility of hardware and middleware requirements with architectural policies and 

standards
•	 data structure, data handling and integration
•	 integration capability with existing and future new systems
•	 compliance to international open standards
•	 flexibility in implementation, usage and data sharing
•	 usability – the ease of use permitted by the user interface
•	 conversion requirements for previously tracked data
•	 data backup, control and security
•	 support options provided by the tool vendor
•	 scalability for increasing of capacity (the number of users, volume of data and so on).

To these general aspects we should add the requirements previously discussed (see 8.1). A 
Statement of Requirements (SoR) is recommended, if there is to be a formal evaluation or to 
guide the implementation of a chosen solution that already exists.

What requirements?

Identify products

Selection criteria

Evaluate products

Scoring

Rank the products

Select product

Short listing

Figure 8.3 Tool evaluation according to ITIL V3 (source OGC)
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If there is a formal evaluation, a suggested approach is described in Figure 8.3. A key step of the 
activity is to evaluate the product according to the selection criteria. A possible method is to 
categorize requirements using the MoSCoW approach:
•	 M – MUST have this
•	 S – SHOULD have this if at all possible
•	 C – COULD have this if it does not affect anything else
•	 W – WON’T have this time but WOULD like in the future

To make the final decision, the following rules could be used: 
•	 80 percent fit to all functional and technical requirements (MUST and SHOULD)
•	 a meeting of ALL mandatory requirements (MUST)
•	 little (if any) product customization required
•	 adherence of tool and supplier to service management best practice (e.g. ISO/IEC 20000 

certification)
•	 administration and maintenance costs within budget
•	 availability of training and support services (e.g. in local language and for the territories where 

the solution will be deployed)

Other requirements should be taken into account, not just the technical requirements. They 
should include all the general aspects initially listed and many others related to the supplier, such 
as: revenues and profitability, completeness of offer, vertical knowledge and references in target 
industries, references, age and stability of the solution, staff, reputation, etc.

Another approach for evaluating products is to use a weighting and scoring system for 
requirements. Each requirement has a weight and a scoring system to measure how much it 
is achieved (e.g. fully natively achieved, achieved with portable customization, achieved with 
non-portable customization, not achievable; non-portable customizations means that in newer 
versions of the tool they should be newly implemented). Requirements can be grouped in 
sections that could be weighted too. The final result of this approach is an absolute score that 
can be used to rank alternative products. In every case, even if using this method, the mandatory 
requirements should be identified and matched. For example, if the cost model would not be 
supported this should lead to the rejection of an accounting system.

The advantage of this second model is that it gives an absolute, objective final score that can be 
used to make the choice. The main disadvantage is that if the scoring system is poorly tuned, the 
final choice would be incorrect. The scoring system should reflect real priorities; the final score 
should match with the general view about the evaluated solutions. If not, the reasons should be 
investigated and, if necessary, the scoring system should be changed to reflect actual priorities.
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9	 Terminology and definitions

9.1	 Definitions list

Accounting A set of activities that are part of IT financial management aimed at determining 
actual costs and revenues relating to IT at specified instants of time and according 
to all applicable rules (e.g. defined cost model) and regulations. As a result a set 
of predefined reports is produced. Recording of economically relevant facts has 
been considered part of other practices, such as the passive cycle or financial 
management practices. 

Accounting center A type of IT organization that identifies the costs of providing services, and may 
do some budgeting. The focus is on measuring performance and conducting 
investment assessment.

Accounting model A set of basic assumptions, concepts, principles and procedures that determine the 
methods of recognizing, recording, measuring and reporting an entity’s financial 
transactions. The definition of the rules underlying the accounting model may be 
influenced by IRFS.

Accounting system General Accounting System or Management Accounting System. An Any Accounting 
System supports a specific Accounting Model.

Accrual accounting A system of accounting in which revenue is recognized when it is earned and 
expenses are recognized as they are incurred.

Accruals Accounts on a profit and loss statement and/or balance sheet that represent 
liabilities and non-cash-based assets used in accrual-based accounting. These 
accounts include, among many others, accounts payable, accounts receivable, 
goodwill, future tax liability and future interest expense.
The use of accrual accounts has greatly increased the amount of information on 
accounting statements. Before the use of accruals only cash transactions were 
recorded on these statements. Cash transactions do not give information about 
other important business activities, such as revenue based on credit and future 
liabilities. By using accruals, an organization can measure what it owes looking 
forward and what cash revenue it expects to receive. It also allows a company to 
show assets that do not have a cash value, such as goodwill.

Adjusting entries Adjusting entries are journal entries usually made at the end of an accounting 
period to allocate income and expenditure to the period in which they actually 
occurred.

Allocated cost Referring to a cost object, a direct cost of it.

Amortization Accounting procedure that gradually reduces the cost value of a limited life asset or 
intangible asset through periodic charges to income. For fixed assets the term used 
is depreciation, and for consuming assets (natural resources) it is depletion, both 
terms meaning essentially the same thing as amortization. Most companies follow 
the conservative practice of writing off, through amortization, intangible assets 
such as goodwill.

Anchor values An investment appraisal technique.

Apportioned cost Referring to a cost object, an indirect cost of it. The cost is shared among different 
cost objects of the same type.

Apportioning model See cost apportioning model.

Asset According to ITIL V3, an asset is defined as ‘any resource or capability. Assets of a 
service provider include anything that could contribute to the delivery of a service. 
Assets can be one of the following types: management, organization, process, 
knowledge, people, information, applications, infrastructure, and financial capital.’
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Asset management According to ITIL V3, asset management is defined as ‘the practice responsible for 
tracking and reporting the value and ownership of financial assets throughout their 
lifecycle. Asset management is part of an overall service asset and configuration 
management process.’

Assessment According to ITIL V3, assessment is defined as ’inspection and analysis to check 
whether a standard or set of guidelines is being followed, that records are accurate, 
or that efficiency and effectiveness targets are being met’.

Audit According to ITIL V3, audit is defined as ‘formal inspection and verification to check 
whether a standard or set of guidelines is being followed, that records are accurate, 
or that efficiency and effectiveness targets are being met. An audit may be carried 
out by internal or external groups.’

Balanced Scorecard According to ITIL V2, this is defined as ‘an aid to organizational performance 
management. It helps to focus, not only on the financial targets but also on the 
internal practices, customers and learning and growth issues’.

Balance sheet A report representing a ‘snapshot’ of the financial position of an evaluated 
company. Balance sheets may also be produced for any cost object, such as 
departments, services, etc.

Budget According to ITIL V3, budget is defined as ‘a list of all the money an organization or 
business unit plans to receive, and plans to pay out, over a specified period of time’.

Budget year An accounting period covering twelve consecutive months.

Budgeting One of the IT financial management activities ensuring that the correct finance is 
defined for the provision of IT services. Budgeting can be broken down in annual 
budget and budget review activity.

Business According to ITIL V3, a business is defined as ‘an overall corporate entity or 
organization formed of a number of business units. In the context of ITSM, the 
term business includes public sector and not-for-profit organizations, as well 
as companies. An IT service provider provides IT services to a customer within 
a business. The IT service provider may be part of the same business as their 
customer (internal service provider), or part of another business (external service 
provider).’

Business (IT) service An IT service that is known by customer(s).

Business Service 
Catalog

Part of the Service Catalog containing those IT services visible to the customers.

Business unit According to ITIL V2, a business unit is defined as ’a segment of the business entity 
by which both revenues are received and expenditure are caused or controlled, 
such revenues and expenditure being used to evaluate segmental performance’.

Cash accounting A system of accounting in which revenues and costs are recognized when they 
actually occur (according to the related financial transaction, e.g. cash payment).

Change According to ITIL V3, change is defined as ‘the addition, modification or removal of 
anything that could have an effect on IT services. The scope should include all IT 
services, configuration items, processes, documentation etc.’

Change Advisory 
Board

According to ITIL V3, this is defined as ‘a group of people that advises the change 
manager in the assessment, prioritisation and scheduling of changes. This board is 
usually made up of representatives from all areas within the IT service provider, the 
business, and third parties such as suppliers’.

Charging One of the IT financial management activities aimed at charging customers for the 
supplied IT service.

Chart of Accounts System of accounting records developed by every organization to be compatible 
with its particular financial structure, and in agreement with the amount of detail 
required in its financial statements. It consists of a list of ledger account names and 
numbers showing classifications and sub-classifications, and serves as an index to 
locate a given account within the ledger.
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Capability Maturity 
Model (CMM)

According to ITIL V3, this is defined as ‘the Capability Maturity Model for software 
(also known as the CMM and SW-CMM) is a model used to identify best practices to 
help increase process maturity. CMM was developed at the Software Engineering 
Institute (SEI) of Carnegie Mellon University. In 2000, the SW-CMM was upgraded 
to CMMI® (Capability Maturity Model Integration). The SEI no longer maintains the 
SW-CMM model, its associated appraisal methods, or training materials.’

Capability Maturity 
Model Integration 
(CMMI)

According to ITIL V3, this is defined as ‘Capability Maturity Model® Integration 
(CMMI), a process improvement approach developed by the Software Engineering 
Institute (SEI) of Carnegie Mellon University. CMMI provides organizations with 
the essential elements of effective practices. It can be used to guide practice 
improvement across a project, a division, or an entire organization. CMMI helps 
integrate traditionally separate organizational functions, set practice improvement 
goals and priorities, provide guidance for quality practices, and provide a point of 
reference for appraising current practices. See http://www.sei.cmu.edu/cmmi/ for 
more information.’

Capacity management In ITIL V3, this is defined as ’the process responsible for ensuring that the capacity 
of IT services and the IT infrastructure is able to deliver agreed service level targets 
in a cost effective and timely manner’. 

Capacity manager Practice owner of capacity management practices.

Capacity Plan According to ITIL V3, this is defined as follows: ’a Capacity Plan is used to manage 
the resources required to deliver IT services. The plan contains scenarios for 
different predictions of business demand, and costed options to deliver the agreed 
service level targets.’

Capex Capital expenditures, or Capex, are expenditures incurred when an organization 
acquires or improves long-term assets that create future benefits (benefits in more 
than a year).

Capitalization Not to be confused with Capitalizing, capitalization may refer to the sum of a 
corporation’s long-term debt, stock and retained earnings (also called invested 
capital) or the market price of an entire company, calculated by multiplying 
the number of shares outstanding by the price per share (also called market 
capitalization).

Capitalizing In ITIL V3, this is defined as ’identifying major cost as capital, even though no asset 
is purchased. This is done to spread the impact of the cost over multiple accounting 
periods. The most common example of this is software development, or purchase of 
a software license.’ In a financial context, capitalizing is an accounting method used 
to delay the recognition of expenses by recording the expense as long-term assets. 
Capitalized expenditures (or Capex) are depreciated or amortized (see Depreciation 
and Amortization).

Cash flow statement The statement of cash flow is a financial report summarizing any changes in a 
company’s cash position.

Change In ITIL V3, change is defined as ’the addition, modification or removal of anything 
that could have an effect on IT services. The scope should include all IT services, 
configuration items, processes, documentation etc.’

Change management One of the IT service management processes. In ITIL V3, it is defined as ‘the process 
responsible for controlling the lifecycle of all changes. The primary objective of 
change management is to enable beneficial changes to be made, with minimum 
disruption to IT services.’ It is described in the Service Transition book.

Change manager Process owner of the change management process.

Charging One of the IT financial management activities aimed at charging customers for the 
use of IT services. 
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Chief Financial Officer The Chief Financial Officer (CFO) of a company or public agency is the corporate 
officer primarily responsible for managing the financial risks of the business or 
agency. This officer is also responsible for financial planning and record keeping, as 
well as financial reporting to higher management (in recent years, however, the role 
has expanded to encompass communicating financial performance and forecasts to 
the analyst community). The title is equivalent to finance director, commonly seen 
in the United Kingdom.

Chief Information 
Officer

The Chief Information Officer (CIO) is a job title for the board level head of 
Information Technology within an organization.

Configuration item In ITIL V3, this is defined as ‘any component that needs to be managed in order to 
deliver an IT service’.

Configuration 
management

According to ITIL V3, this is defined as ’the process responsible for maintaining 
information about configuration items required to deliver an IT service, including 
their relationships’.

Configuration 
Management Data 
Base (CMDB)

According to ITIL V3, this is defined as ’a database used to store configuration 
records throughout their lifecycle’.

Control Objectives 
for Information and 
related Technology 
(CobiT)

According to ITIL V3, this is defined as ’Control Objectives for Information and 
related Technology (CobiT), which provides guidance and best practice for the 
management of IT Processes. CobiT is published by the IT Governance Institute. See 
http://www.isaca.org/ for more information.’

Cost apportioning 
model

Set of principles and rules used to apportion costs to cost objects. A cost 
apportioning model is often considered part of a cost model.

Cost benefit analysis An investment appraisal technique.

Cost center A segment of a business or other organization, in which costs can be segregated, 
with the head of that segment being held accountable for expenses. Cost centers 
are established in large organizations to identify responsibility and to control costs. 

Cost element According to ITIL V3, this is defined as ’the middle level of category to which costs 
are assigned in budgeting and accounting. The highest level category is cost type. 
For example a cost type of “people” could have cost elements of payroll, staff 
benefits, expenses, training, overtime etc. cost elements can be further broken 
down to give cost units. For example the cost element “expenses” could include 
cost units of hotels, transport, meals etc.’

Cost model In order to calculate the costs of providing service it is necessary to design and 
build a framework in which all costs can be recorded and allocated or apportioned 
to specific customers or other activities. Such ‘cost models’ can be developed to 
show, for example, the cost of each service, the cost for each customer or the cost 
for each location. The usual start point is to develop a cost-by-customer cost model.

Cost object Any end to which a cost is assigned. Typical examples of cost objects are IT 
services, departments, customers.

Cost pool A collection of costs that are assigned to a cost object. Hardware or software are 
typical examples of cost pools.

Cost type According to ITIL V3, this is defined as ’the highest level of category to which costs 
are assigned in budgeting and accounting. For example hardware, software, people, 
accommodation, external and transfer.’

Cost unit According to ITIL V3, this is defined as ’the lowest level of category to which costs 
are assigned, cost units are usually things that can be easily counted (e.g. staff 
numbers, software licenses) or things easily measured (e.g. CPU usage, electricity 
consumed). Cost units are included within cost elements. For example a cost 
element of “expenses” could include cost units of hotels, transport, meals etc.’
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Customer According to ITIL V3, a customer is defined as ’someone who buys goods or 
services. The customer of an IT service provider is the person or group who defines 
and agrees the service level targets. The term “customers” is also sometimes 
informally used to mean users, for example “this is a customer focussed 
organization”.’

Delta management One of the IT financial management activities with the objective to manage deltas 
(deviations) between forecasted (balance at a date plus estimations to the end of 
budget period), or actual, versus budgeted costs and revenues.

Demand management According to ITIL V3, this is defined as ’activities that understand and influence 
customer demand for services and the provision of capacity to meet these 
demands. At a strategic level demand management can involve analysis of patterns 
of business activity and user profiles. At a tactical level it can involve use of 
differential charging to encourage customers to use IT services at less busy times.’

Deming cycle Synonym of Plan-Do-Check-Act.

Depreciation Depreciation is the measure of the reduction in the useful economic life of a capital 
item or asset. It will take into account the current value of the asset, the expected 
remaining length of life and any residual value of the asset at the end of its useful 
life. Finance departments will give guidance on the method of depreciation to be 
employed.

Direct cost A cost that is incurred for, and can be traced in full to a cost object.

Discounted payback 
(period)

A variant of payback technique.

Discretionary cost 
center

A classification of an organizational unit being responsible for costs whose 
relationships with revenues are existing but not well specified.

Economy of scale According to ITIL V3, this is defined as ’the reduction in average cost that is possible 
from increasing the usage of an IT service or asset’.

Economy of scope According to ITIL V3, this is defined as ’the reduction in cost that is assigned to 
an IT service by using an existing asset for an additional purpose – for example, 
delivering a new IT service from existing IT infrastructure’.

Financial Accounting 
System

See General Accounting System.

Financial controller A financial controller is a person who supervises accounting and financial reporting 
within an organization. A financial controller is an accountant in a business who 
oversees accounting and the implementation and monitoring of internal controls. 
In the United States, the United Kingdom, and Canada, a financial controller is a 
senior position within most companies, often reporting to a Chief Financial Officer.

Financial 
management

This term may refer to a discipline and/or an organizational function and/
or responsibilities and practices depending on the context in which it is used. 
Regardless of the subject (discipline, organizational function or responsibilities 
and practices), financial management deals with the raising of capital to finance an 
organization’s operations and its careful use.

Financial 
management for IT 
services

The set of practices responsible for managing an IT service provider’s budgeting, 
accounting and charging requirements.

Financial year See budget year.

Fiscal year A period of twelve months that is reported for economic results by organizations in 
order to define the amount of taxes to be paid.

Full cost According to ITIL V2, this is defined as ’the total cost of all the resources used in 
supplying a service – that is, the sum of the direct costs of producing the output, 
a proportional share of overhead costs and any selling and distribution expenses. 
Both cash costs and notional (non-cash) costs should be included, including the 
cost of capital.’
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General Accepted 
Accounting Principles 
(GAAP)

The overall conventions, rules, and procedures that define accepted accounting 
practice at a particular time in the United States.

General Accounting 
System

The set of accounting records that are used to log, when they occur, the facts having 
administrative relevance.

Incident According to ITIL V3, this is defined as ’an unplanned interruption to an IT service or 
a reduction in the quality of an IT service’.

Incident management According to ITIL V3, this is defined as ’the process responsible for managing the 
lifecycle of all incidents. The primary objective of incident management is to return 
the IT service to users as quickly as possible.’

Indirect cost A cost incurred in the course of making a product, providing a service or running 
a cost center or department, but which cannot be traced directly and in full to the 
product, service or department. Indirect costs are also referred to as overheads.’

Internal Rate of 
Return (IRR)

An investment appraisal technique.

International 
Accounting Standards

Many of the standards forming part of IFRS are known by the older name of 
International Accounting Standards (IAS). IAS was issued between 1973 and 2001 
by the board of the International Accounting Standards Committee (IASC). In April 
2001 the IASB adopted all IAS and continued their development, calling the new 
standards IFRS.

International 
Accounting Standards 
Board (IASB)

Standard setting body responsible for the development of International Financial 
Reporting Standards (IFRSs).

International 
Financial Reporting 
Standards

A set of international accounting standards stating how particular types of 
transactions and other events should be reported in financial statements. IFRSs 
are issued by the International Accounting Standards Board. IFRS are sometimes 
confused with International Accounting Standards (IAS), which are the older 
standards that IFRS replaced. (IASs were issued from 1973 to 2000.) 
The goal with IFRS is to make international comparisons as easy as possible. This 
is difficult because, to a large extent, each country has its own set of rules. For 
example, the United States GAAP is different from Canadian GAAP. Synchronizing 
accounting standards across the globe is an ongoing process in the international 
accounting community.

Investment center A classification of an organizational unit being responsible for investments.

Investment evaluation 
(appraisal)

An activity with the objective to determine the appropriateness of investing money 
to implement an initiative. When applied to IT projects, investment evaluation can 
be included in the set of IT financial management activities.

ISO/IEC 19770-1:2006 ISO specification for software asset management.

ISO/IEC 20000 ISO Specification and Code of Practice for IT service management.
ISO/IEC 20000 is aligned with ITIL best practices.

IT budget approver A person responsible for approving a part or the total budget together with the 
related IT budget owner(s) (who can be the same person). 

IT budget owner A person responsible for the budget inherent to a specific IT area or all IT. The 
budget owner authorizes expenditures within its domain and available budget.

IT financial controller A financial controller specializing in IT related topics.

IT financial 
management

This term may refer to a discipline and/or an organizational function and/
or responsibilities and practices depending on the context where it is used. 
Regardless of the subject (discipline, organizational function or responsibilities and 
practices), IT financial management deals with the evaluation, planning, funding, 
controlling and charging of IT investments and costs. For organizations in Scenario 
3, IT financial management corresponds to financial management and acquires a 
much wider scope that includes the previous.

IT financial manager Practice owner of IT financial management function.
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IT financial planning One of the IT financial management activities, element of planning.

IT Infrastructure 
Library (ITIL)

A set of best practice guidance for IT service management. ITIL is owned by the 
UK Office of Government Commerce (OGC) and consists of a series of publications 
giving guidance on the provision of quality IT services, and on the practices and 
facilities needed to support them. See www.itil.co.uk for more information.

IT service In ITIL V3, this is defined as ’a service provided to one or more customers by an 
IT service provider. An IT service is based on the use of Information Technology 
and supports the customer’s business processes. An IT service is made up from 
a combination of people, processes and technology and should be defined in a 
Service Level Agreement.’

IT service 
management

In ITIL V3, this is defined as: ’the implementation and management of quality IT 
services that meet the needs of the business. IT service management is performed 
by IT service providers through an appropriate mix of people, process and 
Information Technology.’

IT service provider In ITIL V3, this is defined as ’a service provider that provides IT services to internal 
customers or external customers’.

Kaizen Kaizen ( , Japanese for ‘continuous improvement’) is a Japanese philosophy that 
focuses on continuous improvement throughout all aspects of life. 
When applied to the workplace, Kaizen activities continually improve all functions 
of a business, from manufacturing to management and from the CEO to the 
assembly line workers.

Kaizen Event Any action whose output is intended to be an improvement to an existing process. 
Kaizen Events are commonly referred to as a tool that:
1) gathers operators, managers, and owners of a process in one place
2) maps the existing process (using a deployment flowchart, in most cases)
3) improves on the existing process
4) solicits buy-in from all parties related to the process.

Key Performance 
Indicator (KPI)

According to ITIL V3, this is defined as ’a metric that is used to help manage a 
practice, IT service or activity. Many metrics may be measured, but only the most 
important of these are defined as KPIs and used to actively manage and report on 
the practice, IT service or activity. KPIs should be selected to ensure that efficiency, 
effectiveness, and cost effectiveness are all managed’.

Management 
Accounting System

Set of records, integrating those provided by the General Accounting Systems, 
needed to supply the requested information about the facts of economical 
relevance for the company.

Market price Definition of the price of goods and services based on the market offer and 
competition.

Maturity In ITIL V3, this is defined as ’a measure of the reliability, efficiency and effectiveness 
of a practice, function, organization etc. The most mature practices and functions 
are formally aligned to business objectives and strategy, and are supported by a 
framework for continual improvement.’

Maturity level In ITIL V3, this is defined as ’a named level in a maturity model such as the Carnegie 
Mellon Capability Maturity Model Integration’.

Metrics A standard for measuring or evaluating something.

Net book value The net book value of an asset is the capitalized cost minus the depreciation 
written-off to date.

Net present value An investment appraisal technique, which calculates the difference between the 
present value of the future cash flows from an investment and the amount of 
investment.

Notional charging In ITIL V3, this is defined as ’an approach to charging for IT services. Charges to 
customers are calculated and customers are informed of the charge, but no money 
is actually transferred. Notional charging is sometimes introduced to ensure that 
customers are aware of the costs they incur or as a stage during the introduction of 
real charging.’
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Operating capital Also known as working capital, it is equal to net liquid assets computed by 
deducting current liabilities from current assets. Sources of working capital are 
net income, long-term loans (non-current liabilities), sale of capital (non-current) 
assets, and injection of funds by the owners (stockholders). The amount of 
available working capital is a measure of an organization’s ability to meet its short-
term obligations.

Operational Level 
Agreement (OLA)

In ITIL V3, this is defined as ’an agreement between an IT service provider and 
another part of the same organization’.

Opex An operating expense (operating expenditure, operational expense, operational 
expenditure) or Opex is an ongoing cost for running a product, business, or system.

Overheads See Indirect cost.

Passive cycle A set of related activities, starting from the identification of the need for buying 
something and terminating with the payment of the goods/services purchased, 
including all the intermediate steps, e.g. ordering, receipts management, invoice 
control, accounting and supplier management.

Payback (period) An investment appraisal technique.

Periodic closure One of the accounting activities with the objective to determine and report actual 
costs and revenues relating to IT at the end of each reporting period (e.g. month) 
into which a budget year has been divided.

Periodic forecast One of the IT financial management activities with the objective to define the costs 
and revenues from a certain instant (e.g. when a forecast is required) to the end of a 
period (e.g. a budget period).

Pilot In ITIL V3, this is defined as ’a limited deployment of an IT service, a release or 
a process to the live environment. A pilot is used to reduce risk and to gain user 
feedback and acceptance’.

Planning A business activity with the objective to define initiatives and to predict and control 
the spending of money to achieve the business objectives in the medium/long 
term. 

Plan-Do-Check-Act According to ITIL V3, this is defined as ’a four stage cycle for process management, 
attributed to Edward Deming. Plan-Do-Check-Act is also called the Deming Cycle.
PLAN: Design or revise processes that support the IT services.
DO: Implement the plan and manage the processes.
CHECK: Measure the processes and IT services, compare with Objectives and 
produce reports
ACT: Plan and implement changes to improve the processes.’

Policy management One of the IT financial management activities with the specific objective to define 
and maintain the related policies.

Pricing One of the IT financial management activities with the objective to determine the 
selling price of IT services.

Profit and loss 
statement

A financial report used to provide evidence of company performance. It can be 
referred to any evaluated object, such as the whole company, a department or 
function (such as IT), a cost center, a customer, a product or service, etc.

Profit center In the IT service management context, this is a type of IT organization that acts 
as a business in its own right, although its objectives are set by the organization 
as a whole. IT is run as a business with profit objectives. In accounting, this is a 
classification of an organizational unit that is responsible for profit and therefore 
for both costs and revenues.

Projects IN Controlled 
Environment 2 
(PRINCE2)

The standard UK government methodology for project management.  
See http://www.ogc.gov.uk/prince2/ for more information.

RACI According to ITIL V3, this is defined as ’a model used to help define roles and 
responsibilities. RACI stands for Responsible, Accountable, Consulted and 
Informed.’
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Recovery center Where an IT unit analyses its full expenditure and investments so that they may be 
recovered from customers, usually by formal charging but without profit.

Request For Change 
(RFC)

In ITIL V3, this is defined as ’a formal proposal for a change to be made. An 
RFC includes details of the proposed change, and may be recorded on paper or 
electronically.’ 

Return On Investment 
(ROI)

An investment appraisal technique.

Revenue center A classification of an organizational unit that is responsible for revenues.

Scenario(s) In this book we use the term ‘scenario’ to mean one of the possible contexts 
which influence the characteristics of IT financial management. In particular, three 
scenarios have been identified:
1.  IT financial management for internal IT departments
2.  IT financial management for internal IT service providers
3.  IT financial management for market IT service providers

Service See IT service.

Service Catalog In ITIL V3, this is defined as ’a database or structured document with information 
about all live IT services, including those available for deployment’.

Service Improvement 
Plan

A formal plan to implement improvements to a process, practice, or IT service.

Service level In ITIL V3, this is defined as ’measured and reported achievement against one or 
more service level targets. The term “service level” is sometimes used informally to 
mean “service level target”.’

Service Level 
Agreement (SLA)

In ITIL V3, this is defined as ’an agreement between an IT service provider and a 
customer. The SLA describes the IT service, documents service level targets, and 
specifies the responsibilities of the IT service provider and the customer. A single 
SLA may cover multiple IT services or multiple customers.’

Service level 
management

In ITIL V3, this is defined as “The process responsible for negotiating Service 
Level Agreements, and ensuring that these are met”. Service level management is 
responsible for ensuring that all IT service management activities, Operational Level 
Agreements, and Underpinning Contracts are appropriate for the agreed service 
level targets. Service level management monitors and reports on service levels, and 
holds regular customer reviews.

Service level manager Process owner of service level management process.

Service level target According to ITIL V3, this is defined as ’a commitment that is documented in a 
Service Level Agreement’.

Service portfolio According to ITIL V3, this is defined as ’the complete set of services that are 
managed by a service provider’.

Service portfolio 
management

According to ITIL V3, this is defined as ’the process responsible for managing the 
service portfolio. Service portfolio management considers services in terms of the 
business value that they provide.’

Service provider In ITIL V3, this is defined as ’an organization supplying services to one or more 
internal customers or external customers. “Service provider” is often used as an 
abbreviation for “IT service provider”.’

Software Asset 
Management (SAM)

According to ITIL V2, this is defined as ’Software Asset Management (SAM), which 
is all of the infrastructure and processes necessary for the effective management, 
control and protection of the software assets within an organization, throughout all 
stages of their lifecycle’.

Standard cost According to ITIL V2, this is defined as ’a pre-determined calculation of how 
much costs should be under specified working conditions. It is built up from an 
assessment of the value of cost elements and correlates technical specifications 
and the quantification of materials, labor and other costs to the prices and/or 
wages expected to apply during the period in which the standard cost is intended 
to be used. Its main purposes are to provide bases for control through variance 
accounting, for the valuation of work in progress and for fixing selling prices.’
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Statement of 
Requirements (SoR)

According to ITIL V3, this is defined as ’a document containing all requirements for 
a product purchase, or a new or changed IT service’.

Supplier According to ITIL V3, this is defined as ’a third party responsible for supplying 
goods or services that are required to deliver IT services’.

Technical service An IT service that is not known by customer(s) and is supporting other IT services. 

Technical Service 
Catalog

Part of the Service Catalog containing those IT services not directly visible to the 
customers but supporting other IT services.

Third party According to ITIL V3, this is defined as ’a person, group, or business that is not 
part of the Service Level Agreement for an IT service, but is required to ensure 
successful delivery of that IT service. For example a software supplier, a hardware 
maintenance company, or a facilities department. Requirements for third parties are 
typically specified in underpinning contracts or Operational Level Agreements.’

Total Cost of 
Ownership (TCO)

In ITIL V3, this is defined as ’a methodology used to help make investment 
decisions. TCO assesses the full lifecycle cost of owning a configuration item, not 
just the initial cost or purchase price.’

Transfer price The amount recorded in a company’s accounting records when one business unit 
sells (transfers) a good or service to another one.

Underpinning 
contract

According to ITIL V3, this is defined as ’a contract between an IT service provider 
and a third party. The third party provides goods or services that support delivery 
of an IT service to a customer. The underpinning contract defines targets and 
responsibilities that are required to meet agreed service level targets in an SLA.’

User According to ITIL V3, a user is defined as ’a person who uses the IT service on a 
day-to-day basis. Users are distinct from customers, as some customers do not use 
the IT service directly.’

Variance analysis According to ITIL V2, this is defined as ’an analysis of the factors that have caused 
the difference between the pre-determined standards and the actual results’.

Annual closure One of the accounting activities with the objective to determine and report actual 
costs and revenues relating to IT at the end of the budget year.
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9.2	 Acronyms list

BSC Balanced Scorecard

BU Business unit

CAB Change Advisory Board

CFO Chief Financial Officer

CI Configuration item

CIO Chief Information Officer

CMDB Configuration Management Data Base

CMM Capability Maturity Model

CMMI Capability Maturity Model Integration

CobiT Control Objectives for Information and related Technology

CSI Continual Service Improvement

DCF Discounted Cash Flow

FD Financial department

GAAP General Accepted Accounting Principles

GAS General Accounting System

IAS International Accounting Standards

IASB International Accounting Standards Board

IFRS International Financial Reporting Standards

IRR Internal Rate of Return

IT Information Technology

ITFC IT financial controller

ITFM IT financial management

ITIL IT Infrastructure Library

KPI Key Performance Indicator

MAS Management Accounting System

NPV Net Present Value

OLA Operational Level Agreement

PDCA Plan-Do-Check-Act

PMF Process Maturity Framework

PRINCE2 Projects IN Controlled Environments 2

P&L Profit and loss statement

RFC Request For Change

ROI Return On Investment

ROIC Return On Invested Capital

SAM Software Asset Management

SIP Service Improvement Plan

SLA Service Level Agreement

SoR Statement of Requirements

TCO Total Cost of Ownership
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10	 Templates

10.1	 Levels of maturity according to the Process Maturity 
Framework

This section illustrates the characteristics of the maturity levels according to the process maturity 
framework as described in ITIL V3. The maturity framework is aligned with the Software 
Engineering Institute Capability Maturity Model® Integration (SEI CMMI) and their various 
maturity models including the evolving CMMI-SVC, which focuses on the delivery of services.

10.1.1	 Initial (Level 1) 
The process has been recognized but there is little or no process management activity and it 
is allocated no importance, resources or focus within the organization. This level can also be 
described as ‘ad hoc’ or occasionally even ‘chaotic’.

10.1.2	 Repeatable (Level 2) 
The process has been recognized and is allocated little importance, resource or focus within 
the operation. Generally activities related to the process are uncoordinated, irregular, without 
direction and are directed towards process effectiveness.

Vision and steering Minimal funds and resources with little activity
Results temporary, not retained
Sporadic reports and reviews

Process Loosely defined processes and procedures, used reactively when problems occur
Totally reactive processes
Irregular, unplanned activities

People Loosely defined roles or responsibilities

Technology Manual processes or a few specific, discrete tools (pockets/islands)

Culture Tool and technology-based and driven with a strong activity focus

Table 10.1 PMF Level 1: initial (source OGC)

Vision and steering No clear objectives or formal targets
Funds and resources available
Irregular, unplanned activities, reporting and reviews

Process Defined processes and procedures
Largely reactive process
Irregular, unplanned activities

People Self-contained roles and responsibilities

Technology Many discrete tools, but a lack of control
Data stored in separate locations

Culture Product and service-based and driven

Table 10.2 PMF Level 2: repeatable (source OGC)
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10.1.3	 Defined (Level 3)
The process has been recognized and is documented but there is no formal agreement, acceptance 
or recognition of its role within the IT operation as a whole. However, the process has a process 
owner, formal objectives and targets with allocated resources, and is focused on the efficiency as 
well as the effectiveness of the process. Reports and results are stored for future reference.

10.1.4	 Managed (Level 4)
The process has now been fully recognized and accepted throughout the IT organization. It is 
service focused and has objectives and targets that are based on business objectives and goals. 
The process is fully defined, managed and has become proactive, with documented, established 
interfaces and dependencies with other IT process.

10.1.5	 Optimizing (Level 5)
The process has now been fully recognized and has strategic objectives and goals aligned with 
overall strategic business and IT goals. These have now become ‘institutionalized’ as part of 

Vision and steering Documented and agreed formal objectives and targets
Formally published, monitored and reviewed plans
Well-funded and appropriately resourced
Regular, planned reporting and reviews

Process Clearly defined and well-publicized processes and procedures
Regular, planned activities
Good documentation
Occasionally proactive process

People Clearly defined and agreed roles and responsibilities
Formal objectives and targets
Formalized process training plans

Technology Continuous data collection with alarm and threshold monitoring
Consolidated data retained and used for formal planning, forecasting and trending

Culture Service and customer-oriented with a formalized approach

Table 10.3 PMF Level 3: defined (source OGC)

Vision and steering Clear direction with business goals, objectives and formal targets, measured 
progress
Effective management reports actively used
Integrated process plans linked to business and IT plans
Regular improvements, planned and reviewed

Process Well-defined processes, procedures and standards, included in all IT staff job 
descriptions
Clearly defined process interfaces and dependencies
Integrated service management and systems development processes
Mainly proactive process

People Inter- and intra-process team working
Responsibilities clearly defined in all IT job descriptions

Technology Continuous monitoring measurement, reporting and threshold alerting to a 
centralized set of integrated toolsets, databases and processes

Culture business focused with an understanding of the wider issues

Table 10.4 PMF Level 4: managed (source OGC)
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the everyday activity for everyone involved with the process. A self-contained continual process 
of improvement is established as part of the process, which is now developing a pre-emptive 
capability.

10.2	 ISO/IEC 20000 for IT financial management

The relationship between IT financial and ISO/IEC 20000 has already been briefly introduced 
in 7.5.5. Here, we want to briefly summarize the contents of the standard inherent IT financial 
management, which is mainly discussed in clause 6.4 budgeting and accounting for IT services 
of part one and part two of the standard. Part one contains the SHALLs, those elements that are 
mandatory to be compliant and certified according to ISO/IEC 20000, while part two contains 
the SHOULDs, the good practices that should be adopted relating to the subject.

10.2.1	 Content of SHALLs
Part one of ISO/IEC 20000 requires:
•	 budgeting and accounting for the cost of service provision
•	 existence of policies and processes
•	 sufficient detail of costs to enable financial control and decision making
•	 monitoring and reporting of actual costs against budget and forecasting
•	 assessment of financial impact of all changes through the change management process

Some important aspects can also be derived from the ‘shall’ concerning policies:
•	 budgeting and accounting for all IT components is required
•	 costs shall be either direct or indirectly apportioned to services

10.2.2	Content of SHOULDs
Part two of ISO/IEC 20000 recommends:
•	 full understanding of charging mechanisms by involved parties (when charging is per

formed)

Vision and steering Integrated strategic plans inextricably linked with overall business plans, goals 
and objectives
Continuous monitoring, measurement, reporting alerting and reviews linked to a 
continual process of improvement
Regular reviews and/or audits for effectiveness, efficiency and compliance

Process Well-defined processes and procedures part of corporate culture
Proactive and pre-emptive process

People Business aligned objectives and formal targets actively monitored as part of the 
everyday activity
Roles and responsibilities part of an overall corporate culture

Technology Well-documented overall tool architecture with complete integration in all areas of 
people, processes and technology

Culture A continual improvement attitude, together with a strategic business focus. An 
understanding of the value of IT to the business and its ole within the business 
alue chain

Table 10.5 PMF Level 5: optimizing (source OGC)
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•	 taking into consideration general accounting practices of the whole of the service provider’s 
organization

•	 policies should define the level of detail of budgeting and accounting considering cost types 
to be managed, apportionment of overhead costs, granularity of the customers’ business, rules 
governing the variances against budget, links to service level management

•	 the level of investment in processes should be based on the needs of the customers, service 
provider and suppliers of financial details

•	 budgeting should take into account planned changes to services and manage shortfalls if any
•	 cost tracking against the budget should provide early warning of variances
•	 decision about service provision should be based on cost effectiveness comparisons
•	 cost models should be able to demonstrate the costs of service provision
•	 accounts should demonstrate over and under-spending and the costs of low service levels or 

loss of service

10.3	 CobiT and IT financial management

CobiT is a very popular and widely adopted control framework for IT governance, which has 
now reached version 4.1. IT governance is the responsibility of executives and the board of 
directors, and consists of the leadership, organizational structures and processes that ensure that 
the enterprise’s IT sustains and extends the organization’s strategies and objectives.
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Figure 10.1 CobiT 4.1 components and relationships among them (source ISACA)
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The key components of the model are processes. The framework identifies 34 of them, grouped 
in four domains: 
•	 Plan and Organize (PO) – provides direction to solution delivery (AI) and service delivery 

(DS)
•	 Acquire and Implement (AI) – provides the solutions and passes them to be turned into 

services
•	 Deliver and Support (DS) – receives the solutions and makes them usable for end users
•	 Monitor and Evaluate (ME) – monitors all processes to ensure that the direction provided is 

followed.

For each process, CobiT provides useful information and inputs to control it and also, to some 
extent, to design. In particular, there are key activities, RACI (responsibility and accountability 
charts), performance indicators and a maturity model.

Some of the 34 processes are strictly related to IT financial management, in particular:
•	 PO5 Manage the IT Investment
•	 DS6 Identify and Allocate Costs.

10.3.1	 PO5 Manage the IT Investment
This process is aimed at continuously and demonstrably improving IT’s cost-efficiency and its 
contribution to business profitability with integrated and standardized services that satisfy end-
user expectations. Activities performed are:
•	 maintain the program portfolio
•	 maintain the project portfolio
•	 maintain the service portfolio
•	 establish and maintain the IT budgeting process
•	 identify, communicate and monitor IT investments, cost and value to business.

If compared to the activity reference schema described in Chapter 4, the last two activities 
correspond to:
•	 investment evaluation
•	 annual budget
•	 budget review
•	 periodic forecast
•	 delta management

Management of portfolios is not a topic discussed in this book; it has been considered as part of 
strategic activities (see Figure 4.6).

10.3.2	DS6 Identify and Allocate Costs
This process is aimed at ensuring transparency and understanding of IT costs and improving 
cost-efficiency through well-informed use of IT services. Activities are:
•	 map the IT infrastructure to services provided/business processes supported
•	 identify all IT costs (e.g., people, technology) and map them to IT services on a unit cost 

basis
•	 establish and maintain an IT accounting and cost control process
•	 establish and maintain charging policies and procedures.
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If compared to the activity reference schema described in Chapter 4, this corresponds to:
•	 periodic closure
•	 annual closure
•	 charging.

DS6 is also concerned with the definition and maintenance of the cost model. In this book, 
managing the cost model is spread among different practices and activities: policy management, 
IT financial management design and continual improvement. Defining the cost model is an 
initial and an ongoing activity of IT financial management.

Mapping the IT infrastructure with services has not been described in this book as it has 
been considered a task of configuration management, one of the core IT service management 
processes.

10.4	 Techniques enabling improvement

10.4.1	 Assessments
Assessments are the formal mechanisms for comparing the operational process environment to 
the performance standards for the purpose of measuring improved process capability and/or to 
identify potential shortcomings that could be addressed. The use of assessments has already been 
introduced in section 6.1 when discussing how to introduce IT financial management and, in 
particular, to understand and determine the initial situation. The use of best practices such as 
CMMI, CobiT or the process maturity framework described in section 10.1, or standards such 
as ISO/IEC 20000, is extremely useful to quickly identify the aspects to be assessed. Among 
frameworks, ISO/IEC 15504 provides a structured and complete approach for the assessment of 
practices. In particular, it can be used for the following purposes:
•	 by or on behalf of an organization with the objective of understanding the state of its own 

practices for improvement
•	 by or on behalf of an organization with the objective of determining the suitability of its own 

practices for a particular requirement or set of requirements
•	 by or on behalf of one organization with the objective of determining the suitability of another 

organization’s practices for a particular contract or set of contracts.

The scope of the assessment can be limited to practice aspects or include people and technology. 
This will influence the number of attributes that will be considered for comparison with the 
target maturity model.

Assessments can be conducted internally (self-assessment) or by external people. Table 10.6 
shows the advantages and disadvantages of each approach. Whatever the approach, assessments 
offer significant benefits:
•	 they can provide an objective perspective of the current operational practice state compared 

to a standard maturity model and a process framework. Through a thorough assessment, an 
accurate determination of any practice gaps can be quickly completed, recommendations put 
forward and action steps planned
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•	 a well-planned and well-conducted assessment is a repeatable practice. Thus assessment is a 
useful management practice in measuring practice over time and in establishing improvement 
targets or objectives

•	 using a common or universally accepted maturity framework, applied to a standard process 
framework, can serve to support comparing the organization’s process maturity to industry 
benchmarks. 

There are some possible issues in performing assessments:
•	 an assessment provides only a snapshot in time of the practice environment. If the context is 

dynamic, it is probably not the main technique to be adopted for continual monitoring.
•	 The assessment can become an end in itself rather than the means to an end. Rather 

than focusing on improving the efficiency and effectiveness of practices through practice 
improvement, organizations can adopt a mindset of improving practices for the sake of 
achieving maturity targets

•	 assessments are labor-intensive efforts. Resources are needed to conduct the assessments in 
addition to those responding such as practice or tool practitioners, management and others. 
When preparing for an assessment, there should be an honest estimate of the time required 
from all parties 

•	 assessments attempt to be as objective as possible in terms of measurements and assessment 
factors, but assessment results are still subject to the opinion of assessors. Thus, assessments 
are subjective and the results can have a bias based on the attitudes, experience and approach 
of the assessors 

•	 without responsibilities in place for continual improvement and clear objectives, follow-up 
and corrective actions may remain still.

Assessments can be used as a starting point of the seven-step improvement process (Figure 6.4), 
replacing or reinforcing a Balanced Scorecard.

Table 10.6 Comparison of external versus internal assessments (source OGC)

Using external resources for assessments

Pro: Con:

Objectivity
Expert ITIL knowledge
Brod exposure to multiple IT organizations
Analytical skills
Credibility
Minimal Impact to coperations

Cost
Risk of acceptance
Limited knowledge of existing environments
Improper preparation affects effectiveness

Performing self-essessments

Pro: Con:

No expensive consultants
Self-assessments available for free
Promotes Internal cooperation and communication
Good place to get started
Internal knowledge of environment

Lack of objectivity (internal agendas)
Little acceptance of findings
Internal politics
Limited knowledge or skills
Resource Intensive
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10.4.2	Auditing
Auditing is a term that can be used in several contexts. In financial management, it is normally 
interpreted as a systematic practice of objectively obtaining and evaluating evidence on assertions 
about economic actions and events to ascertain the degree of correspondence between those 
assertions and established criteria and communicating the results to interested users. In this 
context, audit is to be considered a financial (not IT financial) topic and is normally executed every 
year in many organizations, as it becomes a mandatory practice depending on the organization’s 
size and local rules.

In the audit activity, always performed with appropriate segregation of duties and independence, 
the assertions about which the auditor seeks objective evidence relate to the reliability and 
integrity of financial and, occasionally, operating information. The examination of the objective 
evidence underlying the financial data may identify errors to be rectified and suggestions for 
improving the practices. This clearly applies to IT financial data and to IT financial management 
practices as well.

Another context where the term auditing is used is in information systems auditing. In this 
domain, auditing is a systematic and documented activity, performed by skilled people, with the 
objective to verify that the information systems of an organization are compliant with norms, 
internal regulations and/or policies. The auditing activity usually has two core objectives:
•	 to verify that information computed by systems is correct and complete
•	 to assure that information systems are reliable and secure.

Information systems audit is often part of a larger internal auditing department. The frequency 
of audits is dependent on the objectives and previously met problems but, typically, it is 
performed at least once a year. Information systems audit is focused on the systems used by the 
business and on the activities that are executed by the IT department to govern the provision of 
services. Information systems auditors generally use CobiT best practices to verify how well the 
information system is controlled. This is possible by means of CobiT’s control objectives, which 
provide the critical insight needed to delineate a clear policy and good practice for IT controls. 
Included in the framework are the statements of desired results or purposes to be achieved by 
implementing the 214 specific and detailed control objectives throughout the 34 high-level IT 
practices. This includes the control objectives for IT financial management practices, detailed in 
processes PO5 Manage the IT Investment and DS6 Identify and Allocate Costs of the framework. 
CobiT provides a maturity model for processes and an approach to derive the relevant control 
objectives, starting from business goals and passing through IT goals. It also provides a complete 
set of metrics, helpful to measure performances of practices.

By means of CobiT, information systems auditing is able to understand and to agree with 
business management which controls for which IT practices should be implemented. Using these 
targets and verifying the status of implementation creates a concrete opportunity to improve IT 
practices, keeping them aligned with business objectives and needs.

10.4.3	Benchmarking
Benchmarking (also known as ‘best practice benchmarking’ or ‘process benchmarking’) is an 
activity used in management, particularly strategic management, in which different organizations 
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evaluate various aspects of their practices in relation to best practices, usually within their own 
sector. This enables organizations to develop plans on how to adopt such best practices, usually 
with the aim of increasing some aspects of performance. Benchmarking may be a one-time event, 
but is often treated as a continual process in which organizations continually seek to challenge 
their practices. 

Benchmarking can be focused on specific areas, for example IT financial management, and 
it involves cooperation with others as benchmarking partners learn from each other where 
improvements can be made. To use the benchmarking technique successfully, it is necessary to:
•	 ensure senior management support
•	 compare practices, not outputs – comparisons with organizations in the same sector are 

unlikely to identify the significant improvements that have been made elsewhere or overturn 
the conventions of the sector

•	 involve practice owners – their involvement encourages acceptance and buy-in by those who 
will be affected immediately by the changes required to improve performance

•	 set up benchmarking teams – as a benchmarking culture develops, people will apply the 
method as part of the normal way in which they manage their work

•	 acquire the skills – people who undertake benchmarking require a small amount of training and 
guidance; an experienced in-house facilitator or external consultant will probably be required 
to provide technical assurance and encouragement in the application of the method.

Benchmarking may involve several parties, depending on the scenario adopted: the customer 
(who pays for IT services), the user or consumer of IT services, the internal service provider, 
its suppliers and benchmarking partners. It can be applied at various levels from relatively 
straightforward in-house comparisons through to an industry-wide search for best practice. We 
will now explore the seven-step improvement process (Figure 6.4), executed by means of the 
benchmarking technique:

What should we measure?
•	 Draw up a preliminary list of potential benchmarking partners (these may be within the 

organization or outside).
•	 Within IT financial management, define the activities to be benchmarked (such as budgeting 

activity).
•	 Identify suitable Key Performance Indicators.

What can we measure?
•	 Check the availability of resources required for the study.
•	 Check the availability of benchmarking partners.
•	 Confirm the key performance measures or indicators.
•	 Agree the plan and its implementation.

Gathering and processing:
•	 Collect information about key performance measure or indicators.
•	 Compute and share benchmarking information among partners.
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Analyzing:
•	 Confirm the best potential benchmarking partner and make a preliminary assessment of 

gaps.
•	 Establish contacts and visits, if appropriate, to validate and substantiate the information.
•	 Compare the existing practice with that of the benchmarking partner to identify differences 

and innovations.
•	 Agree targets for improvement that are expected as a result of adopting the benchmarking 

partner’s ways of doing things.

Presenting and using information:
•	 Communicate the results of the study throughout the relevant parts of the organization and 

to the benchmarking partner.
•	 Plan how to achieve the improvements.

Taking corrective action:
•	 Identify and rectify anything that may have caused the organization to fall short of its target.
•	 Communicate the results of the changes implemented to the organization and the 

benchmarking partner.
•	 Consider benchmarking again to continue the improvement.

Benchmarking is a moderately expensive activity. The three main types of costs are visit costs, 
time costs (effort of people involved in data collection and analysis), benchmarking database 
costs (creation and maintenance of a database containing the data of all participants).

10.4.4	Six Sigma
Six Sigma is a methodology, existing since 1986, that can be used to improve any kind of practices, 
including IT practices. Sigma is a statistical measure of standard deviation from a ‘normal’ or 
statistical population. In lay terms, achieving six sigma of accuracy in the construction of a product 
adhering to Six Sigma methodology would translate into incurring no more than 3.4 defects per 
million opportunities. In some context, for example manufacturing, six sigma becomes a target 
to achieve as the number of executions of the activities is very high. In our domain, IT financial 
management, this is not applicable as the number of instances of activities is much lower (such as 
budgeting, performed once a year). However, the method may be applicable with more realistic 
objectives, especially when activities have a quantitatively relevant number of instances.

We will not enter into further details of the methodology, which may be found in literature 
(Boer, 2006). The key point is that Six Sigma can support the execution of the seven steps of 
process improvement (Figure 6.4) with a structured and clear set of activities and techniques.

10.4.5	ISO/IEC 20000
ISO/IEC 20000 is the first international standard for IT service management and is composed 
of two parts. Part one, Specification, defines the requirements for a service provider to deliver 
managed services of an acceptable quality for its customers. To be compliant with the ISO/
IEC 20000 standard, these requirements shall be satisfied. Part two, Code of Practice, describes 
the best practices for service management within the scope of part one. These recommended 
practices should be adopted by a service provider.
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Figure 10.2 shows the service management practices that are included in the standard. Many 
of these derive from ITIL V2 service support and service delivery practices. Two activities 
(budgeting and accounting for IT services), belonging to IT financial management, are included. 
In particular, the requirements for these activities are stated in section 6.4 of part one and the 
implementation guidelines in section 6.4 of part two. Since charging is an optional activity, the 
standard does not cover it.

The standard adds three important sections of requirements to those dedicated to the activities: 
planning and implementing service management, requirements for a management system and, 
finally, planning and implementing new or changed services.

The aims of the standard are multiple:
•	 to be used as a guide to procuring services
•	 to align the approaches of multiple IT services suppliers in a supply chain
•	 to benchmark
•	 as the basis for independent assessments
•	 to demonstrate the commitment to provide services that meet customer requirements
•	 to improve service through the effective application of practices to monitor and improve 

service quality.

As ISO/IEC 20000 contains some IT financial management activities, in particular budgeting 
and accounting, it can be used for many of the aims above listed in these domains. 

The standard is suitable to be required for suppliers of IT organizations in Scenario 1, and to be 
adopted by IT service providers in Scenario 2 and, especially, Scenario 3. 

Figure 10.2 Service management practices of ISO/IEC 20000
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Section 7.4 has described a possible approach for continual practice improvement based on the 
Plan-Do-Check-Act methodology (the Deming cycle). Section 4 of the standard, ‘Planning and 
implementing service management’, is focused on the service improvement cycle, performed on 
the basis of the same methodology (see Figure 10.3).

ISO/IEC 20000 provides specific requirements (part one, section 4) and guidelines (part two, 
section 4) for each step of the Deming cycle, thus providing practical guidance in order to 
continually improve service management activities, including budgeting and accounting.

Figure 10.3 Plan-do-check-act methodology for improvement of service management practices in ISO/IEC 20000
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Appendix A. Basic concepts for IT service 
management

A major aspect and benefit of ITIL is that it provides a common glossary and standard jargon 
that can be used across the IT service management industry. ITIL terminology is predominantly 
used in this book. 

A1. Good Practice 

Good practices such as ITIL, which have been adopted by many, can be used as a solid basis for 
organizations that want to improve their IT services. A good approach is to select widely available 
frameworks and/or standards, such as ITIL, CobiT, CMMI, PRINCE2® and ISO/ IEC 20000. 
All of these can be applied to many different real-life environments and situations. Training is 
also widely available, making it much easier to develop staff with the required knowledge and 
skills.

Proprietary knowledge is often claimed to be good practice, however it is often customized for the 
context and needs of a specific organization. Therefore, it may be difficult to adopt or replicate, 
particularly where multiple suppliers are involved, and therefore it may not be as effective  
in use.

A2. Service

A service creates value for the customer. ITIL describes a service as follows: 

A service is a means of delivering value to customers by facilitating outcomes the customers 
want to achieve without the ownership of specific costs or risks.

Outcomes (or outputs) are made possible by the performance of tasks. They are often limited in 
what they can achieve by a number of constraints. Services enhance performance and can reduce 
the pressure of constraints. This increases the chances of the desired outcomes being realized.

ITIL V3 has the concept of a Service Portfolio and The Service Catalogue. The Service Portfolio 
includes all services that are in development, in live use, or retired. The Service Catalogue 
represents the services that are available to the customers. 
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A3. Value

Value is the core of the ITIL service concept. 

From the customer’s perspective value consists of two core components: utility and  
warranty. Utility is what the customer receives, and warranty is how it is provided1. 

Another way of looking at this is to consider the following:
•	 Utility = fit for purpose. Does it meet the specification?
•	 Warranty = fit for use. Will it perform, will it be available when required?

A4. Service management

ITIL describes service management as follows:

Service management is a set of specialized organizational capabilities for providing value to 
customers in the form of services.

A5. Systems

ITIL describes the organizational structure concepts which proceed from system theory. The 
service lifecycle in ITIL V3 is a system; however, a function, a process or an organization is a 
system as well. A definition of a system is the following.

A system is a group of, interrelating, or interdependent components that form a unified 
whole, operating together for a common purpose.

Feedback and learning are two key aspects in the performance of systems; they turn processes, 
functions and organizations into dynamic systems. Feedback can lead to learning and growth, 
not only within a process, but also within an organization in its entirety. Within a process, for 
instance, the feedback about the performance of one cycle is, in its turn, input for the next 
process cycle. Within organizations, there can be feedback between processes, functions and 
lifecycle phases. Behind this feedback is the common goal: attaining the customer’s objectives.

A6. Processes versus functions

The distinction between functions and processes is important in ITIL. So what exactly is a 
function?

1	 The concepts utility and warranty are described in the ITIL version three book “Service Strategy”.
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A function is a subdivision of an organization that is specialized in fulfilling a specified type 
of work, and is responsible for specific end results.
Functions are independent subdivisions with capabilities and resources that are required for 
their performance and results. They have their own practices and their own knowledge body.

And what is a process?

A process is a sequence of interrelated or interacting activities designed to accomplish a de-
fined objective in a measurable and repeatable manner, transforming inputs into outputs.

Processes convert inputs to outputs, and ultimately into outcomes. They use measures to assist 
control and as feedback for self-improvement. Processes possess the following characteristics:
•	 They are measurable because they are performance-oriented.
•	 They have specific results.
•	 They provide results to customers or stakeholders.
•	 They respond to a specific event – a process is indeed continual and iterative, but is always 

originating from a certain event.

Changing to a process based structure in an organization often shows that certain activities in the 
organization are uncoordinated, duplicated, neglected or unnecessary. 

When arranging activities into processes, you should not use the existing allocation of tasks 
into an organizational structure as a basis. Instead, start with the objective of the process and 
the relationships with other processes. As the definition states, a process is a series of activities 
carried out to convert input into an output, and ultimately into an outcome; see the ITOCO 
model (Input-Throughput-Output-Control-Outcome) in Figure A.1.

The input to a process describes the resources that are used and changed or consumed by the 
process. The output describes the immediate results of the process, while the outcome describes 
the long-term results of the process in terms of meaningful effect. Control activities are used to 
ensure that the process achieves the desired output and outcomes, and complies with policies and 
standards. Controls also regulate the input and the throughput, ensuring that the throughput 
or output parameters are compliant with these standards and policies. 

These individual processes are built together into process chains. These show what inputs goes into 
the organization, and what the outputs and outcomes are. They also provide suitable monitoring 
points to check the quality of the products and services provided by the organization.

The standards for the output of each process must be defined, so that the complete chain of 
processes in the process model meets the corporate objective. If the output of a process meets 
the defined requirements, then the process is effective in transforming its input into its output. 
To be really effective, the outcome should be taken into consideration rather than focusing on 
the output. If the activities in the process are also carried out with the minimum required effort 
and cost, then the process is efficient. It is the task of process management to use planning and 
control to ensure that processes are executed in an effective and efficient way.
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2	 Source: Foundations of IT Service management, based on ITIL V3. Van Haren Publishing, 2008.

Each process can be studied separately to optimize its quality. The process owner is responsible 
for the process results. The process manager is responsible for the realization and structure of 
the process, and reports to the process owner. The process operatives are responsible for defined 
activities, and these activities are reported to the process manager.

Processes are composed of two kinds of activities: the activities to realize the goal (operational 
activities concerned with the throughput), and the activities to manage these (control activities). 
See Figure A.1. The control activities make sure the operational activities (the workflow) are 
performed to time, in the right order, etc. (For example, in the processing of changes it is always 
ensured that a test is performed before a release is taken into production and not afterwards.)

According to the ITOCO model:
–  processes have inputs and outputs 
–  they can be adjusted by means of feedback and comparison against standards 
–  they can be rendered more specific by conversion to procedures and work instructions 
–  various roles are distinguished in relation to processes (e.g. owner, manager, executor).

A7. Process models 

The process model is at least as important as the processes because processes must be deployed 
in the right relationships to achieve the desired effect of a process-focused approach. There are 
many different process models available. A master process architecture should be defined before 
individual processes are designed.
 
A process architecture identifies the processes and process clusters, their interdependencies 
and interactions, their relationship to the IT organization structure, and the IT process-sup-
porting application architecture.

Figure A.1 Process diagram, based on the ITOCO-model2
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Organizations should use standard methodologies for creating process diagrams. In-house 
developed methodologies are often difficult to interpret in an unambiguous manner.

The Business Process Modeling world offers various methods to create process diagrams, such as 
the Unified Modeling Language (UML), the Business Process Modeling Notation (BPMN), and 
the Business Process Execution Language for Web Services (BPEL-WS). Other systems design 
approaches can be used to create process diagrams such as the CCTA/OGC SSADM or the USA 
DOD IDEF methods. Figures A.2 and A.3 are examples of the BPMN method.

When described this way, it is easier to visualise and therefore manage a process. This is particularly 
true when processes are brought together in a process chain. Note that ITIL does not give much 
attention to creating these process chains. 

Figure A.2 BPMN elements

Figure A.3 Example of a BPMN process diagram
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An organization no longer stands out because of its unique IT management processes, but 
because of the extent to which these processes are truly controlled. It is therefore critical that 
organizations consider and build their own efficient process chains for IT service management, 
adopting and adapting the standard processes contained in available good practices.

In practice, there are many process models available in the form of supplier-based products. 
Unfortunately, the details of most of these models are not publicly available. This means that 
many organizations turn to developing their own based on the available non-proprietary schemas 
included in publicly available frameworks such as CobiT and ITIL V3.

ISO/IEC 20000 clustering
ISO/IEC 20000 imposed clear clustering on its practices, see Figure A.4. The operations practices 
are out-of-scope in ISO/IEC 20000.

ITIL V3 lifecycle clustering
The lifecycle concept of ITIL V3 consists of five phases in IT service management control. Each 
of these phases describes several practices (‘processes’), functions and ‘miscellaneous activities’. 
Many of these practices are applied across more than one lifecycle phase, see Figure A.5. 
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Figure A.4 Clustering of practices according to ISO/IEC 20000
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A8. Processes, procedures and work instructions

The management of the organization can provide control over the quality of each process using 
data from the results of each process. In most cases, the relevant performance indicators and 
standards will already be agreed. The day-to-day control of the process is then left to the process 
manager. The process owner will assess the results based on a report of performance indicators 
against the agreed standard. Clear indicators enable a process owner to determine if the process 
is under control, and if implemented improvements have been successful.

Processes are often described using procedures and work instructions, in accordance with the 
ISO 9001 Quality management System model (Figure A.6).

A procedure is a specified way to carry out an activity or a process. 
A procedure describes the ‘how’, and can also describe ‘who’ carries the activities out. A procedure 
may include stages from different processes. A procedure can vary depending on the organization.
A set of work instructions defines how one or more activities in a procedure should be carried out 
in detail, using technology or other resources.

Figure A.5 Clustering of practices according to ITIL V3
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It can be difficult to determine whether something is a function or a process. A good example of 
a function is a service desk, a group of people executing the same set of processes, normally in the 
same department. A good example of a process is change management, where multiple people 
are involved who generally work for different departments. A practical guideline, based on ISO 
9001, is to consider the contribution of people, process and technology to the subject. A process 
would only cover activities, a procedure would involve the people factor, and a work instruction 
would also involve the technology (see Figure A.7).
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Figure A.6 Process documentation in the ISO 9001 Quality Model3

Figure A.7 Relations between the People/Process/Product paradigm and the ISO 9001 Quality Model4

3	 Tricker, R., 2006. ISO 9001:2000 The Quality Management Process. Van Haren Publishing.
4	� Source: Hoving, W. and J. van Bon, 2008. Functions and Processes in IT Management. In: J. van Bon (ed.), IT Service Ma-
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In practice, it is not the process that instructs the people in an organization on a day-to-day basis, 
it is the procedure and the work instructions. Processes only show how the logic in a procedure 
is constructed, but they don’t tell you who should do what/when/how. However, if you don’t 
understand your processes and build your procedures from those processes, then procedures will 
often be inconsistent with related and interconnected procedures. Also, the reason for the design 
of a procedure will not be clear. This means that – before you can construct or improve a set of 
procedures that determine your effectiveness and efficiency – you must have your process system 
in place, and people must understand its basics.

A9.	 Process and line in a matrix organization

The hierarchical structure of functions can lead to the creation of ‘silos’ in which each function 
is very self-oriented. This does not benefit the success of the organization as a whole. Processes 
run through the hierarchical structure of functions; functions often share some processes. This is 
how processes suppress the rise of functional silos, and help to ensure an improved coordination 
in between functions.

Organizations manage their activities from two perspectives: process management and line 
management. An organization using process management structures its activities in a neat series 
of processes, so that ‘floating’ or ‘orphan’ activities are eliminated. This way, the structure of the 
organization enforces the need to follow the processes. And since processes are generally accepted 
as the efficient and effective way to organize activities, this will support the organization’s 
performance. 

An organization using line management will also manage their activities in organizational 
structures: teams, departments, sections, business units. These structures are normally ordered 
along some kind of hierarchy. This way, the organization makes sure that it is clear how activities 
are allocated to organizational responsibilities. 

If an activity is sufficiently important, it can be managed as part of one of the defined processes, 
or it can be managed from the organizational line. It is possible, and increasingly common, for 
activities to be managed using both of these perspectives, creating the matrix organization. It is 
important to establish to which extent an activity is managed from the process perspective and/or 
from the line perspective. Figure A.8 illustrates the Process Management Matrix, demonstrating 
how staff can be managed from different perspectives. Each individual organization can vary the 
extent to which it uses these two control mechanisms according to its own preferences.
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According to the Process Management Matrix (PMM), the mix of the two ‘pure’ control models 
can be described in seven positions:
•	 The pure line organization – Often represented as the familiar rake or tree structure. All 

responsibilities are cascaded from the top down; interconnection between different lines are not 
recognized. The line manager is responsible for controlling their team, which consists of staff 
or other line managers. The performance of the organization is the sum of the performance of 
the departments. As such, the department’s result is a direct responsibility of the department 
managers.

•	 The line organization recognizes some processes – In terms of control, this organization 
is still a pure line organization. One characteristic of this variant is that it recognizes patterns 
in the activities of different departments that lead to positive results. By laying down these 
patterns in a process description, it determines which activities must be executed, their order, 
and the quality criteria with which they must comply. The recognized processes are often cross-
departmental. In this variant, the management of the department executing the activity and 
the staff involved bear exclusive responsibility for correct communication and collaboration.

•	 Tactical process management – In this variant, the organization not only recognizes process-
based relationships in the activities that it executes. In addition to variant two, it also decides 
to make someone responsible for the creation, maintenance, and reporting for the process. 
A key feature of this variant is that someone is appointed to this position of process owner. 
They own the process description and the manner in which the process is executed. As a 
result, the line management is no longer exclusively responsible for the control and results of 
the organization. The added value of the correct execution of well-structured processes and 
the negative consequences of their failure must be demonstrated not only by the process setup, 
but also – and especially – from the reports.

Figure A.8 The Process Management Matrix5 (PMM)
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5	� Source: IT Service Management – Global Best Practices, Volume 1, W. HHHoving & J. van Bon, The Process Management 
Matrix, pp 309-323. Van Haren Publishing, 2008.
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•	 Operational process control – In this variant the process management, in addition to the 
responsibilities from variant three, is also tasked to monitor the correct execution of the 
defined process setup. In this case, ‘correct’ means that the process is executed according 
to the process description, and within the constraints of the agreement with the customer. 
‘Monitoring’, however, does not mean correcting the execution, but detecting deviations and, 
if necessary, escalating this information. This means that the process management must be 
aware of the manner in which process activities are executed. It must also report (possible) 
deviations from the prescribed operating method or SLAs to the stakeholders, and inform 
them of the situation.

•	 Operational process direction – Sometimes the organization may decide to strengthen 
process control by granting the process management a mandate of direction. The main 
characteristic of this variant is the transition in who decides and who escalates. In variant four, 
the staff or manager decides whether he will follow the suggestion of the process management. 
If the process management does not agree with the choice, it must decide whether it wishes to 
involve higher levels of the organization in the conflict or will accept the decision made.

•	 Operational and content direction – While less obvious, it is possible to also authorize 
process management to decide which department – and which persons in that department – 
must execute activities. As a result, process management is allowed to influence content-related 
aspects. The process management selects the most suitable department and staff member in 
view of the situation. In this variant, the line management’s role is virtually reduced to resource 
management. The line manager must ensure that the department has adequate resources with 
sufficient knowledge to execute the activities. In this variant, process management decides on 
deployment of the resources.

•	 Full process direction – This is primarily a theoretical variant. It is the last step in allocating 
more responsibility to process management. This variant allocates the responsibility for 
resource management to process management. The result is ‘process departments’, meaning 
that all activities that must be executed for a process are executed by resources from those 
departments. In fact, it returns the organization to the start because it boils down to full 
management along one single dimension, just like the pure line management in the first 
variant.

For an employee, it is important to understand how these ‘competing’ management forces are 
balanced, to prevent conflicts in the prioritization of tasks. This problem grows even more 
severe if the same employee is also directed from a third perspective: project management. 
In PMM it is highly recommended that project management follows the balance of line and 
process management, running projects ‘over these lines’ instead of adding another competing 
perspective.

A10. Process and maturity

There are two mainstream “schools” of maturity thinking. They are based on different 
interpretations of the term “maturity”:
•	 Capability maturity – explaining how well certain activities are performed. Examples are 

CMMI, SPICE, the Test Process Maturity Model, the Project Effectiveness Maturity Model 
(PEMM), Luftman’s Business IT Alignment model, and Nolan’s growth model. Basically, all of 
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these models describe process capability levels, expressing how well processes are performed. 
•	 Value chain maturity – explain how well an organization is able to contribute to a value 

chain. Examples of the value chain maturity school are the KPMG World Class IT maturity 
model (see Figure 1.12), and the INK Management Model (based on EFQM). 

Combinations can also be found, e.g. in the Gartner Networking Maturity Model.

According to the quality model of EFQM (European Foundation for Quality Management, see 
Figure A.9), the road to ‘total quality’ passes through the phases product-focused, process-focused, 
system-focused, chain-focused, and total quality-focused (’utopia’). This means that, before being 
able to realize a state of continuous improvement, the organization must first have control over 
a number of aspects. The phase in which the organization becomes skilled in managing processes 
is crucial in the maturity approach. The organization cannot focus on systems and chains until 
these processes are under control. 

The CMMI model (Figure A.10) also deals with the extent to which organizations control their 
processes. The continuous representation, for instance, is expressed through the stages Incomplete 
Process, Performed Process, Managed Process, Defined Process, Quantitatively Managed Process and 
Optimizing Process. The CMMI staged representation also defines maturity in terms of the extent 
to which the organization controls its processes.
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Figure A.9 The EFQM Quality Model6

6	 The EFQM Excellence Model is a registered trademark of EFQM
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Processes are internal affairs for the IT service provider. An organization that is still trying to 
gain control of its processes therefore has an internal focus. Organizations that focus on gaining 
control over their systems in order to provide services, are also still internally focused. The 
organization is not ready for an external focus until it controls its services and is able to vary 
them on request. This external focus is required to evolve into that desirable customer-focused 
organization. This is expressed in the value chain maturity model (Figure A.11).
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Figure A.11 Maturity in the value chain8

7	 Capability Maturity Model and CMMI are registered in the U.S. Patent and Trademark Office by Carnegie Mellon University
8	  �Bosselaers, Theo, Mark Griep, Joost Dudok van Heel, Joachim Vandecasteele and Rob Weerts, 2000. The Future of the 

IT Organisation. In: J. van Bon (ed.), World Class IT Service Management Guide 2000. Ten Hagen & Stam Publishers, The 
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Because organizations can be in different stages of maturity, IT managers require a broad 
orientation in their discipline. Many organizations are now working on the introduction of a 
process-focused or still have to start working on this. Process control is a vital step on the road 
towards a mature service-oriented and – ultimately – customer-driven organization.

In the last twenty years, ITIL has made an important contribution to the organization of that 
process-focused approach. The development started in North-Western Europe and has made 
progress on most other continents in the last decade. On a global scale and in hard figures, however, 
only a minimal number of organizations have actually started with this approach – and an even 
smaller number have made serious progress at this point. The organizational change projects that 
were thought to be necessary to convert to a process-focused organization were not all entirely 
successful. The majority of organizations in the world clearly require access to good information 
and best practices concerning the business processes of IT organizations. Fortunately, that 
information is abundant. The ITIL V2 books provide comprehensive documentation on the 
most important processes, while ITIL V3 adds even more information. 

A11. Core processes of a service provider

ITIL V3 acknowledges the difference between functions and processes: functions (organizational 
capabilities) make use of processes (repeatable strings of activities). In ITIL, the description 
of such functions may cover activities that are not covered in the description of the relevant 
processes. 

As explained previously, what ITIL calls a ‘process’ does not always follow the above given 
definition of what a process is. One solution to this is to consider the twenty-six ITIL ‘processes’ 
as twenty-six ITIL ‘practices’. For example, in ITIL Capacity management covers a range of 
activities that cannot be ordered as a logical and repeatable sequence of activities. As such, the 
ITIL context describes a capacity management practice (CMP) or function rather than a capacity 
management process.

By definition, the structure of a process is in fact a series of activities that are placed in a logical 
order: a workflow. This workflow is controlled by means of the control activities. These control 
activities make sure the operational activities are performed in time, in the right order, etc. (e.g. 
in the change management process it is always made sure that a test is performed before a release 
is put into production and not afterwards).

Like any other kind of service organization, an IT service provider has only a very limited set of 
frequently repeated basic processes or process groups:
•	 Four processes are concerned with effectiveness:

–	 You agree with your customer what you will deliver [‘contract management’].
–	 You deliver what you have agreed [‘operations management’].
–	 You repair anything that goes wrong [‘incident management’].
–	 You change your service if this is required by your customer or by yourself [‘change 

management’].
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•	 Two processes are concerned with efficiency:
–	 You know what you use to deliver your service with [‘configuration management’].
–	 You adjust (to) conditions that may prevent you to deliver tomorrow what you have agreed 

today, proactively eliminating risks that would prevent this [‘risk management’].

This goes not only for an IT service provider, but for other service management fields as well. 
Imagine a catering service provider, the national post, or any other service provider: they all will 
perform these same basic tactical and operational processes. 

For an IT organization: 
•	 Contract management will cover areas of responsibility such as service level management, 

supplier management, business relationship management. 
•	 Operations management will cover the activities required to realize the operation of the IT 

service, when the service is not down or changed. This would normally cover the planning and 
execution of all operations activities, including the monitoring of all services and components, 
which is the bulk of the IT provider’s activities.

•	 Incident management covers anything that needs to be done for the repair of services or 
components. 

•	 Change management covers anything to be done for actually changing an IT service or 
component. 

•	 Configuration management covers all activities for providing accurate information on all 
infrastructure components which the organization uses to deliver their services. 

•	 Risk management covers all proactive management activities that make sure that the 
organization will be able to deliver all Quality of Service (QoS) parameters that were agreed 
with the customer (in terms of capacity, performance, finance, etc.), while conditions are 
continuously changing.

Of course, an IT organization will have some kind of strategic process above this list. However, 
strategic activities do not usually get caught in process descriptions. First of all, the frequency of 
these activities is relatively low, so the short term repetitive nature is missing. And second, C-level 
managers (CEO, CFO, CIO, etc.) in strategic positions do not usually consider their activities 
as being standard and commoditized. The Service Strategy book in ITIL is a good example: 
although many activities are described, it is not possible to find a clear strategic process in the 
book.

A12.	 Setting up functions in the service provider’s 
organization

Looking at the provider’s organization, and at documented best practices, we can recognize a 
large number of functions. Each of these functions uses one or more of the core processes. 

Functions can have different formats, including:
•	 an infrastructure format – focused on managing a part of the Information System: e.g. the 

application, the network, the database, desktops, desktops, servers, mainframes, telephony, 
database, data, system software, middleware, power, climate, etc. Examples of well-known 
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functions are Application Management (Team), Network Management (Team), Database 
Administration.

•	 a service quality format – focused on managing a quality aspect, e.g. availability, continuity, 
security. Relevant functions can be Availability Management (Team), IT Service Continuity 
Management (Team), Security Management (Team).

•	 an activity format – focused on managing one or more specific activities (processes). 
Relevant functions can be Change Management Team, Configuration Management Team, 
Requirements Engineering, Service Desk.

•	 an organizational format – focused on organizing responsibilities in departments according 
to criteria such as size, region, skills, specialism. Examples of functions can be the EMEA 
Business Unit, Team West, Corporate Headquarters.

A function can of course also be a mix of any of these – and other – formats. Finding the 
optimum organizational structure is a balancing act: which functions are most important to the 
organization, which processes are essential, how is management along the function dimension 
(also known as “the line”) and along the process dimension balanced? 

You may now recognize the following examples of regular functions:
•	 Capacity Management is an infrastructure function that uses a set of basic processes:

–	 for realization of the capacity of the agreed services at the agreed rate/demand, this function 
uses operations management

–	 for repairing capacity issues it uses incident management
–	 for changing capacities it uses change management
–	 for agreeing on capacity aspects it uses contract management
–	 for proactive actions re capacity issues it uses risk management 
–	 for the knowledge of which capacity carriers are deployed in which parts of the enterprise 

infrastructure it uses configuration management
•	 Security Management is a service quality function that uses a set of basic processes:

–	 for realisation of the security of the agreed services at the agreed rate/demand, this functions 
uses operations management

–	 for repairing security issues it uses incident management
–	 for changing security it uses change management
–	 for agreeing on security aspects it uses contract management
–	 for proactive actions re security issues it uses risk management
–	 for the knowledge of which security measures are deployed in which parts of the enterprise 

infrastructure it uses configuration management
•	 Service Desk is an activity function (call handling) that uses a set of basic processes:

–	 for the operational support of calls (service requests) according to the agreed services at the 
agreed rate/demand, this function uses operations management

–	 for handling incident calls it uses incident management
–	 for handling change calls it uses change management
–	 for agreeing on call handling performance it uses contract management
–	 for proactive actions of call handling issues it uses risk management
–	 for the knowledge of which service infrastructures are deployed in which parts of the 

enterprise it uses configuration management
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•	 Corporate Headquarters is an organizational function that uses a set of basic processes:
–	 for realisation of the agreed services at the agreed rate/demand, this function uses operations 

management
–	 for repairing service issues it uses incident management
–	 for changing services it uses change management
–	 for agreeing on service levels it uses contract management
–	 for proactive actions on service issues it uses risk management
–	 for the knowledge of which service infrastructures are deployed in which parts of the 

enterprise it uses configuration management
•	 Network Management, Application Management, Data Management, Financial management, 

Workload Management, Print Management, Knowledge Management, etc. will now all be 
recognized as variations to the themes above.

If these functions would be perceived as processes, this would require descriptions in terms of 
logical sequences of activities, inputs and outputs, feedback mechanisms, etcetera. The fact is 
that the functions listed above are not normally described in those terms, and that thus the 
function interpretation is more realistic than the process interpretation.

The number of functions that can be defined is endless: a function can be defined on each 
service attribute that is agreed upon. Common paragraphs in an SLA deal with familiar QoS’s 
like availability, capacity, cost and continuity (see Figure 1.1). As a consequence, we will 
find availability management, capacity management, financial management and continuity 
management functions in that organization. But if the organization also agreed to QoS’s for 
performance, reliability, maintainability, scalability or others – you may expect to find functions 
like performance management, reliability management, maintainability management, scalability 
management and others. These functions would then all use the six basic processes for their 
activities.
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